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1	Introduction
This contribution responds to SP-180463 ["Revised WID on Service Requirements for Cyber-Physical Control Applications in Vertical Domains (Release 16)"], which proposes expanding the scope of SP-180321 ["New WID on Service requirements for cyber-physical control applications in vertical domains (cyberCAV) (from S1-181744)"]. The companion document SP-180462 provides arguments for why option 3 also should be addressed by cyberCAV. Among others, SP-180462 provides a high-level analysis based on service area and communication service performance requirements in TR 22.804 (FS_CAV).


2	Discussion
We do not disagree with the analysis in SP-180462. However, it only covers a subset of the requirements that are important for cyber-physical control applications. In short, the viability of option 3 for wide-area cyber-physical control applications is not only a question of KPIs and RAT (EUTRA), but also of what is required from the EPS.

In particular, TR 22.804 (FS_CAV) and TR 22.822 (FS_5GLAN), which are the base for cyberCAV and QoS_MON, identify the following pertinent requirement areas for vertical applications:

-	quality-of-service monitoring for authorised users (other than the 5G system manager); keyword: dependability assurance;
-	usage of alternative credentials (i.e. not AKA' and neither 5G AKA); keyword: integration into already installed authentication systems.
-	support and provision of layer-2 (Ethernet) functionalities;
-	ultra-high communication service availability (end-to-end);
Furthermore, there is one requirement in TR 22.804 for ultra-dependable wired communication via the 5G system.
Also, there are implicit requirements. A paramount requirement for Factories of the Future and critical-infrastructure verticals is the long-time availability of communication technology. The minimum availability is typically 10 years, while some applications even call for 20–30 years. Here, the question is whether chip producers and vendors are willing to provide and maintain EPS "modules" even beyond 2040.
Another aspect is bandwidth. Option 3 postulates parallel operation of EUTRA and NR. Will dedicated spectrum (paramount for high communication dependability) be available for both technologies at the same time?


3	Analysis and recommendation
Defining service requirements for cyber-physical control application using option 3 request an in-depth impact and feasibility analysis for the EPS, and probably even the RAN. Such an analysis needs to address the complexity and feasibility of an EPS that addresses the requirements above. 
We are worried that adding these challenging and "structure-changing" requirements (e.g. Ethernet support) could "break" the EPS or critically deteriorate its usability.
For these reasons, addressing option 3 is, in our opinion, more than "selecting and copying" requirements for the other options. Such an activity needs to be conducted in very close co-operation with SA2 and SA3. It will also necessitate a companion study item in SA2.
So doing would prohibitively increase the complexity of the cyberCAV WI and it would probably also jeopardise the target completion date of Q4 2018. 
In addition, the QoS_MON WID would need to be amended so that it also covers option 3.
Therefore, if there is a SA-wide consensus that option 3 for cyber-physical control application shall be addressed in SA1, we propose to 
-	create a standalone cyberCAV mirror WI ("option 3 for cyber-physical control applications");
-	align the QoS_MON WID (SP-180141) with the new cyberCAV mirror WI, or create a QoS_MON mirror WI; 
-	launch a companion SA2 study item on option 3 for cyber-physical control applications.
