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**** START OF CHANGES ***

*********** CHANGE 1
5.10.1
General

The security features in the 5G System include:

-
Authentication of the UE by the network and vice versa (mutual authentication between UE and network).

-
Security context generation and distribution.

-
User Plane data confidentiality and integrity protection.

-
Control Plane signalling confidentiality and integrity protection.
-
User identity confidentiality.

-
Support of LI requirements as specified in TS 33.106 [35] subject to regional/national regulatory requirements, including protection of LI data (e.g., target list) that may be stored or transferred by an NF.

Detailed security related network functions for 5G are described in TS 33.501 [29].
*********** CHANGE 2
6.2.8
AUSF

The Authentication Server Function (AUSF) supports the following functionality:

-
Supports authentication for 3GPP access and untrusted non-3GPP access as specified in 3GPP TS 33.501 [29].
*********** CHANGE 3
6.3.4
AUSF selection 
The AMF performs AUSF selection to allocate an AUSF that performs authentication between the UE and 5G CN in the HPLMN.

The AUSF selection in the AMF shall utilize the NRF to discover the AUSF instance(s) unless AUSF information is available by other means, e.g. locally configured on AMF, and select an AUSF instance based on the obtained AUSF information
The AUSF selection in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the AUSF selection:

-
SUPI.
-
Home network identifier (e.g., MNC and/or MCC) of SUCI.
*********** CHANGE 4
7.2.7
AUSF Services

The following NF services are specified for AUSF:

Table 7.2.7-1: NF Services provided by AUSF

	Service Name
	Description
	Reference in TS 23.502 [3]

	Nausf UEauthentication
	The AUSF provides UE authentication service to requester NF. For AKA based authentication, this operation can also be used to recover from security context synchronization failure situations.
	5.2.10


**** END OF CHANGES ***
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