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References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.179: "Mission Critical Push to Talk (MCPTT) over LTE"; Stage 1.

[3]
3GPP TS 23.002: "Network Architecture".

[4]
3GPP TS 23.203: "Policy and charging control architecture".

[5]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[6]
3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".

[7]
3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".

[8]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[9]
3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE); Stage 2".

[10]
3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 Reference Point; Stage 3".

[11]
Void.

[12]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".

[13]
IETF RFC 5245 (April 2010): "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols".
[14]
void
[15]
void

[16]
3GPP TS 23.280: "Common functional architecture to support mission critical services".

[17]
3GPP TS 22.280: "Mission Critical Common Requirements (MCCoRe); Stage 1".

[18]
3GPP TS 29.283: "Diameter data management applications".

[19]
3GPP TS 33.180: "Security of the mission critical service".

[20]
3GPP TS 23.283: “Mission Critical Communication Interworking with Land Mobile Radio Systems; Stage 2”.
* * * Second Change * * * *
10.2
User authentication and authorization for MCPTT service 

NOTE:
Flow 10.2-1 is a high level user authentication and authorization flow. 3GPP TS 33.180 [19] defines the specific user authentication and authorization architecture required by the MCPTT service in order to realize the MCPTT user authentication and authorization requirements as defined in 3GPP TS 22.179 [2].

A procedure for user authentication is illustrated in figure 10.2-1. The user authentication is performed based on the procedure specified in 3GPP TS 23.280[16].
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1. User Authentication is based on the procedure –“General user authentication and 

authorization for MC services” specified in 3GPP TS 23.280[18].

2. The MCPTT client performs the service authorization with the MCPTT server.


Figure 10.2-1: MCPTT user authentication and registration, single domain

1.
The user authentication is performed as per the general user authentication procedure specified in 3GPP TS 23.280[16].
2.
MCPTT client performs the MCPTT service authorization for the user. Step 2 utilizes the results of step 1.
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