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5.2.5.1
ANR function management in E-UTRAN
The business level requirements in section 5.1 are decomposed into the following specification level requirements, applicable for E-UTRAN:

REQ-ANR-FUN-01
An IRPManager shall be able to request that HO be allowed from source cell to target cell.  
REQ-ANR-FUN-02
An IRPManager shall be able to request that HO be prohibited from source cell to target cell.  

REQ-ANR-FUN-03
An IRPManager shall be able to request that HO be allowed from source cell to target cell and that no other entity than an IRPManager can remove that request. This is termed as HO white-listing.  

REQ-ANR-FUN-04
An IRPManager shall be able to request that HO be prohibited from source cell to target cell and that no other entity than an IRPManager can remove that request. This is termed as HO black-listing.
REQ-ANR-FUN-05
An IRPAgent shall inform the IRPManager about success or failure of IRPManager operations to allow HO, prohibit HO, HO white-list and HO black-list.

REQ_ANR-FUN-06
An IRPManager shall be able to request establishment of an X2 connection from one eNB to another eNB.  
REQ-ANR-FUN-07
An IRPManager shall be able to request the release of an X2 connection between two eNBs. 
REQ-ANR-FUN-08
An IRPManager shall be able to request that X2 interface from one eNB to another eNB be established if the X2 interface is not established and that the release of X2 interface be prohibited. No other entity than an IRPManager can remove that request.  This is termed as X2 white-listing.
REQ-ANR-FUN-09
An IRPManager shall be able to request that X2 interface from one eNB to another eNB be released if the X2 interface is established and that the establishment of the X2 interface be prohibited. No other entity than an IRPManager can remove that request.  This is termed as X2 black-listing.
REQ-ANR-FUN-10
Operator shall be able to disable/enable one eNB or multiple eNB’s ANR function when needed.
REQ-ANR-FUN-11
void

REQ-ANR-FUN-12
An IRPManager shall be able to add and configure new NCRs in the eNB.
REQ-ANR-FUN-13
An IRPManager shall be able to remove NCRs in the eNB 
REQ-ANR-FUN-14
An IRPAgent shall inform the IRPManager about changes to the NCR according to TS 32.301 [7].

REQ-ANR-FUN-15
A Searchlist is needed for each cell. The IRPManager should be able to configure the Searchlist.
REQ-ANR-FUN-16
An IRPAgent shall inform the IRPManager about the newly added and removed NCRs according to TS 32.301 [7]. 

REQ-ANR-FUN-17
An IRPManager shall be able to retrieve ANR related attribute values on cell level, identifying:

-
Source cell & target cell;
-
NCR status (locked, unlocked);
-
HO status (allowed, prohibited).

The "locked" NCR status indicates that the NCR shall not be removed by the ANR function. 

The "unlocked" NCR status indicates that the NCR may be removed by the ANR function.

The "allowed" HO status indicates that handovers are allowed for this NCR.

The "prohibited" HO status indicates that handovers are prohibited for this NCR.

The combination of "locked" NCR status and "allowed" HO status is a "whitelisted" relation.

The combination of "locked" NCR status and "prohibited" HO status is a "blacklisted" relation

REQ-ANR-FUN-18
The IRPAgent shall support a capability allowing the IRPManager to determine whether the X2 interface between two eNodeBs is established or not established.

REQ-ANR-FUN-19
IRPManager shall be able to request that the source eNB be prohibited to use X2 interface for HOs to a target eNB even if the X2 interface exists between the eNBs.  No other entity than an IRPManager can remove that request.  This is termed as X2HO black-listing.
REQ-ANR-FUN-20
The IRPAgent shall support a capability allowing the IRPManager to retrieve the X2 whitelisted and blacklisted eNBs.

5.2.5.2
ANR function management in UTRAN

The business level requirements in section 5.1 are decomposed into the following specification level requirements, applicable for UTRAN:

REQ-ANR -FUN-21
The IRPAgent shall support a capability allowing the IRPManager to request that HO be allowed from source cell to target cell.
REQ-ANR-FUN-22
The IRPAgent shall support a capability allowing the IRPManager to request that HO be prohibited from source cell to target cell.
REQ-ANR-FUN-23
The IRPAgent shall support a capability allowing the IRPManager to request that HO be allowed from source cell to target cell and that no other entity than an IRPManager can remove that request. This is termed as HO white-listing.

REQ-ANR-FUN-24
The IRPAgent shall support a capability allowing the IRPManager to request that HO be prohibited from source cell to target cell and that no other entity than an IRPManager can remove that request. This is termed as HO black-listing.

REQ-ANR-FUN-25
The IRPAgent shall inform the IRPManager about success or failure of IRPManager operations to allow HO, prohibit HO, HO white-list and HO black-list. 
REQ-ANR-FUN-26
The IRPAgent shall support a capability allowing the IRPManager to disable/enable ANR function in RNC when needed.

REQ-ANR-FUN-27
The IRPAgent shall support a capability allowing the IRPManager to add and configure new NCRs in the RNC.

REQ-ANR-FUN-28
The IRPAgent shall support a capability allowing the IRPManager to remove NCRs in the RNC.
REQ-ANR-FUN-29
The IRPAgent shall inform the IRPManager about changes to the NCR according to TS 32.301 [7].

REQ-ANR-FUN-30
The IRPAgent shall inform the IRPManager about the newly added and removed NCRs according to TS 32.301 [7].
REQ-ANR-FUN-31
The IRPAgent shall support a capability allowing the IRPManager to retrieve ANR related attribute values on cell level, identifying:

-
Source cell & target cell;
-
NCR status (locked, unlocked);
-
HO status (allowed, prohibited).

The "locked" NCR status indicates that the NCR shall not be removed by the ANR function. 

The "unlocked" NCR status indicates that the NCR may be removed by the ANR function.

The "allowed" HO status indicates that handovers are allowed for this NCR.

The "prohibited" HO status indicates that handovers are prohibited for this NCR.

The combination of "locked" NCR status and "allowed" HO status is a "whitelisted" relation.

The combination of "locked" NCR status and "prohibited" HO status is a "blacklisted" relation.

