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	Reason for change:
	Background:

In the Network Parameter Configuration via SCEF procedure, if the HSS sets the subscribed periodic RAU/TAU timer using the value of Maximum Latency and the subscribed periodic RAU/TAU timer previously set by a Monitoring Request, the HSS cancels the previously accepted Monitoring Request. The HSS sends the  SCEF Reference ID of the cancelled Monitoring Event to the SCEF in the response message. Accordingly, the SCEF sends the corresponding TLTRI of the cancelled Monitoring Event in the response message over T8 to inform of the SCS/AS that previously Monitoring Event is cancelled.
As described in sub clause 5.6.9, the HSS may cancel a previously accepted monitoring event request, e.g. a previously set subscribed periodic RAU/TAU Timer from one SCS/AS is overwritten by another SCS/AS. 
Issue 1:

In section 5.18 of TS 23.682, in step 10 of the Network Parameter Configuration procedure, the HSS may cancel a monitoring event. If a monitoring event is canceled, the HSS tells the SCEF that requested the Network Parameter Configuration.  However, the problem in the current specification is that it does not explain how handle the situation where the cancelation notification needs to be sent to another SCEF. 

Issue 2:

In section 5.18 of TS 23.682, in step 11 of the Network Parameter Configuration procedure, the SCEF may tell the SCS/AS about a canceled monitoring event. However, there is another procedure, in section 5.6.9 that allows the SCEF to tell the SCS/AS about a canceled monitoring event. However, the SCS/AS that invoked the Monitoring Event API may be different than the SCS/AS that invoked the Network Parameter Configuration API. It is not explained how to handle this case.

Moreover, as agreed in CT3, each procedure has its own API and independent with each other. In order to decouple the Monitoring API and Network Parameter Configuration API, it is proposed that SCEF uses the Network-initiated Explicit Monitoring Event Deletion Procedure to inform of the SCA/AS the cancelled Monitoring Event.

	
	

	Summary of change:
	This proposal fixes Issue 1 by adding step 10a to notify the other SCEF about the canceled monitoring event. Step 10a reuses the existing procedure of section 5.6.9. It is important to note that step 10a would be sent to a different SCEF than the SCEF that gets message 10. The CR points this out.
This proposal fixes Issue 2 by making it so that the SCEF does not tell the SCS/AS about canceled monitoring events in the Network Parameter Configuration Procedure. Rather, the SCEF uses the existing Network-initiated Explicit Monitoring Event Deletion Procedure from section 5.6.9. This effectively decouples the procedures of Monitoring related procedure and network parameter configuration related procedure.

	
	

	Consequences if not approved:
	When the Network Parameter Configuration procedure causes the HSS to cancel a monitoring event that is related to an SCEF that is different than the SCEF that is involved in the Network Parameter Configuration procedure, then the SCEF will not be told about the canceled monitoring event.
When the Network Parameter Configuration procedure causes the HSS to cancel a monitoring event that is related to an SCS/AS that is different than the SCS/AS that is involved in the Network Parameter Configuration procedure, then the SCS/AS will not be told about the canceled monitoring event.
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5.18
Procedure for Network Parameter Configuration via SCEF
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Figure 5.18-1: Procedure for Network Parameter Configuration via SCEF

1.
The SCS/AS sends a T8 Set Suggested Network Configuration Request (TTRI, TLTRI, External Identifier or MSISDN or External Group Identifier, SCS/AS Identifier, Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets, Group Reporting Guard Time) message to the SCEF to request that the network consider setting Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets to the requested value(s); they are all optional fields.

2.
The SCEF stores the received TLTRI and assigns it to an SCEF Reference ID. Based on operator policies, if either the SCS/AS is not authorized to perform this request (e.g. if the SLA does not allow for it) or the Set Suggested Network Configuration Request is malformed, the SCEF skips steps 3-10 and provides a Cause value appropriately indicating the error. The SCEF checks whether the parameters are within the range defined by operator policies. If one or more of the parameters are not within range, then, based on operator policies, the SCEF may either reject the request by skipping steps 3-10 and providing a cause value that indicates which parameters are out of range, discard the value(s) that are out of range and proceed with the flow, or select different value(s) that are in range and proceed with flow. If the SCEF decides on using values, for the parameters provided in step 1, different to the ones provided by the SCS/AS, then the SCS/AS is informed of it in step 11.

3.
The SCEF sends a Set Suggested Network Configuration Request (External Identifier or MSISDN or External Group Identifier, SCEF ID, SCEF Reference ID, Maximum Latency (if provided), Maximum Response Time (if provided), Suggested Number of Downlink Packets (if provided), Group Reporting Guard Time) message to the HSS to configure the parameters on the HSS and on the MME/SGSN. If the External Group Identifier is included, External Identifier or MSISDN shall be ignored.

4.
The HSS examines the Set Suggested Network Configuration Request message, e.g. with regard to the existence of External Identifier or MSISDN or External Group Identifier or whether the included parameters are in the range acceptable for the operator, if this check fails the HSS either skips steps 5-9 and provides a Cause value indicating the reason for the failure condition to the SCEF or selects different value(s) that are in range and proceeds with flow. If the HSS decides on using values, for the parameters provided in step 3, different to the ones provided by the SCEF, then the SCEF is informed of it in step 10. In addition, the HSS sets the subscribed periodic RAU/TAU timer using the value of Maximum Latency, if it is provided. If the subscribed periodic RAU/TAU timer was previously set by a Monitoring Request then, depending on operator configuration, the flow skips steps 5-9 and the HSS rejects the Network Configuration Request with an appropriate Cause indicating the failure condition or accepts the request. In the case that the HSS accepts this request, the HSS cancels the previously accepted Monitoring Request.

5.
For group based processing (if the HSS received the Set Suggested Network Configuration Response with an External Group Identifier), the HSS sends a Set Suggested Network Configuration Response (SCEF Reference ID, Cause) message to the SCEF to acknowledge acceptance of the Set Suggested Network Configuration Request before beginning the processing of individual UEs indicating that Group processing is in progress.

6.
For group based processing (if the SCEF received the T8 Set Suggested Network Configuration Response with an External Group Identifier), the SCEF sends a T8 Set Suggested Network Configuration Response (TTRI, Cause) message to the SCS/AS. The Cause value indicates progress of Group processing request.

7.
The HSS sends an Insert Subscriber Data Request (Maximum Response Time (if provided), subscribed periodic RAU/TAU timer (if modified), Suggested Number of Downlink Packets (if provided)) message to the MME/SGSN for the individual UE or for each individual group member UE. If the Set Suggested Network Configuration Request message is for a group of UEs, the HSS sends an Insert Subscriber Data Request message per UE to all the MME/SGSN(s) serving the members of the group.

8.
The MME/SGSN verifies the request, e.g. if the parameters are covered by a roaming agreement when the request is from another PLMN. If this check fails, the MME/SGSN follows step 9 and provides a Cause value indicating the reason for the failure condition to the HSS. Based on operator policies, the MME/SGSN may also reject the request due to other reasons (e.g. overload or HSS has exceeded its quota or rate of submitting requests defined by an SLA).


If the subscribed periodic RAU/TAU timer was modified, at every subsequent TAU/RAU procedure, the MME/SGSN applies the subscribed periodic RAU/TAU timer.

NOTE:
The MME/SGSN will transfer the parameters stored as part of its context information during an MME/SGSN change.

9.
The MME/SGSN sends an Insert Subscriber Data Answer (Cause) message to the HSS.

10.
For single UE processing (if the HSS received the Set Suggested Network Configuration Response without an External Group Identifier), the HSS sends Set Suggested Network Configuration Response (SCEF Reference ID, Maximum Response Time (if modified), Maximum Latency (if modified), Suggested Number of Downlink Packets (if modified), Cancelled SCEF Reference ID, Cause) message to the SCEF to acknowledge acceptance or indicate the rejection of the Set Suggested Network Configuration Request. If the HSS modified any of the parameters that were provided in step 3, the modified values are provided to the SCEF.

For group based processing, if the Group Reporting Guard Time was provided in the Request, the HSS accumulates multiple responses for the UEs of the group within the Group Reporting Guard Time. After the Group Reporting Guard Time expiration, the HSS sends a Set Suggested Network Configuration Response (SCEF Reference ID, Cause, list of (External Identifier or MSISDN, Cancelled SCEF Reference ID, Cause)) with the accumulated responses. The HSS includes UE identity(ies) and a Cause value indicating the reason for the failure in the message if the monitoring configuration of the group member failed. 
     If the HSS cancelled Monitoring Event(s) for UE(s) in step 4 and the cancelled Monitoring Event(s) is subscribed by the SCEF which is the same as the one sending the Set Suggested Network Configuration Request at step 1, Cancelled SCEF Reference ID is included and set to the SCEF Reference ID of the cancelled Monitoring Event(s).
10a. If the HSS cancelled a Monitoring Event(s) for UE in step 4 and the cancelled Monitoring Event(s) is subscribed by the SCEF which is different from the SCEF sending the Set Suggested Network Configuration Request at step 1, the HSS sends the Monitoring Indication message towards the SCEF which subscribed the cancelled Monitoring Event(s) and includes SCEF Reference ID of a cancelled Monitoring Event(s).
11.
For single UE processing (if the SCEF received the T8 Set Suggested Network Configuration Response without an External Group Identifier), the SCEF sends a T8 Set Suggested Network Configuration Response (TTRI, Maximum Response Time (if modified), Maximum Latency (if modified), Suggested Number of Downlink Packets (if modified), Cause) message to the SCS/AS. If the SCEF or HSS modified any of the parameters that were provided in step 1, the modified values are provided to the SCS/AS. If the SCEF discarded any of the parameters that were provided in step 1, the cause value indicates which values were discarded. 

For group based processing, SCEF sends a T8 Set Suggested Network Configuration Response (TTRI, TLTRI Maximum Response Time (if modified), Maximum Latency (if modified), Suggested Number of Downlink Packets (if modified), Cause, list of (External Identifier or MSISDN, Cause)) with the accumulated responses received from the HSS in step 10. If the SCEF or HSS modified any of the parameters that were provided in step 1, the modified values are provided to the SCS/AS. If the SCEF discarded any of the parameters that were provided in step 1, the cause value indicates which values were discarded. 
12. If the SCEF received Cancelled SCEF Reference ID in step 10 or 10a, the steps 2-5 of Network-initiated Explicit Monitoring Event Deletion procdure defined in clause 5.6.9 are performed with the TLTRI corresponding to the Cancelled SCEF Reference ID.
***** End of Changes *****
Annex  Reference of  5.6.9
5.6.9
Network-initiated Explicit Monitoring Event Deletion Procedure

The procedure is used by the SCEF towards the SCS/AS to delete a previously configured Monitoring Event.
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Figure 6.5.9-1: Network-initiated Explicit Monitoring Event Deletion Procedure

0.
A Monitoring Event configuration procedure according to clause 5.6.1 or clause 5.6.6 has already executed successfully.

1.
Due to certain conditions (e.g. for a single UE processing, a previously set subscribed periodic RAU/TAU Timer from one SCS/AS is being overwritten by another SCS/AS, or for group based processing, if a given External Group ID for which a previous group request was accepted is now no longer valid) HSS triggers a Monitoring Response message or Monitoring Indication message towards the SCEF and includes SCEF Reference ID of a previously accepted Monitoring Event which needs cancellation.

1b.
The HSS also deletes the previously configured Monitoring Event in the MME/SGSN, if applicable, e.g. at deletion of an External Group ID in the HSS.

2.
Based on the SCEF Reference ID for cancellation included in step 1a or local context lookup in step 1b, the SCEF determines TLTRI of the configured Monitoring Event which needs cancellation.

3. The SCEF sends a Cancel Monitoring Event Request (TTRI, TLTRI, Cause) message to the SCS/AS. The SCS/AS address corresponds to either the T8 Destination Address received during Monitoring Event configuration, or the address of the SCS/AS which sent the Monitoring Request during Monitoring Event Configuration. Cause value indicates the reason for cancellation of the previously configured Monitoring Event.

4.
The SCS/AS sends a Cancel Monitoring Event Response (TTRI, Cause) message to the SCEF. The SCS/AS deletes T8 context associated with the TLTRI received in step 3. Cause indicates the result of the procedure.

5.
The SCEF deletes T8 context and the SCEF EPS Bearer context associated with the TLTRI sent in step 3.
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