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**** Start of 1st Change ****

4.2.2
UE access selection and PDU Session selection related policy (UE policy) control requirements

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

-
Access network discovery & selection policy (ANDSP): It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses.

-
UE Route Selection Policy (URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session

**** Start of 2nd Change ****
5.3.3
Interactions between PCF and AMF

Npcf and Namf enable the PCF to provide Access and Mobility Management related policies to the AMF and it support the following functions:

-
Handling of Policy Association Establishment request sent by the AMF to the PCF as part of UE Registration procedure(s);

-
Provision of access and mobility management decision from the PCF to the AMF;

-
Delivery of network events from the AMF to the PCF;

-
Handling of Policy Association Termination request sent by the AMF to the PCF as part of UE De-Registration procedure;

-
Handling of transparent delivery UE access selection and PDU Session selection policy from PCF to the UE via the AMF.
The N15 reference point is defined for the interactions between PCF and AMF in the reference point representation.

**** Start of 3rd Change ****
5.3.4
Interactions between V-PCF and H-PCF

For roaming scenario, the interactions between V-PCF and H-PCF through Npcf enables the H-PCF to:

-
Provision of access and mobility management related policies to V-PCF in the VPLMN.

-
Handling of Policy Association Establishment request sent by the V-PCF as part of UE Registration procedure(s).

-
Receipt of network events from the V-PCF.

-
Handling of Policy Association Termination request sent by V-PCF as part of UE De-Registration procedure.
The N24 reference point is defined for the interactions between V-PCF and H-PCF in the reference point representation.



In roaming, the H-PCF provides ANDSP rules and URSP rules and subscribes to AMF related events via the V-PCF. The V-PCF provides access mobility management policies and ANDSP in the VPLMN and subscribes AMF related events in the AMF.
**** Start of 4th Change ****

6.1.2
Non-session management related policy control

6.1.2.1
Access and mobility related policy control

The access and mobility policy control encompasses the management of service area restrictions and the management of the RFSP functionalities.

The management of service area restrictions enables the PCF to modify the service area restrictions used by AMF as described in TS 23.501 [2] clause 5.3.4.

A UE's subscription may contain service area restrictions, which may be further modified by PCF based on operator defined policies at any time, either by expanding a list of allowed TAIs or by reducing a non-allowed TAIs or by increasing the maximum number of allowed TAIs. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc.

The AMF may report the subscribed service area restrictions received from UDM during Registration procedure or when the AMF changed, the conditions for reporting are that local policies in the AMF indicate that Access and Mobility Control is enable. The AMF reports the subscribed service area restrictions to the PCF also when the service area restrictions change event trigger is met. The AMF receives the modified service area restrictions from the PCF. The AMF stores them then use it to determine mobility restriction for a UE. The PCF may indicate the AMF that there is an unlimited service area.

The service area restrictions consist of a list of allowed TAI(s) or a list of non-allowed TAI(s) and optionally the maximum number of allowed TAIs.

NOTE 1:
The enforcement of the service area restrictions is performed by the UE, when the UE is in CM-IDLE state or in CM-CONNECTED state when in RRC Inactive, and in the RAN/AMF when the UE is in CM-CONNECTED state.

The management of the RFSP Index enables the PCF to modify the RFSP Index used by the AMF to perform radio resource management functionality as described in TS 23.501 [2] clause 5.3.4.  PCF modifies the RFSP Index based on operator policies that take into consideration e.g. accumulated usage, load level information per network slice instance etc. The subscribed RSFP Index may be further adjusted by the PCF based on operator policies at any time.

For radio resource management, the AMF may report the subscribed RFSP Index received from UDM during the Registration procedure or when the AMF changed. The conditions for reporting are that local policies in the AMF indicate that Access and Mobility Control is enable. The AMF reports the subscribed RFSP Index to the PCF when the subscription to RFSP Index change to the PCF is met. The AMF receives the modified RFSP Index from the PCF.

NOTE 2:
The enforcement of the RFSP Index is performed in the RAN.

Upon change of AMF, the source AMF informs the PCF that the UE context was removed in the AMF in case of inter-PLMN mobility.
**** Start of 5th Change ****

6.1.2
Non-session management related policy control

6.1.2.2
UE access selection and PDU Session selection related policy (UE policy) control

6.1.2.2.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access Network Discovery & Selection Policy (ANDSP): It is used by the UE for selecting non-3GPP accesses. The structure and the content of this policy are specified in clause 6.6.1.

2)
UE Route Selection Policy (URSP): This policy is used by the UE to determine if a detected application can be associated to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session. The structure and the content of this policy are specified in clause 6.6.2. The URSP rules include traffic descriptors that specify the matching criteria and one or more of the following components:

2a)
SSC Mode Selection Policy (SSCMSP): This is used by the UE to associate the matching application with SSC modes.

2b)
Network Slice Selection Policy (NSSP): This is used by the UE to associate the matching application with S-NSSAI.

2c)
DNN Selection Policy: This is used by the UE to associate the matching application with DNN.

2d)
Non-seamless Offload Policy: This is used by the UE to determine that the matching application should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU Session).

2e) Access Type preference: If the UE needs to establish a PDU Session for the matching application, this indicates the preferred Access Type (3GPP or non-3GPP).

The ANDSP and URSP may be pre-configured in the UE of may be provisioned to UE from PCF. The pre-configured policy shall be applied by the UE only when it has not received the same type of policy from PCF.

In the case of a roaming UE, the V-PCF may retrieve ANDSP and URSP from the H-PCF over N24/Npcf.

The ANDSP and URSP shall be provided from the PCF to the AMF via N15/Npcf interface and then from AMF to the UE via the N1 interface. The AMF shall not change the ANDSP and the URSP provided by PCF.

When the UE has valid USRP rules, the UE shall perform the association based on user preference and these rules. URSP is only applied when there is no applicable user preference for the matching application.

The UE shall start applying the new UE Policy (i.e. UE Access selection and PDU Session selection related policy information) after receiving it. For the existing PDU Sessions, the UE shall examine the PDU Session related policy information to determine whether the existing PDU Session(s) (if any) are maintained or not. If not, then the UE may initiate a PDU Session release procedure for the PDU Session(s) that cannot be maintained.

If there are multiple IPv6 prefixes within the PDU Session, then the routing rules, described in clause 5.8.1.2 in 3GPP TS 23.501 [2], on the UE shall be used to select which IPv6 prefix to route the traffic of the application. 
**** End of Changes ****
