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1
Introduction

In Release 14, stage 1 requirements for MCPTT are specified in 3GPP TS 22.179 (for MCPTT specific requirements) and 3GPP TS 22.280 (for MC common requirements that are applicable to MCPTT). MCPTT enhancements for Release 14 can be found in both of these stage 1 specifications.
The functional architecture specified for Release 13 in 3GPP TS 23.179 applies only to the MCPTT service. As part of the work for the MCImp-MC_ARCH work item aspects of the MCPTT architecture that could be extended to more than one mission critical service are migrated to a new stage 2 specification, 3GPP TS 23.280 and made part of a common functional architecture for mission critical services. As part of this split in stage 2, a new specification is created for Release 14 in 3GPP TS 23.379 to describe the MCPTT specific architecture aspects going forward. MCPTT stage 2 enhancements for Release 14 can be found in both 3GPP TS 23.379 and 3GPP TS 23.280.
A similar change occurred for the security aspects related to MCPTT. The security aspects for Release 13 in 3GPP TS 33.179 apply only to the MCPTT service. In Release 14 a new specification is created in 3GPP TS 33.180 to describe the security aspects of all mission critical services including MCPTT. Enhancements for Release 14 of the security aspects for MCPTT service can be found in 3GPP TS 33.180.
A description of the enhancements to the MCPTT service as well as the stage 3 protocol aspects is contained in the following sub-clause. 
2
Description
Enhancements to the MCPTT service impact the following areas of the architecture and protocols: call control and media handling, configuration, and security. The MCPTT enhancements for call control and media handling include: Ambient listening call, both remotely and locally initiated; First-to-answer call, Private call call-back request; and Floor control for an audio cut-in enabled group. These enhancements are applicable to on-network operation.
The MCPTT enhancements for configuration include: Updating the selected MC service user profile for the MCPTT service; and Authorized user remotely changes another MCPTT user’s selected MCPTT group – mandatory mode. The MCPTT enhancements for security include: addition of the KMS uri for security domain; and security aspects related to operation of the MCPTT service across more than one security domain.
The architecture, protocol, and security aspects related to these enhancements are described in the following specifications:

1. The MCPTT service architecture (including information flows, procedures, and configuration) is specified in 3GPP TS 23.379 and 3GPP TS 23.280;

2. The security aspects of the MCPTT service are specified in 3GPP TS 33.180;
3. The protocol aspects of the MCPTT service for call control and media plane are specified in 3GPP TS 24.379 and 3GPP TS 24.380 respectively;
4. The protocol aspects of the MCPTT service for group configuration, identity management, and general configuration are specified in 3GPP TS 24.481, 3GPP TS 24.482, 3GPP TS 24.483, and 3GPP TS 24.484 respectively;
5. The protocol aspects of the MCPTT service for codecs and media handling are specified in 3GPP TS 26.179;

6. The protocol aspects of the MCPTT service for policy and charging control are specified in 3GPP TS 29.213 and 3GPP TS 29.214;

7. The protocol aspects of the MCPTT service for data management related to MC service user profile are specified in 3GPP TS 29.283;

8. The stage 2 aspects of the Proximity-based services (ProSe) enabler for the MCPTT service are specified in 3GPP TS 23.303; and
9. The stage 2 aspects of the Group Communication System Enabler (GCSE) for multicast communication as part of the MCPTT service are specified in 3GPP TS 23.468.
3
References

[1] 3GPP TS 22.179 Mission Critical Push To Talk (MCPTT) over LTE; Stage 1 (Release 14);
[2] 3GPP TS 22.280 Mission Critical Services Common Requirements (MCCoRe); Stage 1 (Release 14);
[3] 3GPP TS 23.179 Functional architecture and information flows to support mission critical communication services; Stage 2 (Release 13);
[4] 3GPP TS 23.379 Functional architecture and information flows to support Mission Critical Push To Talk (MCPTT); Stage 2 (Release 14);

[5] 3GPP TS 23.280 Common functional architecture to support mission critical services; Stage 2 (Release 14);
[6] 3GPP TS 23.303 Proximity-based services (ProSe); Stage 2 (Release 14);
[7] 3GPP TS 23.468 Group Communication System Enablers for LTE (GCSE_LTE); Stage 2 (Release 14);
[8] 3GPP TS 24.379 Mission Critical Push To Talk (MCPTT) call control; Protocol specification (Release 14);
[9] 3GPP TS 24.380 Mission Critical Push To Talk (MCPTT) media plane control; Protocol specification (Release 14);
[10] 3GPP TS 24.481 Mission Critical Services (MCS) group management; Protocol specification (Release 14);

[11] 3GPP TS 24.482 Mission Critical Services (MCS) identity management; Protocol specification (Release 14);
[12] 3GPP TS 24.483 Mission Critical Services (MCS) Management Object (MO) (Release 14);
[13] 3GPP TS 24.484 Mission Critical Services (MCS) configuration management; Protocol specification (Release 14);

[14] 3GPP TS 26.179 Mission Critical Push To Talk (MCPTT); Codecs and media handling (Release 14);

[15] 3GPP TS 29.213 Policy and Charging Control signalling flows and Quality of Service (QoS) parameter mapping (Release 14);

[16] 3GPP TS 29.214: Policy and Charging Control over Rx reference point (Release 14);

[17] 3GPP TS 29.283: Diameter data management applications (Release 14);

[18] 3GPP TS 33.179: Security of Mission Critical Push-To-Talk (Release 13);
[19] 3GPP TS 33.180: Security of the mission critical service (Release 14).
