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	Reason for change:
	A PDN Instance is defined in TS 23.214:

- in the PDR,  as identifying "the PDN instance associated with the incoming packet";
- in the FAR, as identifying "the PDN instance associated with the outgoing packet".
The PDN instance can be used in the PGW/TDF e.g. in case several enterprises using the same IP subnet are connected to the same UPF: they may use different APNs, different protocols, etc: PDRx/FARx can be used for Enterprise-x and PDRy/FARy can be used for Enterprise-y. 

However, the PDN instance, as it is defined, it very limitative. For example, it does not apply to Sxa (SGW) but only to Sxb and Sxc (PGW, TDF).
Some use cases below seem to not be addressed with the PDN instance as it is:
· For S1-u traffic from/to eNBs that belong to different operators (shared networks) and thus may be in different domains.

· For S5/S8 traffic from/to PGWs that belong to different IP domains.
Indeed:
· When the FTEID is allocated by the UPF, the UPF needs to know in which IP address range to allocate it. Such information is missing and should be provided by the CPF.

· When the FTEID is allocated by the CPF, and if the target nodes are in different domains but with overlapping IP addresses, the UPF will not know which routing/forwarding table to use.
This is easily solved by the Virtual Routing and Forwarding concept, which is widely used in the industry. This concept allows separate interfaces, separate protocols, separate firewalls, etc. 
It is therefore proposed to replace the PDN instance by a more generic concept (Network Instance) that could be used for Sxa as well. Per TS 29.244, a PDN instance is an OctetString and may be encoded as an APN. The Network Instance can be encoded as a Domain Name.  

	
	

	Summary of change:
	"PDN Instance" is renamed into "Network Instance" (which may corresponds e.g. to an IP or an Ethernet realm, etc). 


	
	

	Consequences if not approved:
	It would not be possible to deploy CUPS in case there are eNodeBs or PGWs in different networks. 
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	Other comments:
	


FIRST CHANGE
7.3
Packet Detection Rule

The following table describes the Packet Detection Rule (PDR) containing information required to classify a packet arriving at the UP function. There is at least one PDR per direction, e.g. UL direction or DL direction.
Table 7.3-1: Attributes within Packet Detection Rule

	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Identifies the session associated to this PDR
	
	X
	X
	X

	Rule ID
	Unique identifier to identify this information.
	
	X
	X
	X

	Precedence
	Determines the order, in which the detection information of all rules is applied
	
	
	X
	X

	Packet Detection information
	Source interface
	Contains the values "access side", "core side", "CP function" or "SGi-LAN".
	Identifies whether the rule applies to incoming packets from the access side (i.e. up-link), the core side (i.e. down-link), the CP function (the packet from CP function) or the SGi-LAN side (the packet has experienced SGi-LAN Service Functions).
	X
	X
	X

	
	UE IP address 
	One IPv4 address and/or one IPv6 prefix with prefix length
	Combination of UE IP address (together with Network instance, if necessary), F-TEID, SDF filters, application ID for traffic detection:

SGW UL: Local F-TEID

SGW DL: Local F-TEID

PGW UL: Local F-TEID + UE IP address + SDF/applicat.ID

PGW DL: UE IP address + SDF/application ID

TDF UL (solicited mode): UE IP address + SDF/application ID

TDF DL (solicited mode): UE IP address + SDF/application ID

TDF UL/DL (unsolicited mode): application ID
	
	X
	X

	
	Network instance
	· Identifies the Networkinstance associated with the incoming packet..
(NOTE 1)
	
	X
	X
	X

	
	Local F-TEID 
	
	
	X
	X
	

	
	SDF Filter
	
	
	
	X
	X

	
	Application ID
	
	
	
	X
	X

	
	Instructs the UP function to remove one or more outer header(s) (e.g. IP+UDP+GTP) from the incoming packet.
	Any extension header shall be stored for this packet.
	
	X
	
	

	Outer header removal
	Every Forwarding action Rule ID identifies a forwarding action that has to be applied to a packet matching this rule.
	
	X
	X
	X

	List of Forwarding Action Rule ID(s)
	Every Reporting Rule ID identifies a measurement action that has to be applied to a packet matching this rule.
	
	X
	X
	X

	List of Reporting Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied to a packet matching this rule. 
	
	
	X
	X

	NOTE 1:
Needed e.g. in case:


-
PGW/TDF UP function supports multiple APN with overlapping IP addresses; 


-
SGW UP function is connected to PGWs in different IP domains (S5/S8);


-
SGW UP function is connected to eNodeBs in different IP domains.


NEXT CHANGE
7.5
Forwarding Action Rule

The following table describes the Forwarding Action Rule (FAR) that defines how a packet shall be forwarded, including packet encapsulation/decapsulation and forwarding destination.

Table 7.5-1: Attributes within Forwarding Action Rule
	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Identifies the session associated to this FAR
	
	X
	X
	X

	Rule ID
	Unique identifier to identify this information.
	
	X
	X
	X

	Precedence
	Determines the order in which the Forwarding Action Rules are to be applied
	
	X
	X
	X

	Network instance
	Identifies the Network instance associated with the outgoing packet. 
(NOTE 1)
	
	X
	X
	X

	Destination interface
	Contains the values "access side", "core side", "CP function", or "SGi-LAN".
	Identifies the interface for outgoing packets towards the access side (i.e. down-link), the core side (i.e. up-link), the CP function side (i.e. towards CP function) or the SGi-LAN side (i.e. towards SGi-LAN).
	X
	X
	X

	Outer header creation 
	Instructs the UP function to add an outer header (IP+UDP+GTP) to the outgoing packet


	Contains the F-TEIDu of peer entity (e.g. eNB, SGW, PGW, CP function).

Any extension header stored for this packet shall be added.
	X
	X
	

	Send end marker packet(s)
	Instructs the UP function to construct end marker packet(s) and send them out as described in clause 5.8.1.
	This parameter should be sent together with the "out header creation" parameter of the new F-TEID-u.
	X
	X
	

	Transport level marking 
	Transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point.
	
	X
	X
	

	Forwarding policy 
	Reference to a preconfigured traffic forwarding treatment for FMSS or http redirection (NOTE 2)
	Contains TSP ID or Redirect Destination and values for the forwarding behaviour (always, after measurement report (for termination action "redirect"))


	
	X
	X

	Container for header enrichment


	Contains information to be used by the UP function for header enrichment
	Only relevant for the uplink direction
	
	X
	X

	Delay Downlink Packet Notification Information
	D parameter
	See clause 5.9.3
	X
	
	

	Extended buffering Information
	DL Data Buffer Expiration Time
	See clause 5.9.3
	X
	
	

	
	DL Suggested Packet Count
	See clause 5.9.3
	
	
	

	NOTE 1:
Needed e.g. in case:


-
PGW/TDF UP function supports multiple APN with overlapping IP addresses; 


-
SGW UP function is connected to PGWs in different IP domains;


-
SGW UP function is connected to eNodeBs in different IP domains.
NOTE 2:
The TSP ID action is enforced before the Outer header creation actions.


END OF CHANGES
