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****************************************************FIRST CHANGE***************

7.5.2.2
File upload using HTTP
7.5.2.2.1
General
The MCData client uses HTTP for a standalone data file upload towards the MCData server.
7.5.2.2.2
Procedure

The procedure in figure 7.5.2.2.2-1 describes the case where an MCData user is uploading file to media storage function of MCData server.
Pre-conditions:

1.
The MCData user on the MCData client 1 is registered for receiving MCData service.
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Figure 7.5.2.2.2-1: File upload using HTTP
1.
The user at the MCData client 1 initiates a file upload request of the chosen file and the MCData client 1 verifies that the size of the file is within the maximum data size for FD for the intended MCData FD request (by checking the group configuration for a group FD request and by checking the service configuration for a one-to-one FD request).
2.
The file to be uploaded is received by the media storage client at the MCData client 1 and sent to the media storage function on the MCData server for storing using the MCData upload data request.
3.
The MCData server also applies transmission control policy before storage and provides a MCData upload data response indicating success (along with file URL to the media storage client at the MCData client 1) or failure.
****************************************************NEXT CHANGE***************

7.5.2.4
One-to-one file distribution using HTTP
7.5.2.4.1
General
The MCData client uses HTTP for a standalone data file download from another MCData client. The procedure is appropriate for both mandatory and non-mandatory download cases.
7.5.2.4.2
Procedure

The procedure in figure 7.5.2.4.2-1 describes the case where an MCData user is initiating one-to-one data communication for sending file to the other MCData user, with or without download completed report request.
Pre-conditions:

1.
The MCData users on the MCData client 1 and the MCData client 2 are already registered for receiving MCData service.
2. 
File to be distributed is uploaded to media storage function on MCData server using the procedures defined in subclause 7.5.2.2.
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Figure 7.5.2.4.2-1: One-to-one file distribution using HTTP
1.
The user at the MCData client 1 initiates a file distribution request to the chosen MCData user.
2.
The MCData client 1 sends a MCData FD request towards the MCData server. The MCData FD request contains content payload in the form of file URL and may contain the file metadata information. The MCData FD request contains one MCData user for one-to-one data communication as selected by the user at MCData client 1. The MCData FD request contains conversation identifier for message thread indication. If MCData user at MCData client 1 has requested to mandatory download at the recipient side, then MCData FD request contains mandatory download indication. The MCData FD request may contain download completed report indication if selected by the user at MCData client 1.
3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData FD request and that the size of the file is below maximum data size for FD from the service configuration.
4.
The MCData server also applies transmission and reception control and the necessary policy to ensure that appropriate data is transmitted between the MCData UEs.
5.
MCData server initiates the MCData FD request towards the MCData user.
6.
The receiving MCData client 2 notifies the user about the incoming MCData FD request (including file metadata, if present) which may be either accepted or rejected or ignored. If the request includes mandatory download indication in the MCData FD request an accepted response is assumed.
7.
MCData user 2 may provide a response (accept or reject) or not (ignore) to the notification, then MCData client 2 sends the MCData FD response to the MCData server. MCData client 2 automatically sends accepted MCData FD response when the incoming request included mandatory download indication.

8.
The MCData server forwards the MCData FD response to the MCData client 1.
9.
MCData client 2 downloads the file using the procedures defined in subclause 7.5.2.3, either automatically (for mandatory download) or based upon the MCData user 2 subsequent acceptance. The MCData client 2 records file download completed and notifies MCData user 2.
10.
MCData client 2 initiates a MCData download completed report for reporting file download completed, if requested by the user at MCData client 1. 
11.
The MCData file download completed report from MCData user may be stored by the MCData server for download history interrogation from the authorized MCData users. MCData download completed report is sent by the MCData server to the user at MCData client 1.
****************************************************NEXT CHANGE***************

7.5.2.6
Group standalone file distribution using HTTP
7.5.2.6.1
General
The initiation of a group standalone FD using HTTP to a selected group, results in affiliated group members receiving the file data.
7.5.2.6.2
Procedure

The procedure in figure 7.5.2.6.2-1 describes the case where an MCData user is initiating group standalone data communication for sending file to multiple MCData users, with or without download completed report request.
Pre-conditions:

1.
The MCData users on the MCData client 1 to n belong to the same group and are already registered for receiving MCData service and affiliated.
2. 
File to be distributed is uploaded to media storage function on MCData server using the procedures defined in subclause 7.5.2.2.
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Figure 7.5.2.6.2-1: Group standalone FD using HTTP
1.
The user at the MCData client 1 initiates a file distribution request to multiple MCData users selecting a pre-configured group (identified by MCData group ID) and optionally particular members from that group.
2.
The MCData client 1 sends a MCData group standalone FD request towards the MCData server. The MCData FD request contains content payload in the form of file URL and may contain the file metadata information. The MCData group standalone data request contains target recipient(s) as selected by the user at MCData client 1. The MCData group standalone FD request contains conversation identifier for message thread indication. If MCData user at MCData client 1 has requested to mandatory download at the recipient side, then MCData group standalone FD request contains mandatory download indication. The MCData group standalone FD request may contain download completed report indication if selected by the user at MCData client 1.
3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group standalone FD request and that the size of the file is below maximum data size for FD from the group configuration. The MCData server resolves the MCData group ID to determine the members of that group and their affiliation status, based on the information from the group management server.

4.
The MCData server also applies transmission and reception control and the necessary policy to ensure that appropriate data is transmitted between the MCData UEs.
5.
MCData server initiates the MCData group standalone FD request towards each MCData user determined in step 3.
6.
The receiving MCData clients 2 to n notify the user about the incoming MCData group standalone FD request (including file metadata, if present) which may be either accepted or rejected or ignored. If the request includes mandatory download indication in the MCData group standalone FD request an accepted response is assumed.
7.
MCData user on MCData clients 2 to n provides a response (accept or reject or ignore) to the notification, then respective MCData client sends the MCData group standalone FD response to the MCData server. MCData client 2 to n automatically sends accepted MCData group standalone FD response when the incoming request included mandatory download indication.

8.
The MCData server forwards the MCData group standalone FD response to the MCData client 1.
NOTE:
Step 8 can occur at any time following step 5, and prior to step 9 depending on the conditions to proceed with the file transmission.

9.
MCData client(s) downloads the file using the procedures defined in subclause 7.5.2.3, either automatically (for mandatory download) or based upon the MCData user subsequent acceptance. The MCData clients successfully receiving the file, records file download completed and notifies MCData user.
10.
The MCData client(s), successfully receiving the file, initiate a MCData download completed report for reporting file download completed, if requested by the user at MCData client 1. 
11.
The MCData file download completed report from MCData client(s) may be stored by the MCData server for download history interrogation from the authorized MCData users. The MCData file download completed report from each MCData user may be aggregated.
12.
Aggregated or individual MCData download completed report is sent by the MCData server to the user at MCData client 1.
****************************************************END OF CHANGES***************
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