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Introduction
Barring services and possibly other supplementary services settings of the IMS multimedia telephony service may be sensitive information. The subscriber may wish to protect the service setting so that the user (which can be different from the subscriber) cannot change the service setting. This work item introduces password protection for activation of supplementary services in IMS as is available for circuit switched telephony supplementary services defined on TS 22.030.
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Description
This WI specifies:

a)
stage 1 requirements, and stage 3 solution;
to provide this functionality:

a)
XCAP procedures to protect service configuration by a password including:

1)
password change procedure; and

2)
format to include the current password in the SIP URI in the XCAP User Identity;

b)
specific procedures to use a password for barring services;

c)
mapping functions to map the CS procedures to the new XCAP procedures, generally implemented by the MSC server enhanced for IMS Centralized Services.

The format of the new password is the same as in the CS networks, i.e. a four digit PIN code.
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