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5.4.4.3.1	VNF application software update when application software is part of VNF Package and performing synchronization with NFV-MANO by NM
	Use Case
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	Update the VNF instance application software (software) when the software is part of the VNF Package. 
	

	Actors and Roles
	NM 
	

	Telecom resources
	EM
NFV-MANO system
VNF
	

	Assumptions
	1)	The software is part of the VNF package.
2)	The software update does not require a change of the VNF's underlying virtualised resources or internal VNFC(s) topology/composition.
	

	Pre-conditions
	The new VNF package, with the updated software, is on boarded on NFV-MANO. See NOTE1. 
	

	Begins when 
	Operator decides to update the software (with the new VNF package) and instructs the NM to do so.
	

	Step 1 (M)
	NM requests EM to update the software. 
	

	Step 2 (M)
	EM acted to update the software.
	

	Step 3 (M)
	EM notifies NM about the completion of the software update.
	

	Step 4 (M)
	NM confirms the normality of 3GPP service and requests NFVO to update the VNF instance information. The updated VNF instance information would capture information of the new VNF package.
See NOTE2
	

	Ends when
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The software and the VNF instance information are updated.
	

	Traceability
	REQ-NFV_LCM-CON-14
	

	NOTE 1: It is assumed that the package integrity is verified as part of the on-boarding process.

	NOTE 2: How NFVO updates the VNF instance information and whether there is a need for additional steps on NFV-MANO to avoid introducing any security threat or failure (e.g. run-time integrity check) is out of the scope of the present document.
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