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********************************************************************************************
Start of 1st change

********************************************************************************************
1
Scope

The present document provides the service requirements for operation of the MCData service. MCData makes use of capabilities included in Group Communication System Enablers for LTE (GCSE_LTE), Proximity Services (ProSe), Isolated E-UTRAN operation for Public Safety (IOPS) and Mission Critical Services Common Requirements (MCCoRe) with additional requirements specific to the MCData Service. The MCData Service can be used for public safety applications and also for general commercial applications (e.g., utility companies and railways).

********************************************************************************************
End of 1st change

********************************************************************************************
********************************************************************************************
Start of 2nd change

********************************************************************************************
4
Overview

MCData defines a service for Mission Critical Data services. As well as voice services, current mission critical users have been increasing their use of data services, including low throughput services on legacy networks and data services on commercial networks. This need will continue to grow with the creation of the new multimedia services. The MCData service needs to provide a means to manage all data connections of mission critical users in the field and provide relevant resources to the ones who need it. For example mission critical users already use event manager software along with the voice system. The migration to LTE networks will allow mission critical users to operate current and new data services whilst relying on the fundamental capabilities of mission critical communication such as defined for MCPTT in [4] and included into MCCoRe [3].

The MCData Service provides a set of communication services that will be directly used by the user or functions that will be called by external applications in control rooms.

The MCData Service will reuse functions including end-to-end encryption, key management, authentication of the sender, etc. defined in [3] in order to provide group communications for data services. As for all mission critical services, users affiliate to groups in order to receive communications directed to the group.

In addition, the MCData Service will provide a set of generic capabilities such as: messaging, file distribution, data streaming, IP proxy, etc. Also, the MCData Service will provide specific services such as conversation management, data base enquiries, internet access, robots control.

The MCData Service is expected to have open interfaces in the network. It needs also to provide an opportunity for a variety of multimedia applications using the MCData Service.

********************************************************************************************
End of 2nd change

********************************************************************************************
********************************************************************************************
Start of 3rd change

********************************************************************************************
5.2.2
Requirements

[R-5.2.2-001] The MCData Service shall provide an SDS feature for conveyance of limited size, variable content, messages. 
[R-5.2.2-002] The MCData SDS shall provide a one to many service to affiliated members with policy assertion capabilities (e.g. certain types of message or content may only be relevant to certain members of a group due, for example, to location).

[R-5.2.2-003] The MCData SDS shall provide a one to one service with policy assertion capabilities (e.g. policy to limit certain types of message or content to certain members of a group due, for example, to location or user privilege). 

[R-5.2.2-004] The MCData SDS shall provide the option to include a content payload of at least [1000] characters of 8 bit text or [500] characters of 16 bit text or [250] characters of 32 bit text and the necessary character encoding information (for example to identify alphabet used).

[R-5.2.2-005] The MCData SDS shall provide the option to include a content payload of at least [1000] characters of hyperlink or interleaved text and hyperlink(s) to allow subsequent access to linked content (which may be a large file).

[R-5.2.2-006] The MCData SDS shall provide the option to include a content payload of at least [1000] bytes of binary data to be used by a local running application and the necessary addressing detail to identify the intended application.

[R-5.2.2-007] The MCData SDS shall provide a message thread indication so that multiple message flows can be managed independently. 

[R-5.2.2-008] When replying to a message on the MCData SDS or sending any message which should be coupled with previously sent or received messages or message flows; the message thread indication shall use the same indication as was used for those previous messages. 

[R-5.2.2-009] The MCData SDS shall provide a selectable read receipt indication. When requested, the receiving entity shall provide receipt indication for delivered and read messages as appropriate. 
NOTE 1:
The read indication will implicitly indicate delivered as well. 

[R-5.2.2-010] The MCData SDS shall provide a configurable read receipt indication. When configured, the receiving entity shall provide receipt indication addressed to the application for delivered and read messages as appropriate. 
NOTE 2:
The read indication will implicitly indicate delivered as well. 

[R-5.2.2-011] The MCData SDS shall permit delivery history interrogation for suitably authorized users. 

[R-5.2.2-012] The MCData SDS shall provide the option to add a field indicating location of the sending user/UE.

[R-5.2.2-013] The MCData SDS shall allow empty messages including only a field indicating location of the sending user/UE. 
********************************************************************************************
End of 3rd change

********************************************************************************************

********************************************************************************************
Start of 4th change

********************************************************************************************
5.2.3
Remote Start Requirements Using SDS

[R-5.2.3-001] SDS content received in a UE, addressed to a known local application that is not yet running shall cause the UE to start the local application and pass the content to the application. This could be used to start an application and pass to it the initial data.

[R-5.2.3-002] The MCData SDS shall provide the capability to remotely start a local application (e.g. situational awareness). This may be through specific use of binary payload on theSDS.
********************************************************************************************
End of 4th change

********************************************************************************************

********************************************************************************************
Start of 5th change

********************************************************************************************
5.4.2
Requirements

[R-5.4.2-001] The MCData Service shall provide a data streaming capability. 

[R-5.4.2-002] The MCData data streaming capability shall provide an option that allows each recipient to choose to receive the data stream or not (e.g. by sending a link (URL) to all relevant members). 

[R-5.4.2-003] The MCData data streaming capability shall allow a user to reject to receive the datastream. 
[R-5.4.2-004] The MCData data streaming capability shall provide a sending user selectable indication for automatic reception by the UE. 

[R-5.4.2-005] The MCData data streaming capability shall provide start and stop records to the sender for each recipient successfully receiving the data stream. 

[R-5.4.2-006] The MCData data streaming capability shall make use of available system delivery efficiencies for streaming of common information to users within the same relevant area and able to receive at the same time. 

[R-5.4.2-007] The MCData data streaming capability shall allow a user to cancel streaming of data they have initiated including data remaining buffered in the system waiting to be streamed. 

[R-5.4.2-008] The MCData data streaming capability shall allow an authorised user to terminate streaming of data being sent and cancel streaming of data remaining buffered in the system waiting to be streamed. 
********************************************************************************************
End of 5th change

********************************************************************************************

********************************************************************************************
Start of 6th change

********************************************************************************************
6.1.1.1
Service description

A group of people can be involved in different activities in an operational situation. As a consequence, there is a need to manage different activities and to easily retrieve data exchanged around one activity. Conversation management can be seen as an aggregation ofSDS, file distribution capability and streaming capability for a given activity. 

The system will not be able to manage an infinite number of conversations. Rather than simply limiting the number of conversations and asking users to send a notification when the conversation ends, it is proposed here to limit the time of a conversation. 
********************************************************************************************
End of 6th change

********************************************************************************************
********************************************************************************************
Start of 7th change

********************************************************************************************
6.1.1.2
Service requirements

[R-6.1.1.2-001] The MCData Service shall provide a conversation management feature for each MCData User.

[R-6.1.1.2-002] The MCData conversation management service shall be available for group communication as well as for one-to-one communications.

[R-6.1.1.2-003] The MCData Service conversation management feature shall use the SDS and file distribution generic capabilities.

NOTE: 
For instance, if SDS and file distribution capability are combined for a conversation, the two thread indications are assumed to appear in the conversation as unique.

[R-6.1.1.2-004] A conversation shall be identified through a unique conversation ID.

[R-6.1.1.2-005] The MCData Service conversation management feature shall provide an MCData Conversation Hang Time after which the last message/file shall no longer be correlated to the previous. 

[R-6.1.1.2-006] The MCData Configuration Hang Time shall be available to the user.

[R-6.1.1.2-007] The MCData Conversation Hang Time shall be configurable for each MCData User and each MCData Group.

[R-6.1.1.2-008] The MCData Service conversation management feature shall allow multiple parallel conversations for the same group or the same pair of users.

[R-6.1.1.2-009] The MCData Service shall provide a mechanism to send a “message delivered” and/or “message read” notification to the message sender and to one or more authorized MCData users for each message of a conversation.

[R-6.1.1.2-010] The MCData Service shall make use of SDS and  file distribution capability to provide relevant access to delivery history and delivery efficiencies.
********************************************************************************************
End of 7th change

********************************************************************************************
********************************************************************************************
Start of 8th change

********************************************************************************************
6.1.2.1.1
Service description

Robots and drones will be used more and more to provide unique services to mission critical organizations. Critical communications users need, as a consequence, a common communication framework for robots and drones which can take advantage of different transport technologies such as LTE. The MCData Service, working in conjunction with existing robot and drone control capabilities, will provide mechanisms to do that.

The following sub-clause aims at defining requirements to ensure robot and drone control communication can be provided through LTE.

We expect different manufacturers for robots. As a consequence a well-known transport framework is needed in order to ensure easy integration of new robots.

********************************************************************************************
End of 8th change

********************************************************************************************
********************************************************************************************
Start of 9th change

********************************************************************************************
6.1.2.1.2
Requirements

[R-6.1.2.1.2-001] The MCData Service shall enable the control of robots and drones. 

[R-6.1.2.1.2-002] The MCData Service shall provide a common transmission framework to use and control drones and robots.

NOTE 1: 
A robot can be an Unmanned Aerial Vehicle and aquatic or submarine vehicle or a terrestrial robot.

[R-6.1.2.1-003] The MCData Service shall provide a default control latency depending on the robots type under

- 50 ms for an unmanned aerial vehicle;
- 200 ms for an aquatic or submarine vehicle; and
- 400 ms for a terrestrial robot.
NOTE 2: 
At this stage of the work, the latency is an end to end latency. The split between network latency and robot latency is left for stage 2. The latency is measured between the action of the pilot and the movement of the robot (not only MCData Service).

[R-6.1.2.1.2-004] The MCData Service shall be able to simultaneously manage multiple drones/robots.

[R-6.1.2.1.2-005] The MCData Service shall provide a means for an MCData UE in an unmanned aerial vehicle to have a UE to network relay capability. 

[R-6.1.2.1.2-006] The MCData Service shall support management of unmanned aerial vehicle at an altitude of up to 150 m above the floor.

[R-6.1.2.1.2-007] The MCData Service shall have a default priority scheme for each kind of robot (unmanned terrestrial, aerial, aquatic or submarine).

[R-6.1.2.1.2-008] The MCData Service shall be able to provide relevant priorities to different MCData communications according to the default priority scheme without additional configuration.

[R-6.1.2.1.2-009] The MCData Service default priority scheme shall ensure that data exchanged for controlling a robot has relevant high priority amongst user data and cannot be pre-empted.

[R-6.1.2.1.2-010] The MCData Service default priority scheme shall ensure that critical robots telemetry data (such as position when out of sight) has also a high priority and cannot be pre-empted. 

[R-6.1.2.1.2-011] The essential telemetry data shall be identified and minimized in order not to forbid critical operational data to be transmitted.

********************************************************************************************
End of 9th change

********************************************************************************************
********************************************************************************************
Start of 10th change

********************************************************************************************
6.1.2.2.2
Requirements

[R-6.1.2.2.2-001] The MCData Service shall provide a means to identify apparatus used by a Mission Critical Organization.

[R-6.1.2.2.2-002] The MCData Service shall provide a mechanism for an authorized user to get identifying information for one or more apparatus (e.g. drone or robot) associated with all MCData UEs that are under the coverage of the MCData System. Location information may be also sent with identifying data. 
[R-6.1.2.2.2-003] The MCData Service shall provide to an MCData authorized User a means to get the location of each apparatus associated with any MCData UE under the coverage of the MCData system.

[R-6.1.2.2.2-004] The MCData Service shall be able to provide characteristics (free formatted information transported by 3GPP) of an MCData UE to the authorized user.

********************************************************************************************
End of 10th change

********************************************************************************************

********************************************************************************************
Start of 11th change

********************************************************************************************

6.1.3.1
Service description

Mission Critical Service users need to share status information specific to their activities. For instance status can be: available, in operation on site, going to the operation site, or just arrived. When working in a group, there is a need to constantly share this information. 

********************************************************************************************
End of 11th change

********************************************************************************************

********************************************************************************************
Start of 12th change

********************************************************************************************

6.1.3.2
Requirements

[R-6.1.3.2-001] The MCData Service shall provide a means to share in real-time operational status information between members of a selected group. 

[R-6.1.3.2-002] The possible operational status values shall be configurable.

[R-6.1.3.2-003] The minimum number of possible different operational status values shall be 32.

********************************************************************************************
End of 12th change

********************************************************************************************

********************************************************************************************
Start of 13th change

********************************************************************************************
6.2.2.4
Data reconfiguration and termination

[R-6.2.2.4-001] The MCData Service shall make efficient use of resources.

[R-6.2.2.4-002] The MCData Service shall provide a notification to a transmitting MCData Group Member if there are no other MCData Group Members who have affiliated to the MCData Group.

[R-6.2.2.4-003] Following anotification that there are no other MCData Group Members affiliated to the MCData Group and if the transmitting MCData Group Member does not terminate their request to transmit, the MCData Service may either (terminate the permission to transmit) or (allow the transmission to continue and store the transmitted data for a time to live time and deliver invitations to receive to subsequent affiliating members).

********************************************************************************************
End of 13th change

********************************************************************************************
