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	Section 5.13.2 step 3 in NIDD Configuration procedure states: 
3.
The SCEF sends an NIDD Authorization Request (External Identifier or MSISDN, APN, SCEF ID) message to the HSS to authorize the NIDD configuration request for the received External Identifier or MSISDN, and to receive necessary information for NIDD such as load control etc, if required.

4. The HSS examines the NIDD Authorization Request message, e.g. with regard to the existence of External Identifier or MSISDN and maps the external identifier to IMSI and/or MSISDN. If this check fails, the HSS follows step 5 and provides a result indicating the reason for the failure condition to the SCEF.

The inclusion of SCEF ID in step 3 was originally intended to allow dynamic update of SCEF ID for a given APN in user's subscription in HSS. However, during SA2#113-AH meeting, it was agreed that SCEF ID is not to be updated dynamically. Instead, provisioning systems are to take care of populating the right entry. 
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************ next change **********

5.13.2
NIDD Configuration

Figure 5.13.2-1 illustrates the procedure of configuring necessary information at the SCEF, and HSS, and MME. The procedure can also be used for replacing and deleting configuration information.
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Figure 5.13.2-1: Configuration for NIDD procedure

NOTE 1:
The interactions with the SCS/AS (e.g. steps 1 and 6) are outside the scope of 3GPP and are shown for informative purposes only.

1.
The SCS/AS sends an NIDD Configuration Request (External Identifier or MSISDN, SCS/AS Identifier, SCS/AS Reference ID, Maximum Number of NIDD, NIDD Duration, NIDD Destination Address, SCS/AS Reference ID for Deletion) message to the SCEF.

NOTE 2:
It is up to the SCS/AS to determine whether and if NIDD Duration can be set to never expire.

NOTE 3:
The SCS/AS is expected to be configured to use the same SCEF as the one selected by the MME during the UE's attachment to the network.

NOTE 4:
It is recommended that the NIDD configuration procedure is performed by the SCS/AS prior to the UE's attachment to the network.

NOTE 5:
A relative priority scheme for the treatment of multiple SCS/AS NIDD Configuration Requests, e.g. for deciding which requests to serve under overload condition, can be applied. This priority scheme is used locally by the SCEF, i.e. it is neither used nor translated in procedures towards other functions.

NOTE 6:
MT non-IP data from the SCS/AS can be contained in the NIDD Configuration Request message. The SCEF can send the MT non-IP data to the UE only after PDN connection to the SCEF is established as defined in clause 5.13.1.2. In such cases, upon completion of step 6, steps 2-7 from clause 5.13.3 are executed.

2.
The SCEF stores the External Identifier or MSISDN, SCS/AS Reference ID, SCS/AS Identifier, NIDD Destination Address, NIDD Duration, and Maximum Number of NIDD. If either the SCS/AS is not authorized to perform this request (e.g. based on policies, if the SLA does not allow for it) or the NIDD Configuration Request is malformed, the SCEF performs step 6 and provides a Cause value appropriately indicating the error. If the SCEF received an SCS/AS Reference ID for Deletion, then SCEF derives the related T6a connection to be released. Depending on the configuration, the SCEF may change the NIDD Duration.

3.
The SCEF sends an NIDD Authorization Request (External Identifier or MSISDN, APN) message to the HSS to authorize the NIDD configuration request for the received External Identifier or MSISDN, and to receive necessary information for NIDD such as load control etc, if required.

4. The HSS examines the NIDD Authorization Request message, e.g. with regard to the existence of External Identifier or MSISDN and maps the external identifier to IMSI and/or MSISDN. If this check fails, the HSS follows step 5 and provides a result indicating the reason for the failure condition to the SCEF.

5.
The HSS sends an NIDD Authorization Response (IMSI and/or MSISDN, Result) message to the SCEF to acknowledge acceptance of the NIDD Authorization Request. This message may include additional information for NIDD such as load control.

6.
The SCEF sends an NIDD Configuration Response (SCS/AS Reference ID, Cause) message to the SCS/AS to acknowledge acceptance of the NIDD Configuration Request and the deletion of the identified NIDD configuration, if it was requested. If any additional information was received in step 5 the SCEF applies it.
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