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5
Assumptions and architectural requirements

5.1
Assumptions

5.1.1
Service continuity

Service continuity feature shall only be supported between on-network MCPTT service and UE-to-network relay MCPTT service, for both group calls and private calls.

The MCPTT UE, prior to going out of E-UTRAN coverage, should attempt to make use of a ProSe UE-to-network relay in order to support the service continuity. 

5.1.X
Trust domain

For an MCPTT system, the trust domain consists of one or more MCPTT functions that are administered by the same or different service providers (e.g. MCPTT service provider, PLMN operator) that have an agreement to share sensitive information.

For the MCPTT architecture, the following rules are implied for functions in different trust domains:

--
A public user identity shall not identify an MCPTT user in a different trust domain (see subclause 8.3.1);
-
A public service identity shall not identify an MCPTT group ID in a different trust domain (see subclause 8.3.2);
-
A SIP database shall not pass responses to a registrar or registrar finder in a different trust domain (see subclause 7.4.3.2.1); and
-
An HTTP proxy shall not pass requests or responses to another HTTP proxy, an HTTP server or an HTTP client in a different trust domain (see subclause 7.4.3.3.2).
