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*** START OF CHANGES ***
7.5.2.17
Reference point CSC-7 (between the group management servers)

The CSC-7 reference point, which exists between group management servers, allows group management servers to handle group management related signalling in multiple MCPTT systems environment. The CSC-7 reference point shall use the HTTP-1, HTTP-2 and HTTP-3 reference points for transport and routing of non-subscription/notification related signalling. The CSC-7 reference point shall use SIP-2 and SIP-3 reference points for transport and routing of subscription/notification related signalling.

*** NEXT CHANGE ***
10.5.3.3
Pre-established session modification

Figure 10.5.3.3-1 represents the pre-established session establishment flow.

[image: image1.emf]2. Modify pre-established session request

4. Modify pre-established session reponse

1. Gather ICE 

candidates

3.Service control, obtain 

media parameters and gather 

ICE candidates

5.ICE candidate pair checks

6. Create pre-established session request

7. Create pre-established session response

MCPTT client MCPTT server


Figure 10.5.3.3-1: Pre-established session modification

1.
The MCPTT client within the MCPTT UE gathers ICE candidates, if necessary (e.g. depending on the information that needs to be updated).

2.
The MCPTT client within the MCPTT UE sends a request to the MCPTT server to modify a pre-established session.

3.
MCPTT server performs necessary service control, obtains any necessary media parameters (e.g. by means of interacting with a media distribution function of the MCPTT server) and gathers necessary ICE candidates.

4.
MCPTT server sends an OK response to the MCPTT client within the MCPTT UE.

5.
If necessary, ICE candidate pair checks take place e.g. between the MCPTT client within the MCPTT UE and a media distribution function of the MCPTT server.

6.
If necessary the MCPTT client within the MCPTT UE sends another request to the MCPTT server to update the ICE candidate pair for the pre-established session.

7.
The MCPTT server sends an OK response accepting the ICE candidate pair update.

NOTE 1:
The represented procedure corresponds to a session modification initiated by the MCPTT client. It can also be initiated by the MCPTT server.

NOTE 2:
The procedure can also be used to switch a media session from the inactive to the active state and the reverse. The modification of the session triggers a corresponding modification of the characteristics (e.g. activity, bandwidth) of the corresponding GBR bearers.

*** NEXT CHANGE ***
10.6.3.9.3.2
MCPTT emergency state cancel
An MCPTT client has initiated an MCPTT emergency alert, has entered the MCPTT emergency state and wishes to cancel this state, informing the other MCPTT group members of the cancellation. As part of this process, the MCPTT client may also request the cancellation of the in-progress emergency condition in the group if authorized to do so.

Procedures in figure 10.6.3.9.3.2-1 are the signalling control plane procedures for the MCPTT client cancelling an MCPTT emergency state with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group.

Pre-conditions:

1.
The MCPTT client 1 had previously successfully initiated an MCPTT emergency alert. 

2.
The MCPTT client 1 is still in the MCPTT emergency state.

3.
The initiating MCPTT client 1 and MCPTT clients 2 and 3 are still in off-network contact via the MCPTT group designated provisioned to MCPTT client 1 as the MCPTT emergency group.
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Figure 10.6.3.9.3.2-1 MCPTT emergency state cancel

1.
The user at the MCPTT client 1 initiates an MCPTT emergency state cancel.

2.
MCPTT client 1 sends an MCPTT emergency state cancel announcement to the MCPTT group to which MCPTT client 1 had previously sent the emergency alert.

3.
MCPTT users are notified of the MCPTT emergency cancellation by MCPTT client 1.

4.
The receiving MCPTT clients acknowledge the MCPTT emergency state cancel to the originating MCPTT client.

NOTE:
MCPTT clients that track the MCPTT emergency alerts of other MCPTT users, e.g. consoles that fail to receive subsequent periodic MCPTT emergency alert announcements after a configured timeout can consider the alert to be cancelled.
*** NEXT CHANGE ***
10.7.2.1.3
MCPTT private call response (terminating side)

Table 10.7.2.1.3-1 describes the information flow MCPTT private call response from the MCPTT client to the MCPTT server.

Table 10.7.2.1.3-1: MCPTT private call response information elements

	Information Element
	Status
	Description

	MCPTT ID (originator)
	M
	The identity of the calling party

	MCPTT ID (called party)
	O
	The identity of the called party

	Media parameter information
	M
	Media parameters of MCPTT client.

	Requested commencement mode
	O
	An indication of the commencement mode to be used.


*** NEXT CHANGE ***
10.10.4.2
Procedure

In figure 10.10.4.2-1 the MCPTT client 1 is the client that initiate an MCPTT chat group call and also the transmitting client. MCPTT client 1 may, but does not have to be in an MBMS service area. The MCPTT client 2 and MCPTT client 3 represents MCPTT clients receiving the MCPTT call over an MBMS bearer. There may be other receiving clients both over unicast bearers and over this or other MBMS bearer(s), however they are not illustrated in this figure.
The same procedure as for chat group call can also be applied for pre-arranged calls. However that requires that the pre-arranged sessions are already active. If a pre-arranged group session is initiated the use of pre-established sessions are required.

Editor's note:
It is FFS if pre-arranged call using MBMS can be supported without the use of pre-established session.

Pre-conditions: 

· All users participating in the MCPTT group call are already affiliated to the group.

· All participating users have joined the group session.
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Figure 10.10.4.2-1: Chat group call connect on MBMS bearer

1.
Activation and announcement of MBMS bearer availability.

NOTE 1:
The procedure does not include the steps for MCPTT client location reporting, or for MBMS capability information exchange. 

2.
MCPTT client 1 initiate the MCPTT group call by sending an initial floor request over a unicast bearer to the MCPTT server (reference point MCPTT-4).

3.
The MCPTT server will send a MapGroupToBearer message over a previously activated MBMS bearer to all users that will receive the call over an MBMS bearer. The MapGroupToBearer message includes association information between the group call and MBMS bearer. The MapGroupToBearer message includes MCPTT group ID and an identifier of the media stream in the activated MBMS bearer and may include the identifier (i.e. the TMGI) of the MBMS bearer broadcasting the call. The message is sent over reference point MCPTT-9.

NOTE 2:
Step 3 can be deferred until step 5 and the MapGroupToBearer message can then be included in the floor taken message.

4.
The MCPTT server grants the right to transmit for MCPTT client 1 and by that sends a floor grant message to the MCPTT client 1. This message is sent over a unicast bearer (reference point MCPTT-4).

5.
A floor taken message is sent from the MCPTT server to all receiving users. This message includes the MCPTT ID of the transmitting MCPTT client as well as the MCPTT group ID. The message is sent over a MBMS bearer to all users that have previously been setup to receive calls over the MBMS bearer. The message is sent over reference point MCPTT-9.

6.
The media is sent from MCPTT client 1 to the MCPTT server over unicast and from the MCPTT server to the MCPTT client 2 and MCPTT client 3 over MBMS bearer.

NOTE 3:
Additional floor request messages in the same call will not trigger the MapGroupToBearer message to be sent.

Figure 10.10.4.2-2 shows the high level procedure where an UnmapGroupFromBearer message is sent by the MCPTT server to the MCPTT clients to indicate that the MCPTT group call is being dissociated from the MBMS bearer.
*** NEXT CHANGE ***
10.12
MCPTT media plane transmissions with partner MCPTT systems

The MCPTT user is able to receive MCPTT media services (e.g. group communication, private calls) from partner MCPTT systems in normal and roaming conditions. In this service delivery model, the media plane transmissions between the MCPTT UE of the user and the partner MCPTT system can be achieved directly or via the primary MCPTT system, selected by the PLMN operator's policy. The protocol used for media plane signalling is non-SIP like RTCP.

Figure 10.12-1 and figure 10.12-2 provide the procedures for media related signalling and the media transmission between MCPTT UE of the user and the partner MCPTT system.

Pre-conditions:

1.
The MCPTT group is defined in the partner MCPTT system, where the MCPTT client of user receives the MCPTT service.

2.
An MCPTT group call is set up and active.

3.
The partner MCPTT system is the group host MCPTT server that is hosting the MCPTT group. The corresponding floor control server manages the media corresponding to the group call.

4.
Protocol used for signalling of media plane is non-SIP, it can be protocol like RTCP.
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Figure 10.12-1: Media related signalling communication
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Figure 10.12-2: Media communication

0.
Path (direct or via primary MCPTT system) for media related signalling and media between MCPTT UE and partner MCPTT system is selected based on PLMN operator's policy.

For media related signalling communication:

1.
An MCPTT user wants to talk.

2.
The floor participant corresponding to the MCPTT user sends a floor request message to floor control server (partner MCPTT system) to get the authorization and/or permission to talk.

3.
The floor control server (partner MCPTT system) performs the authorization and arbitrates between requests that are in contention (i.e., floor control).

4.
If the floor control server (partner MCPTT system) allows the floor participant to talk, a floor granted is provided with permission granted to talk.

For media communication:

5.
The MCPTT client can now send uplink media data to the media distribution function of the MCPTT server (partner MCPTT system).

6.
The media distribution function of the MCPTT server (partner MCPTT system) has downlink media data to transfer.

7.
The media distribution function of the MCPTT server (partner MCPTT system) transfers the downlink media to the MCPTT client of the MCPTT user.
*** NEXT CHANGE ***
10.14.2.5
On-demand location reporting procedure

The MCPTT server provides location reporting configuration to the MCPTT clients, indicating what information the MCPTT server expects. Subsequently, the MCPTT server can request a location report at any time by sending a location information request, which will cause the client to immediately send the location report. The location report can include information described in subclause 7.5.2.2 and other location information.
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Figure 10.14.2.5-1: On-demand location information reporting procedure

1. The MCPTT server sends location reporting configuration to the MCPTT client containing the initial configuration (or a subsequent update) for reporting the location of the MCPTT UE.
NOTE 1:
The location reporting configuration information may be made part of the MCPTT user profile, in which case the sending of the message may not be necessary.

NOTE 2:
Different MCPTT clients may be given different location reporting criteria.

2.
The MCPTT server sends a location information request.

3.
The MCPTT client immediately responds to the MCPTT server with a report containing location information identified by the MCPTT server and available to the MCPTT client.
*** END OF CHANGES ***
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