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*** FIRST CHANGE ***
8.1.2
MCPTT user identity (MCPTT ID)

The MCPTT user identity is also known as the MCPTT ID. The MCPTT ID is a globally unique identifier within the MCPTT service that represents the MCPTT user. The MCPTT ID identifies an MCPTT user. The MCPTT ID may also identify an MCPTT user profile for the user at the MCPTT application layer.

There are attributes associated with the MCPTT ID configured in the MCPTT service that relate to the human user of the MCPTT service. Typically this information identifies the MCPTT user, by name or role, and may also identify a user's organization or agency. Such attributes associated with an MCPTT ID can be used by the MCPTT server to make authorization decisions about the MCPTT service granted to the user. For example, an attribute that identifies a user's role as an incident commander could automatically be used by the MCPTT service to grant the user additional administrative rights over the creation of groups, or access to privileged talk groups.

The MCPTT ID shall be a URI. The MCPTT ID uniquely identifies an MCPTT user in an MCPTT system. The MCPTT ID indicates the MCPTT system where the MCPTT ID is defined. 

When required by the MCPTT service provider, the MCPTT ID is hidden from the signalling control plane.

A default or temporary MCPTT ID may be used where a user is not yet associated with a device. When a user would like to use MCPTT services but has not been authenticated by the identity management server, a default or temporary MCPTT ID and a corresponding MCPTT user profile may be used.
*** NEXT CHANGE ***
8.2
SIP signalling control plane

The SIP signalling control plane depends upon the use of both a private user identity and one or more public user identities.

When the signalling user agent sends registration requests to the registrar / application service selection, the private user identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This private user identity fulfils the same functions as the IMPI defined in 3GPP TS 23.228 [5].

All SIP signalling messages sent by a signalling user agent to an MCPTT server via a SIP core use a public user identity as the identifier to enable signalling messages to be routed through the SIP system. The public user identity fulfils the same functions as IMPU defined in 3GPP TS 23.228 [5].
NOTE 1:
The relationship between the private user identity and public user identity is defined in 3GPP TS 23.228 [5].
The public user identities do not necessarily contain any MCPTT application-level attributes (e.g., MCPTT ID). Any association of the public user identities with such attributes occurs at the application layer only.
When the SIP core and the MCPTT service are part of the same trust domain, public user identities may be provided by the MCPTT service provider, or the PLMN operator. When the SIP core and the MCPTT service are part of the different trust domains, public user identities may be provided by the PLMN operator.
NOTE 2:
The MCPTT service provider can have an agreement with the PLMN operator to manage a pool of public user identities.
The SIP core may generate public GRUUs and temporary GRUUs in order to uniquely identify MCPTT UEs when a user logging on from multiple devices or multiple users sharing the same device is supported per 3GPP TS 23.228 [5].
Public service identity is used as the identifier to route SIP signalling for the MCPTT system. The public service identity fulfils the same functions as PSI defined in 3GPP TS 23.228 [5].
*** NEXT CHANGE ***
8.3.2
Relationship between MCPTT group ID and public service identity

Each MCPTT group ID shall be mapped to a public service identity for the MCPTT server where the group is defined. The MCPTT server manages the mapping between MCPTT group IDs and public service identities.
When the MCPTT service provider and the home PLMN operator are part of the same trust domain, the public service identity in the SIP signalling control plane may also identify the MCPTT group ID at the application plane.
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Figure 8.3.2-1: The relationship of MCPTT Group IDs, PSIs and MCPTT Servers
*** NEXT CHANGE ***
10.1.4
MCPTT user profile

10.1.4.1
General

An MCPTT user is associated with at least one MCPTT user profile and can be associated with several. The MCPTT user profile is stored in MCPTT user database. MCPTT user profile information is downloaded to the MCPTT UE. For the same MCPTT user there can be different MCPTT user profiles active on different MCPTT UEs or on the same MCPTT UE at different times. Only one MCPTT user profile per MCPTT client is active at a time.

Different parts of the MCPTT user profile are provisioned by the Mission Critical Organization, by the MCPTT service provider and by the MCPTT user, respectively. The MCPTT user profile provisioning can be initiated by MCPTT client (e.g. upon MCPTT user’s initial log on or on reconnect to MCPTT service), or initiated by MCPTT server (e.g. the dynamic attributes applied to MCPTT service due to role change or organization change).
Information contained in the MCPTT user profile is listed in annex B.
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Figure 10.1.4.1-1: The relationship of MCPTT ID, MCPTT User Profile

*** NEXT CHANGE ***
10.1.4.3
MCPTT user obtains the user profile update (network initiated)

The procedure for MCPTT user obtaining the user profile or an update that is initiated by network is illustrated in figure 10.1.4.3-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.

-
The configuration management server has access to the MCPTT user profile(s) associated with the MCPTT ID of the MCPTT user.
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Figure 10.1.4.3-1: MCPTT user obtains the user profile update (network initiated)

1.
The configuration management server obtains the MCPTT user profile update information.

2.
The configuration management server sends a notification for MCPTT user data update to the configuration management client.

3.
The configuration management client sends get MCPTT user profile request to the configuration management server. 

4.
The configuration management server sends get MCPTT user profile response to the configuration management client. This message carries the MCPTT user profile update information requested in step 3.

*** END OF CHANGES ***
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