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****Change 2
N.0
GCSE architecture and requirements

GCSE architecture is specified in TS 23.468 [33] and based on the requirements specified in TS 22.468 [34]. 

NOTE: The MCPTT AS as specified in 3GPP TS 23.179 [xx] is an instantiation of a GCS AS.
****End of Changes
