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5.10.2
Communication Pattern parameters provisioning to the MME
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Figure 5.10.2-1: Signalling sequence for provisioning of CP Parameters

1.
The SCS/AS sends an Update Request (External Identifier or MSISDN, SCS/AS Identifier, SCS/AS Reference ID, CP parameter set(s), validity time(s)) message to the SCEF.

NOTE 1:
The SCS/AS uses this procedure upon change of the CP parameters of the UEs, e.g. the AS is aware whether the UE started or stopped moving for longer time period, especially if the AS is instructing the UE to do so, then the AS provides the corresponding CP and its validity time to the SCEF. The interface between SCEF and AS/SCS is outside the scope of 3GPP and the messages in the Figure are exemplary.

2.
The SCEF checks if the SCS/AS is authorised to send CP requests. The SCEF filters and the selects the CP parameters based on operator policy or configuration.

NOTE 2:
In case there are several CP parameter sets active for one UE, then the SCEF assures that the validity times for the different CP parameter sets are not overlapping, i.e. only one CP parameter set is active at one point in time. If the same SCS/AS or another SCS/AS provides new CP parameters for the same validity time, then those override any CP parameters previously provided.

3.
The SCEF sends Update CP Parameter Request (External Identifier or MSISDN, SCEF Reference ID SCEF Address, CP parameters set(s), validity time(s)) messages to the HSS for delivering the selected CP parameters per UE. There may be multiple CP parameter sets included in this message where each CP parameter set has an individual non-overlapping validity time.

4.
The HSS examines the Update CP Parameter Request message, e.g. with regard to the existence of External Identifier or MSIDSN. If the check fails, the HSS immediately sends response message back to the SCEF following step 5. The HSS resolves the External Identifier or MSISDN to IMSI and stores the CP parameter set(s) and their validity time(s) as part of UE subscription data identified by IMSI, so that the CP parameter set(s) can be forwarded to the serving MME even when the serving MME is changed due to the mobility of the UE. 
NOTE 3:
The CP parameter set(s) are not provided to the SGSN.
NOTE x:
The HSS does not need to validate the content of the stored CP parameters set(s).
5.
The HSS sends Update CP Parameter Response (SCEF Reference ID, Cause) message to the SCEF. The cause value indicates successful subscription update or the reason of failed subscription update.

6.
The SCEF sends the Update Response (SCS/AS Reference ID, Cause) message to inform the SCS/AS whether the provision of the CP parameter set(s) was successful.

7.
The HSS initiates Insert Subscription Data procedure to send the CP parameter set(s) with the corresponding validty time(s) to the MME. The MME stores the received CP parameter set(s) with the validity time(s) in the UE's (E)MM context. The MME may use the CP parameter set(s) as decribed in TS 23.401 [7].
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