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Abstract of document:

This document specifies the functional architecture, procedures and information flows needed to support the mission critical push to talk (MCPTT) service including the common services core architecture for identity management, group management, and configuration management required to support the MCPTT voice service. Support for both MCPTT group calls and MCPTT private calls operating in on-network and off-network modes of operation is specified.

The MCPTT service requires preferential handling compared to normal telecommunication services e.g. in support of police or fire brigade including the handling of prioritised MCPTT calls for emergency and imminent threats.

The MCPTT service can be used for public safety applications and also for general commercial applications e.g. utility companies and railways.
Changes since last presentation to TSG SA:

Scope was enhanced to focus on MCPTT service, and introduction clause was completed.

Several deployment scenarios were included, for administration of MCPTT application service / SIP core / EPS, for MCPTT user database / SIP database / HSS, and for control of bearers by SIP core and MCPTT server.
The functional model was further developed, with the introduction of several new reference points (MCPTT-9, CSC-5, CSC-6, CSC-7, CSC-11, CSC-12, CSC-13, HTTP-2, HTTP-3, AAA-1, IWF-1).

Enhancements for unicast and multicast bearer management were made along with clarification of the use of MCPTT-5 (based on Rx) in Rel-13.

For configuration management (on-network and off-network): added procedures for user profile configuration and group configuration, defined annex B for configuration parameters and annex C for local UE settings, specified configuration management and group management in off-network.

For identity management: enhancement for the handling of MCPTT group ID, additions for the support of multiple devices, clarification for the relationship between identities in different planes.

New procedures added for remote change of affiliation, group broadcast call in off-network, group call connect using MBMS bearers, MBMS transmission, emergency and imminent peril procedures in off-network, chat group call, group call release, private calls in off-network, floor control in on-network, MCPTT resource management, UE-to-network relay service authorization.

Added information flows description for affiliation, group management related procedures, group call in on-network, emergency and imminent peril related procedures in on-network and in off-network, private call in on-network and in off-network, MBMS transmission, MCPTT emergency private call.
Several editor's notes were also resolved.
Outstanding Issues:

None.
Contentious Issues:

None.
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