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Abstract of document:

3GPP SA3 has adopted this second example algorithm set for the 3GPP authentication and key generation functions, which includes the algorithm specification itself (which is associated with the present document), the implementers’ test data and the design conformance test data.
The document is a Technical Report made for the sole purpose of referring to “Waterloo TUAK report 2014-10-30.pdf” which is the independent security assessment of the Tuak algorithm set carried out by the University of Waterloo in Canada. This security assessment has been developed upon 3GPP SA3’s request.
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