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	Expected Completion Date:
	TSG SA Meeting # 66 – December 2014

	Service(s) impacted:
	ProSe Services

	Specification(s) affected:
	TS 33.303

	Task(s) within work which are not complete:
	The specification of the security procedures for the interfaces between the UE and network. Full details of the delivery of the group keys for use at the bearer layer. Security procedures for EPC WLAN Direct Discovery and Communication are missing.

	Consequences if not included in Release 12:
	There will be no security specified on the PC3 and other interfaces between the UE and network in ProSe. The UEs might not securely get the keys needed to protect the one-to-many communications at the bearer layer. No security in EPC WLAN Direct Discovery and Communication.


Abstract of document:

This document contains the normative specification TS 33.303 on Security for Proximity-based Services including: 

1)
security for direct discovery, 

2)
EPC-level discovery and 

3)
one-to-many communications.
Contentious Issues: 
The choice of security procedures between the UE and network entities
