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*****************************************START OF CHANGES**********************************
Annex M (normative):
TLS profile for IMS media plane security 
M.1
General  

TLS shall be supported as specified in annex E of 3GPP TS 33.310 [22] with the additions/modifications outlined below Since DTLS is based on TLS and functions more or less in an identical way, the same option shall be applied to both DTLS and TLS. In the rare cases where there is a difference, this will be pointed out. .
TLS cipher suites without encryption should not be used;
Pre-shared keys shall not be used for e2ae media security. E2ae media security shall be based on the cipher suites and session keys negotiated via the TLS handshake.





 
Editor's note:  TLS certificate profile and validation is missing. A starting point is TS 33.203, O.5.

***********************************END OF CHANGES******************************
