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	Reason for change:
	The WWSF has no visibility of IMS registrations, how can the WWSF know when an IMPU is no longer in use by one WIC (because the user has deregistered) and can now be newly assigned to another WIC?

A practical solution is to assign the IMPU/IMPI only once for certain period of time and set the maximum registration duration accordingly in IMS. This period of time can either be standardised or becomes part of the agreement between WWSF and IMS operator. What has to be avoided certainly is that the IMS operator has to remember different maximum registration periods for different WWSFs. Any requirements on the WIC-WWSF interface (W1), e.g. that the WIC must report back to the WWSF once it has de-registered, or that the WWSF queries the WIC about the registrations status in the absence of such a report back are unreliable or adding additional signalling overhead. It is therefore suggested to add a new bullet point saying that the WWSF and the IMS operator define a lifetime for security as otherwise the WWSF cannot know when an IMPU-IMPI pair from its pool can be re-assigned to the next user.

	
	

	Summary of change:
	Adding a new bullet saying the WWSF and the IMS operator are required to coordinate the lifetime for security, otherwise WWSF cannot know when an IMPU-IMPI pair from its pool can be re-assigned to the next user.


	
	

	Consequences if not approved:
	An open security issue stays unresolved.
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Start of Change
U.2.1.4
WIC registration of individual Public User Identity from a pool of Public User Identities

The WWSF is provided with a pool of subscriptions toIMS and can assign individual Public User Identities from this pool. The WWSF may be located in a third party network and have a business arrangement with the IMS operator.

The registration call flow for a WIC being assigned an individual Public User Identity from a pool of Public User Identities assigned to the WWSF is the same than the registration call flow defined in Figure U.2.1.3-1 with following differences:

-
In step 1, the WWSF may decide not to authenticate the user. Unauthenticated users are anonymous to the third party but may still be authorized for IMS service.
-
The lifetime of the security should be coordinated between the IMS provider and the WWSF provider; otherwise, the WWSF cannot know when a Public User Identity from its pool can be re-assigned to another user.
-
Alternatively, as an implementation specific option, eP-CSCF may indicate to the WWSF when a certain Public User Identity can be re-assigned.
End of Change
