Page 1



3GPP TSG-SA5 Meeting #95
S5-143292
Sapporo, Japan 12-16 May 2014














revision of S5-143077
	CR-Form-v11

	CHANGE REQUEST

	

	
	32.299
	CR
	0587
	rev
	1
	Current version:
	12.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Introduction of charging information for CHIPS – align with TS 32.251

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	S5

	
	

	Work item code:
	CHIPS
	
	Date:
	2014-05-12

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)

	
	

	Reason for change:
	Changes to the Diameter protocol are required for supporting the charging per IP-CAN session capability as specified in TS 32.251

	
	

	Summary of change:
	Changes to align with TS 32.251:

1. Addition of 3GPP-Charging-Id AVP to Traffic-Data-Volumes AVP

2. New Trigger-Type AVP value for APN-AMBR change.

3. Editorial – remove automatic bullet lists.

	
	

	Consequences if not approved:
	Charging per IP-CAN session will not be possible.

	
	

	Clauses affected:
	7.2.233, 7.2.236

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
	


	First change


7.2.233
Traffic-Data-Volumes AVP

The Traffic-Data-Volumes AVP (AVP code 2046) is of type Grouped. Its purpose is to allow the transmission of the IP-CAN bearer container, on encountering change on charging condition for this IP-CAN bearer.This container  reports the volume count (separated for uplink and downlink). The 3GPP-Charging-Id AVP for the IP-CAN bearer is included when charging per IP-CAN session is active.
It has the following ABNF grammar:

Traffic-Data-Volumes :: = 
  < AVP Header: 2046>

   [ QoS-Information ]

   [ Accounting-Input-Octets ]

   [ Accounting-Output-Octets ]

   [ Change-condition ]

   [ Change-Time ]

   [ 3GPP-User-Location-Info ]

[ 3GPP-Charging-Id ]

	Second change


7.2.236
Trigger-Type AVP

The Trigger-Type AVP (AVP code 870) is of type Enumerated and indicates a single re-authorisation event type. 

When included in the Credit Control Answer command, the Trigger-Type AVP indicates the events that shall cause the credit control client to re-authorise the associated quota. The client shall not re-authorise the quota when events which are not included in the Trigger AVP occur.

When included in the Credit Control Request command indicates the specific event which caused the re-authorisation request of the Reporting-Reason with value RATING_CONDITION_CHANGE associated.
It has the following values:

CHANGE_IN_SGSN_IP_ADDRESS (1)

· -
This value is used to indicate that a change in the SGSN IP address shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_QOS (2)

· -
This value is used to indicate that a change in the end user  negotiated QoS shall cause the credit control client to ask for a re-authorisation of the associated quota.

NOTE 1:
This should not be used in conjunction with enumerated values 10 to 24.

CHANGE_IN_LOCATION (3)

· -
This value is used to indicate that a change in the end user location shall cause the credit control client to ask for a re-authorisation of the associated quota.

NOTE 2:
This should not be used in conjunction with enumerated values 30 to 36.

CHANGE_IN_RAT (4)

· -
This value is used to indicate that a change in the radio access technology shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_UE_TIMEZONE (5)
· -
This value is used to indicate that a change in the TimeZone where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.
CHANGEINQOS_TRAFFIC_CLASS (10)

· -
This value is used to indicate that a change in the end user negotiated traffic class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_RELIABILITY_CLASS (11)

· -
This value is used to indicate that a change in the end user negotiated reliability class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_DELAY_CLASS (12)

· -
This value is used to indicate that a change in the end user negotiated delay class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_PEAK_THROUGHPUT (13)

· -
This value is used to indicate that a change in the end user negotiated peak throughput shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_PRECEDENCE_CLASS (14)

· -
This value is used to indicate that a change in the end user negotiated precedence class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_MEAN_THROUGHPUT (15)

· -
This value is used to indicate that a change in the end user negotiated mean throughput shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_MAXIMUM_BIT_RATE_FOR_UPLINK (16)

· -
This value is used to indicate that a change in the end user negotiated uplink maximum bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_MAXIMUM_BIT_RATE_FOR_DOWNLINK (17)

· -
This value is used to indicate that a change in the end user negotiated downlink maximum bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_RESIDUAL_BER (18)

· -
This value is used to indicate that a change in the end user negotiated residual BER shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_SDU_ERROR_RATIO (19)

· -
This value is used to indicate that a change in the end user negotiated SDU error ratio shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_TRANSFER_DELAY (20)

· -
This value is used to indicate that a change in the end user negotiated transfer delay shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_TRAFFIC_HANDLING_PRIORITY (21)

· -
This value is used to indicate that a change in the end user negotiated traffic handling priority shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_GUARANTEED_BIT_RATE_FOR_UPLINK (22)

· -
This value is used to indicate that a change in the end user negotiated uplink guaranteed bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_GUARANTEED_BIT_RATE_FOR_DOWNLINK (23)

· -
This value is used to indicate that a change in the end user negotiated downlink guaranteed bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_APN_AGGREGATE_MAXIMUM_BIT_RATE (24)

· -
This value is used to indicate that a change in the APN aggregate maximum bit rate for the IP-CAN session shall cause the credit control client to ask for a re-authorisation of the associated quota. This value is only applicable when charging per IP-CAN session is active.
CHANGEINLOCATION_MCC (30)

· -
This value is used to indicate that a change in the MCC of the serving network shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_MNC (31)

· -
This value is used to indicate that a change in the MNC of the serving network shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_RAC (32)

· -
This value is used to indicate that a change in the RAC where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_LAC (33)

· -
This value is used to indicate that a change in the LAC where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_CellId (34)

· -
This value is used to indicate that a change in the Cell Identity where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_TAC (35)

· -
This value is used to indicate that a change in the TAC where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_ECGI (36)

· -
This value is used to indicate that a change in the ECGI where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_MEDIA_COMPOSITION (40)

· -
This value is used to indicate that a change in the media composition (as identified within SDP) for an existing SIP session shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_PARTICIPANTS_NMB (50) 

· -
This value is used specifically for multi participating session to indicate that a change in the number of active participants within a session shall cause the credit control client to ask for a re-authorisation of the associated quota.
CHANGE_IN_ THRSHLD_OF_PARTICIPANTS_NMB (51)

· -
This value is used specifically to indicate that a change in the threshold of participants number within a session shall cause the credit control client to ask for a re-authorisation of the associated quota.

NOTE 3:
The threshold and the granularity of threshold are operator configurable. This should not be used in conjunction with value 50.

CHANGE_IN_USER_PARTICIPATING_TYPE (52)

· -
This value is used specifically to indicate that a change in the user participating type within a session shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_SERVICE_CONDITION (60)

· -
This value is used to indicate that a change in rating conditions associated with a service occurs. 
The description of the conditions causing a change are service specific and may be documented in middle-tier specifications or may be configurable.

CHANGE_IN_SERVING_NODE (61)

· -
This value is used to indicate that a change in serving node shall cause the credit control client to ask for a re-authorisation of the associated quota. 
CHANGE_IN_USER_CSG_INFORMATION (70)
· -
This value is used to indicate a request of reporting the event that the user enters/leaves a CSG cell. When used in a CCR, at entry to a CSG cell, the User-CSG-Information AVP shall be provided with the event report.

CHANGE_IN_HYBRID_SUBSCRIBED_USER_CSG_INFORMATION (71)
· -
This value is used to indicate a request of reporting the event that the user enters/leaves a hybrid cell that the user subscribes to. When used in a CCR, at entry to a hybrid cell where the user is a member, the User-CSG-Information AVP shall be provided with the event report.
CHANGE_IN_HYBRID_UNSUBSCRIBED_USER_CSG_INFORMATION (72)
· -
This value is used to indicate a request of reporting the event that the user enters/leaves a hybrid cell that the user does not subscribe to. When used in a CCR, at entry to a hybrid cell where the user is not a member, the User-CSG-Information AVP shall be provided with the event report.
	End of changes


