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Abstract of the document: 

This document highlights the status of the current public safety work in 3GPP and proposes a way to ensure work is co-ordinated across the different TSGs.
1
Introduction

This document highlights the status of the current public safety work in 3GPP and proposes a way to ensure work is co-ordinated across the different TSGs.

2
Current status
The SA1 work item on Group Communication System Enablers for LTE (GCSE_LTE) is currently at 5% completion and, with only 2 SA1 meetings before the Rel-12 Stage 1 freeze, is not likely to complete in time [1].
For the second key requirement from the Public Safety community, direct device-to-device communications, the 

SA1 study item on Proximity-based Services (FS_ProSe) is 75% complete [1, 2]. The proposed requirements in TR22.803 needed for a basic Public Safety service are 90% complete and are considered stable [2]. An attempt was made at the last SA1 meeting (SA1#57 30 July – 3 August) to agree a normative work item, however this was not successful. Again, with only 2 SA1 meetings before the Rel-12 Stage 1 freeze, and no normative WID agreed, the Stage 1 completion of this second key requirement may also be at risk.
Additionally, there may well be requirements that are not within FS_ProSe and GCSE_LTE that also need to be addressed. Examples of potential requirements, as described in RP-121284 [3], include:

1) ability to communicate with aircraft at up to 3000m altitude;

2) ability to communicate with mobiles (e.g. high speed trains and aircraft) at up to 500 km/h, including the case where the eNodeB antenna is located adjacent to the high speed railway;
3) long range cells (e.g. 150 km) for UEs with high gain antenna;
4) extreme temperature ranges (and other environmental conditions) may be more extreme for Public Safety applications;
5) when in a sensitive area, the device may need to operate in receive-only mode;
6) optimisations for Push To Talk;

and further requirements include:
7) locally routed eNodeB traffic with no S1 interface [4, 5];
8) ability for UEs to communicate with legacy public safety devices [6];

9) European priority service requirements not already captured in TS 22.153.

In order to allow RAN, SA and CT to plan their Release 12 work schedule, a complete requirements gathering exercise needs to start and to have made some progress by the December plenaries.

In particular, due to the likely complexity of the discussions on different technical solutions, any normative FS_ProSe-related requirements for RAN/SA2/SA3 will need to have made reasonable progress by December.
In addition, given the likely delays to the group call requirements work, an ‘exception sheet’ should be anticipated at the March SA plenary. 
3
Proposal
To ensure that all public safety requirements are captured and to co-ordinate work amongst the different TSGs, it is proposed that an umbrella WID for Public Safety is created to cover the existing SA1 work on group communications, potential normative WID on ProSe and other aspects not already covered.
Furthermore, it is proposed that SA asks SA1 to consider the timescales above in their work related with public safety.
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