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Start of Change
7.2.10.1
Extended FLUTE FDT Schema

The below XML Schema shall be use for the FDT Instance. 

This schema extends the schema defined in clause 7.2.10.3 by importing the 3GPP extensions specified in clauses 7.2.10.2, 7.2.10.5, 7.2.14 and 7.2.15. The various schema file names are as follows:

· Schema in clause 7.2.10.1: FLUTE-FDT-3GPP-Main.xsd
· Schema in clause 7.2.10.2: FLUTE-FDT-3GPP-2005-Extensions.xsd
· Schema in clause 7.2.10.5: FLUTE-FDT-3GPP-2007-Extensions.xsd

· Schema in clause 7.2.14:
FLUTE-FDT-3GPP-2008-Extensions.xsd

· Schema in clause 7.2.15:
FLUTE-FDT-3GPP-2009-Extensions.xsd
· Schema in clause 7.2.10.2:
FLUTE-FDT-3GPP-2012-Extensions.xsd
· Schema in clause J.2: 

schema-version.xsd
In this version of the specification the network shall set the schemaVersion element, defined as a child of FDT-Instance element, to 2. 

The schema version attribute (part of the schema instruction) shall be included in the UE schema and the network schema.

Note: 
The value of the schemaVersion element and version attribute is intended to be increased by 1 in every future releases where new element(s) or attribute(s) are added.

When a UE receives an instantiation of an FDT compliant to this schema, it shall determine the schema version required to parse the instantiation as follows:

· If the UE supports one or more versions of the FDT schema with the schema version attribute, then the UE shall use the schema that has the highest schema version attribute value that is equal to or less than the value in the received schemaVersion element;

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 


xmlns="urn:IETF:metadata:2005:FLUTE:FDT" 


xmlns:fl="urn:IETF:metadata:2005:FLUTE:FDT" 


xmlns:xs="http://www.w3.org/2001/XMLSchema"


xmlns:mbms2005="urn:3GPP:metadata:2005:MBMS:FLUTE:FDT"


xmlns:mbms2007="urn:3GPP:metadata:2007:MBMS:FLUTE:FDT"


xmlns:mbms2008="urn:3GPP:metadata:2008:MBMS:FLUTE:FDT_ext"


xmlns:mbms2009="urn:3GPP:metadata:2009:MBMS:FLUTE:FDT_ext"


xmlns:mbms2012="urn:3GPP:metadata:2012:MBMS:FLUTE:FDT"


xmlns:sv="urn:3gpp:metadata:2009:MBMS:schemaVersion"
targetNamespace="urn:IETF:metadata:2005:FLUTE:FDT" 


elementFormDefault="qualified"

version="2">

<xs:import namespace="urn:3GPP:metadata:2005:MBMS:FLUTE:FDT"




schemaLocation="FLUTE-FDT-3GPP-2005-Extensions.xsd"/>


<xs:import namespace="urn:3GPP:metadata:2007:MBMS:FLUTE:FDT" 





schemaLocation="FLUTE-FDT-3GPP-2007-Extensions.xsd"/>


<xs:import namespace="urn:3GPP:metadata:2008:MBMS:FLUTE:FDT_ext" 





schemaLocation="FLUTE-FDT-3GPP-2008-Extensions.xsd"/>


<xs:import namespace="urn:3GPP:metadata:2009:MBMS:FLUTE:FDT_ext" 





schemaLocation="FLUTE-FDT-3GPP-2009-Extensions.xsd"/>


<xs:import namespace="urn:3GPP:metadata:2012:MBMS:FLUTE:FDT" 





schemaLocation="FLUTE-FDT-3GPP-2012-Extensions.xsd"/>


<xs:import namespace="urn:3gpp:metadata:2009:MBMS:schemaVersion" 





schemaLocation="schema-version.xsd"/>

<xs:element name="FDT-Instance" type="FDT-InstanceType"/>


<xs:complexType name="FDT-InstanceType">



<xs:sequence>




<xs:element name="File" type="FileType" maxOccurs="unbounded"/>




<xs:element ref="sv:schemaVersion"/>






<xs:element ref="mbms2012:Base-URL-1" minOccurs="0" maxOccurs="unbounded"/>



<xs:element ref="mbms2012:Base-URL-2" minOccurs="0" maxOccurs="unbounded"/>






<xs:element ref="sv:delimiter"/>






<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="Group" type="mbms2005:groupIdType" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="MBMS-Session-Identity-Expiry" type="mbms2005:MBMS-Session-Identity-Expiry-Type" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="Expires" type="xs:string" use="required"/>



<xs:attribute name="Complete" type="xs:boolean" use="optional"/>



<xs:attribute name="Content-Type" type="xs:string" use="optional"/>



<xs:attribute name="Content-Encoding" type="xs:string" use="optional"/>



<xs:attribute name="FEC-OTI-FEC-Encoding-ID" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-FEC-Instance-ID" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Maximum-Source-Block-Length" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Encoding-Symbol-Length" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Max-Number-of-Encoding-Symbols" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Scheme-Specific-Info" type="xs:base64Binary" use="optional"/>



<xs:attribute ref="mbms2008:FullFDT" use="optional" default="false"/>



<xs:anyAttribute processContents="skip"/>


</xs:complexType>


<xs:complexType name="FileType">



<xs:sequence>




<xs:element ref="mbms2007:Cache-Control" minOccurs="0"/>




<xs:element ref="sv:delimiter"/>






<xs:element ref="mbms2012:Alternate-Content-Location-1" minOccurs="0" maxOccurs="unbounded"/>




<xs:element ref="mbms2012:Alternate-Content-Location-2" minOccurs="0" maxOccurs="unbounded"/>



<xs:element ref="sv:delimiter"/>






<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="Group" type="mbms2005:groupIdType" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="MBMS-Session-Identity" type="mbms2005:MBMS-Session-Identity-Type" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="Content-Location" type="xs:anyURI" use="required"/>



<xs:attribute name="TOI" type="xs:positiveInteger" use="required"/>



<xs:attribute name="Content-Length" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="Transfer-Length" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="Content-Type" type="xs:string" use="optional"/>



<xs:attribute name="Content-Encoding" type="xs:string" use="optional"/>



<xs:attribute name="Content-MD5" type="xs:base64Binary" use="optional"/>



<xs:attribute name="FEC-OTI-FEC-Encoding-ID" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-FEC-Instance-ID" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Maximum-Source-Block-Length" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Encoding-Symbol-Length" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Max-Number-of-Encoding-Symbols" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Scheme-Specific-Info" type="xs:base64Binary" use="optional"/>



<xs:attribute ref="mbms2009:Decryption-KEY-URI" use="optional"/>


<xs:attribute ref="mbms2012:FEC-Redundancy-Level" use="optional"/>


<xs:anyAttribute processContents="skip"/>


</xs:complexType>



























</xs:schema>


End of Change
Start of Change
7.2.10.2
3GPP FDT Extension Type Schema

The extension of the IETF FLUTE FDT schema is done using the following schema definition:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 


xmlns="urn:3GPP:metadata:2005:MBMS:FLUTE:FDT" 


xmlns:xs="http://www.w3.org/2001/XMLSchema" 


targetNamespace="urn:3GPP:metadata:2005:MBMS:FLUTE:FDT" 


elementFormDefault="qualified">


<xs:complexType name="MBMS-Session-Identity-Expiry-Type">



<xs:simpleContent>




<xs:extension base="MBMS-Session-Identity-Type">





<xs:attribute name="value" type="xs:unsignedInt" use="required"/>




</xs:extension>



</xs:simpleContent>


</xs:complexType>

<xs:simpleType name="MBMS-Session-Identity-Type">



<xs:restriction base="xs:unsignedByte"/>


</xs:simpleType>


<xs:simpleType name="groupIdType">



<xs:restriction base="xs:string"></xs:restriction>


</xs:simpleType>

</xs:schema>

The Release 11 extension of the FLUTE FDT schema is as follows:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 


xmlns="urn:3GPP:metadata:2012:MBMS:FLUTE:FDT" 


xmlns:xs="http://www.w3.org/2001/XMLSchema" 


xmlns:ns1="urn:3GPP:metadata:2012:MBMS:FLUTE:FDT" 


targetNamespace="urn:3GPP:metadata:2012:MBMS:FLUTE:FDT" 


elementFormDefault="qualified">


<xs:element name="Alternate-Content-Location-1" type="Alternative-Content-LocationType"/>


<xs:element name="Alternate-Content-Location-2" type="Alternative-Content-LocationType"/>


<xs:complexType name="Alternative-Content-LocationType">



<xs:sequence>




<xs:element name="Alternate-Content-Location" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="Availability-Time" type="xs:dateTime"/>


</xs:complexType>


<xs:element name="Base-URL-1" type="xs:anyURI"/>


<xs:element name="Base-URL-2" type="xs:anyURI"/>

    <xs:attribute name="FEC-Redundancy-Level" type="xs:unsignedInt"/>
</xs:schema>
End of Change
Start of Change
7.2.10.3
IETF FDT Schema

Below is the IETF based FDT XML schema that has been extended to define the main FDT schema in sub-clause 7.2.10.1. 

NOTE 1: As the schema in RFC 3926 is not valid there exist no stable reference, thus this specification will include this schema until IETF has published an updated version of the schema.
NOTE 2: The schema in this sub-clause is provided for information, since the extended schema of sub-clause 7.2.10.1 is copying all the schema of this sub-clause and adds 3GPP specific extensions to it.
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 


xmlns="urn:IETF:metadata:2005:FLUTE:FDT" 


xmlns:xs="http://www.w3.org/2001/XMLSchema" 


targetNamespace="urn:IETF:metadata:2005:FLUTE:FDT" 


elementFormDefault="qualified">


<xs:element name="FDT-Instance" type="FDT-InstanceType"/>


<xs:complexType name="FDT-InstanceType">



<xs:sequence>




<xs:element name="File" type="FileType" maxOccurs="unbounded"/>




<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="Expires" type="xs:string" use="required"/>



<xs:attribute name="Complete" type="xs:boolean" use="optional"/>



<xs:attribute name="Content-Type" type="xs:string" use="optional"/>



<xs:attribute name="Content-Encoding" type="xs:string" use="optional"/>



<xs:attribute name="FEC-OTI-FEC-Encoding-ID" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-FEC-Instance-ID" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Maximum-Source-Block-Length" type="xs:unsignedLong" 




use="optional"/>



<xs:attribute name="FEC-OTI-Encoding-Symbol-Length" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Max-Number-of-Encoding-Symbols" type="xs:unsignedLong" 




use="optional"/>



<xs:attribute name="FEC-OTI-Scheme-Specific-Info" type="xs:base64Binary" use="optional"/>



<xs:anyAttribute processContents="skip"/>


</xs:complexType>


<xs:complexType name="FileType">



<xs:sequence>




<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="Content-Location" type="xs:anyURI" use="required"/>



<xs:attribute name="TOI" type="xs:positiveInteger" use="required"/>



<xs:attribute name="Content-Length" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="Transfer-Length" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="Content-Type" type="xs:string" use="optional"/>



<xs:attribute name="Content-Encoding" type="xs:string" use="optional"/>



<xs:attribute name="Content-MD5" type="xs:base64Binary" use="optional"/>



<xs:attribute name="FEC-OTI-FEC-Encoding-ID" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-FEC-Instance-ID" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Maximum-Source-Block-Length" type="xs:unsignedLong" 




use="optional"/>



<xs:attribute name="FEC-OTI-Encoding-Symbol-Length" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Max-Number-of-Encoding-Symbols" type="xs:unsignedLong" 




use="optional"/>



<xs:attribute name="FEC-OTI-Scheme-Specific-Info" type="xs:base64Binary" use="optional"/>



<xs:anyAttribute processContents="skip"/>


</xs:complexType>

</xs:schema>


End of Change
Start of Change
7.2.10.4
Example of FDT

<?xml version="1.0" encoding="UTF-8"?>

<FDT-Instance 


xmlns="urn:IETF:metadata:2005:FLUTE:FDT" 


xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 


xmlns:mbms2007="urn:3GPP:metadata:2007:MBMS:FLUTE:FDT"

xmlns:mbms2008="urn:3GPP:metadata:2008:MBMS:FLUTE:FDT_ext" 


xmlns:mbms2009="urn:3GPP:metadata:2009:MBMS:FLUTE:FDT_ext"
xmlns:sv="urn:3gpp:metadata:2009:MBMS:schemaVersion"


xsi:schemaLocation="urn:IETF:metadata:2005:FLUTE:FDT FLUTE-FDT-3GPP-Main.xsd" 


FEC-OTI-FEC-Encoding-ID="1"


Complete="true" 


Content-Encoding="gzip" 


FEC-OTI-Encoding-Symbol-Length="512"  


Expires="331129600"

mbms2008:FullFDT="true">


<File 



Content-Type="application/sdp" 



Content-Length="7543" 



Transfer-Length="4294" 



TOI="2" 



FEC-OTI-Encoding-Symbol-Length="16"



FEC-OTI-Scheme-Specific-Info="AAEBBA==" 



Content-Location="http://www.example.com/fancy-session/main.sdp"


mbms2009:Decryption-KEY-URI="http://www.example.com/key-uri">



<mbms2007:Cache-Control>



<mbms2007:Expires>30</mbms2007:Expires>


</mbms2007:Cache-Control>


<sv:delimiter>0</sv:delimiter>



<sv:delimiter>0</sv:delimiter>



<MBMS-Session-Identity>93</MBMS-Session-Identity>


</File>


<File 



Content-Type="String" 



Content-Length="161934" 



Transfer-Length="157821" 



TOI="3" 



FEC-OTI-Encoding-Symbol-Length="512" 



Content-Location="http://www.example.com/fancy-session/trailer.3gp">



<sv:delimiter>0</sv:delimiter>



<sv:delimiter>0</sv:delimiter>



<MBMS-Session-Identity>93</MBMS-Session-Identity>


</File>


<sv:schemaVersion>2</sv:schemaVersion>


<sv:delimiter>0</sv:delimiter>


<MBMS-Session-Identity-Expiry value="3311288760">93</MBMS-Session-Identity-Expiry>

</FDT-Instance>

End of Change
Start of Change
7.2.10.5
3GPP FDT Extensions

The following schema defines the new elements 
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 


xmlns="urn:3GPP:metadata:2007:MBMS:FLUTE:FDT" 


xmlns:xs="http://www.w3.org/2001/XMLSchema" 


targetNamespace="urn:3GPP:metadata:2007:MBMS:FLUTE:FDT" 


elementFormDefault="qualified">


<xs:element name="Cache-Control">



<xs:complexType>




<xs:choice>





<xs:element name="no-cache" type="xs:boolean" fixed="true"/>





<xs:element name="max-stale" type="xs:boolean" fixed="true"/>





<xs:element name="Expires" type="xs:unsignedInt"/>




</xs:choice>




<xs:anyAttribute processContents="skip"/>



</xs:complexType>


</xs:element>

</xs:schema>

End of Change
Start of Change
7.2.10.6 FEC Redundancy Level Extension

A MBMS download service may indicate FEC redundancy level in FLUTE FDT instance.  The attribute " FEC-Redundancy-Level" is included within element "file" of the FDT to indicate the FEC redundancy level for the file. For example,if the FEC-Redundancy-Level is set to 20, it means BM-SC will add 20% extra redunancy for this file during MBMS delivery.
The FEC redundancy level information may be used by the MBMS client to e.g. stop decoding a particular DASH segment when MBMS client detects that the packet loss rate already exceeds the FEC redundancy level for that segment.  
The XML syntax of the " FEC-Redundancy-Level" attribute within the FLUTE FDT is specified in clause 7.2.10.2, and the attribute is further refered to by the main FDT schema of clause 7.2.10.1.

End of Change
Start of Change
7.2.14
Indicating a full FDT snapshot

If the server wants to inform the client about the current FDT snapshot, the server shall set the “FullFDT” attribute in the FLUTE FDT instance file. If the “FullFDT” attribute is set, the FDT instance shall be equivalent to the full File Delivery Table. Note FDT instances with a higher FDT instance ID may again extend the File Delivery Table. 

A new attribute "FullFDT" is created within the element "FDT-Instance" of the FDT to indicate to the receivers that the FDT Instance contains the exact set of Transport Objects that are currently scheduled for transmission by the sender, in the actual FLUTE session.

The XML syntax of the "FullFDT" attribute within the FLUTE FDT is the following.
  <?xml version="1.0" encoding="UTF-8"?>

  <xs:schema xmlns="urn:3GPP:metadata:2008:MBMS:FLUTE:FDT_ext"
   xmlns:xs="http://www.w3.org/2001/XMLSchema" 

   targetNamespace="urn:3GPP:metadata:2008:MBMS:FLUTE:FDT_ext" 

   elementFormDefault="qualified">
   <xs:attribute name="FullFDT" type="xs:boolean"

 />

  </xs:schema>
This attribute differs from the existing "Complete" attribute in that the "Complete" attribute indicates that no new objects description will be provided in future FDT Instances within this session.
No assumption shall be made about the fact that a given FDT instance for which the attribute "FullFDT" is absent or set to FALSE, contains the exact set of Transport Objects that are currently scheduled for transmission by the sender, in the actual FLUTE session.

When two FDT instances with attribute "FullFDT" is equal to TRUE are received by a receiver and valid in a given time (that is to say they have not expired), the FDT instance with the highest FDT Instance ID shall be used by the terminal.

End of Change
Start of Change
7.2.15
Decryption key indicating of protected download data
A MBMS download service may indicate relevant decryption key file for protected download file in FLUTE FDT instance.  A new attribute "Decryption-KEY-URI" is created within element "file" of the FDT to indicate the association between protected download file and relevant decryption key file. The value of "Decryption-KEY-URI" in "file" element shall be equal to the content-location of the MIKEY file that contains the decryption key file.

When the server delivers a protected download file, the server should set a "Decryption-KEY-URI" field in the corresponding file element in the FLUTE FDT instance. When a UE receives a protected file, the UE may instruct its FLUTE receiver to download the relevant decryption key file according to "Decryption-KEY-URI" field in file element of FDT instance.

The XML syntax of the "Decryption-KEY-URI" attribute within the FLUTE FDT is the following.

  <?xml version="1.0" encoding="UTF-8"?>

  <xs:schema xmlns="urn:3GPP:metadata:2009:MBMS:FLUTE:FDT_ext"

   xmlns:xs="http://www.w3.org/2001/XMLSchema" 

   targetNamespace="urn:3GPP:metadata:2009:MBMS:FLUTE:FDT_ext" 

   elementFormDefault="qualified">

   <xs:attribute name="Decryption-KEY-URI" type="xs:anyURI"/>

  </xs:schema>
End of Change
Start of Change
9.3.5.1
List of Server URIs

A list of symbol-based file repair service URIs is provided as elements of the Associated Delivery procedure fragment's postFileRepair element. A list of byte-range based repair servers may be additionally provided as elements of the FDT. Service URIs host identity may also be given as IP addresses, which may be used to avoid a requirement for DNS messaging. The file repair service URIs of a single associated delivery procedure description shall be of the same type, e.g. all IP addresses of the same version, or all domain names. The number of symbol-based file repair service URIs is determined by the number of "serviceURI" elements, each of which shall be a child-element of the "procedure" element. The "serviceURI" element provides the references to the file repair server's resource via the "xs:anyURI" value. At least one "serviceURI" element shall be present. The number of byte-range based file repair service URIs is determined by the number of "Alternate-Content-Location-1" and "Alternate-Content-Location-2" elements in the FDT. The "Alternate-Content-Location-1" and "Alternate-Content-Location-2" elements provide the references to the file repair server's resource via the "xs:anyURI" value. At least one "Alternate-Content-Location-1" element shall be present in the FDT if byte-range based file repair is to be supported by the network.
When present, the "Base-URL-1" and "Base-URL-2" elements provide base URLs against which to resolve a relative reference included in any "Alternate-Content-Location-1" or "Alternate-Content-Location-2" element, respectively.
When present, the “Availability-Time” attribute provides a method to inform the UE of an absolute time according to the UTC time standard until which the UE can expect that, if reachable and functioning, the file repair server will return the requested repair data.
9.3.5.2
Selection from the Server URI List

There may be one or more file repair URIs of one or more types present in the Associated Delivery procedure fragment and the FDT. Within a list, the UE randomly selects one of the service URIs from the list, with uniform distribution.
The MBMS client shall exhaust (according to section 9.3.7.1) the list of highest priority URIs before moving to the list of next highest priority, etc.
The priority of file repair URI lists is:
· byte-range based repair servers included as “Alternate-Content-Location-1”

· byte-range based repair servers included as “Alternate-Content-Location-2”

· symbol-based repair servers

9.3.6
File Repair Request Messages
Once missing file data is identified, the MBMS client sends one or more messages to a file repair server requesting transmission of data that allows recovery of missing file data. All file repair requests and repair responses for a particular MBMS transmission shall take place in a single TCP session using the HTTP protocol (RFC 2616 [18]). The repair request is routed to the file repair server IP address resolved from the selected file repair server URI.

The timing of the opening of the TCP connection to the server, and the first repair request, of a particular MBMS client is randomized over a time window as described in sub-clause 9.3.2. If there is more than one repair request to be made these are sent immediately after the first.
When a MBMS UE identifies symbols or the byte range of symbols in repair requests these symbols shall be source symbols, and should include all the missing source symbols of the relevant source block. Note, these represent information for the file repair server and the BM-SC may use these source symbols and/or redundant symbols in providing the necessary repair data.

After the MBMS download session, the receiver identifies a set of encoding symbols that allow recovery of the missing file data and requests for their transmission in a file repair session.  

The file repair request shall either include the URI of the file for which it is requesting the repair data or an identifier of a set of files. URI is required to uniquely identify the file (resource) and is found from the download delivery method (the FLUTE FDT Instances describe file URIs). Additionally, the repair request for single files shall contain an indication of the MD5 hash value of the file, if present in the FDT instance declaring the file from which data is being requested. The MD5 hash value is used to identify a specific version of the file.

For completely missed files, a Repair Request may give only the URI of the file and optionally the MD5 hash value of the file. If the MD5 hash value is not present, the server shall respond with the latest version of the file.
There are two formats for the MBMS UE to request repair data: the Symbol-Based File Repair Request Message and the Byte-Range-Based Request Messsage.
9.3.6.1
Symbol-Based File Repair Request Message Format
In this message format, the MBMS UE requests specific encoding symbols and uniquely identifies these by the combination (URI, SBN, ESI). This message format shall be used if the MBMS UE is requesting symbols from a file repair server that only supports symbol-based file repair request messages, i.e., the server is listed in a "serviceURI" element of the Associated Delivery procedure.
A set of files may be fetched using the File Repair server. A client may request all files from a specific FDT instance or a specific logical group of a particular MBMS User Services. 
The client makes a file repair request using the HTTP (RFC 2616 [18]) request method GET. Further arguments are encoded into the URI query part (RFC 3986 [19]) as defined below and included in the HTTP GET request. If a number of previously unreceived symbols are requested for a specific Source Block, then the SBN is provided along with the ESI of the symbol, which is subsequent in the symbol sequence to the latest received symbol for that source block and the number of symbols requested. If a number of previously  unreceived  source blocks are requested for a specific file, the URI should be provided along with an SBN range starting from the first missing source block and ending with the SBN of the last missing source block of the contiguous  set of  source block. Examples for requesting contiguous and non-contiguous ranges of symbols and source blocks or even entire files or group of files are given below.
For example, assume that in a MBMS download session a 3gp file with URI = www.example.com/news/latest.3gp was delivered to an MBMS client.  After the MBMS download session, the MBMS client recognized that it did not receive two packets with SBN = 5, ESI = 12 and SBN=20, ESI = 27. If the selected repair service URI (from the associated delivery procedure meta data fragment) is http://mbmsrepair1.example.com/path/repair_script, only supports symbol-based file repair requests, and the MD5 value of that file is “ODZiYTU1OTFkZGY2NWY5ODh==”, then the HTTP GET request is as follows:

GET
/path/repair_script?fileURI=www.example.com/news/latest.3gp&Content-MD5= ODZiYTU1OTFkZGY2NWY5ODh== &SBN=5;ESI=12&SBN=20;ESI=27
HTTP/1.1

Host: mbmsrepair1.example.com

A file repair session shall be used to recover the missing file data from a single MBMS download session only. If more than one file were downloaded in a particular MBMS download session, and, if the MBMS client needs repair data for more than one file received in that session, the MBMS client shall send separate HTTP GET requests for each file.
An HTTP client implementation might limit the length of the URL to a finite value, for example 256 bytes. In the case that the length of the URL-encoded (SBN, ESI) data exceeds this limit, the MBMS client shall distribute the URL‑encoded data into multiple HTTP GET requests.

In any case, all the HTTP GETs of a single file repair session shall be performed within a single TCP session and they shall be performed immediately one after the other.

In the following, we give the details of the syntax used for the above request method in ABNF.

In this case an HTTP GET with a normal query shall be used to request the missing data, according to HTTP1.1 [RFC2616 [18]] 

· repair_request_http_URL = repair_service_URI "?" query

· repair_service_URI = <selected serviceURI from the Associated Delivery Procedure Description>

Where, for MBMS File Repair Request:

· query =  std_query | alt_query
· std_query = file_uri ["&" content_md5] *( "&" sbn_info)

· file_uri = "fileURI=" URI-reference; URI-reference is as defined in [19].

· content_md5 = "Content-MD5=" 1*(ALPHA / DIGIT / "+" / "/" / "=")
· sbn_info = "SBN=" sbn_range

· sbn_range = ( sbnA [ "-" sbnZ ] ) / ( sbnA [ ";" esi_info] )

· esi_info = "ESI=" ((esi_range *( "," esi_range ) ) ) / (esiA “+” number_symbols)
· esi_range = esiA [ "-" esiZ ]

· sbnA = 1*DIGIT; the SBN, or the first of a range of SBNs

· sbnZ = 1*DIGIT; the last SBN of a range of SBNs

· esiA = 1*DIGIT; the ESI, or the first of a range of ESIs

· esiZ = 1*DIGIT; the last ESI of a range of ESIs
· number_symbols = 1*DIGIT; the number of additional symbols required

· alt_query = service_id “&” ( fdt_inst_id | fdt_group_id )
· service_id = "serviceId=" <value of the serviceId attribute of the User Service Description>
· fdt_inst_id = “fdtInstanceId=” <as defined in clause 3.4.1 of [9] or in clause 7.3>
· fdt_group_id = “fdtGroupId=” <as defined in clause 7.2.9>
Thus, the following symbols adopt a special meaning for MBMS download URI: ? - + , ; & =

One example of a query on encoding symbol 34 of source block 12 of a music file “www.example.comm/greatmusic/number1.aac" using the provided repair service URI "http://mbmsrepair1.example.com/path/repair_script" is:

· http://mbmsrepair1.example.com/path/repair_script?fileURI= www.example.com/greatmusic/number1.aac&SBN=12;ESI=34
An example of requesting an entire file is

· http://mbmsrepair1.example.com/path/repair_script?fileURI= www.example.com/greatmusic/number1.aac
An example of requesting a specific source block from a specific file version is

· http://mbmsrepair1.example.com/path/repair_script?fileURI= www.example.com/greatmusic/number1.aac&Content-MD5=ODZiYTU1OTFkZGY2NWY5ODh==
For messaging efficiency, the formal definition enables several contiguous and non-contiguous ranges to be expressed, as well as a number of symbols with ESIs of a given value or above in a single query:
· An entire file (like in the above example).
· A symbol of a source block (e.g. ...&SBN=12;ESI=23).
· A range of symbols for a certain source block (e.g. ...&SBN=12;ESI=23-28).

· A number of symbols with ESIs of a given value or above (e.g. …&SBN=12;ESI=120+10).
· A list of symbols for a certain source block (e.g. ...&SBN=12;ESI=23,26,28).
· All symbols of a source block (e.g. ...&SBN=12).
· All symbols of a range of source blocks (e.g. ...&SBN=12-19).
· non-contiguous ranges (e.g.1. ...&SBN=12;ESI=34&SBN=20;ESI=23 also, e.g. 2. ...&SBN=12‑19&SBN=28;ESI=23-59&SBN=30;ESI=101).

An example to request all file of a particular FDT instance is given below:

· http://mbmsrepair1.example.com/path/repair_script?serviceId=urn:3gpp:0010120123hotdog&fdtInstanceId=12

9.3.6.2
Byte-Range-Based File Repair Request Message Format
In this message format, the MBMS UE uses the conventional HTTP/1.1 GET or partial GET requests as defined in RFC 2616 [18] to request all or a subset of source symbols of the referenced resource, respectively.  The UE shall support these message requests formats to allow the file repair requests to be serviced by a standard HTTP/1.1 server.  These message formats shall be used if the MBMS UE is requesting symbols from a file repair server that supports byte range requests, i.e, the server is listed in the "Alternate-Content-Location-1" or "Alternate-Content-Location-2" elements in the FDT. 

The MBMS UE uses the HTTP GET request when it requires all the source symbols of the resource to be transmitted.  

If the the MBMS UE only requests transmission of a subset of the source symbols or sub-symbols the UE uses the HTTP partial GET request with the Range request header  as defined in 14.35.2 of RFC 2616 [18].  The MBMS UE shall indicate the specific source symbols or sub-symbols as a byte-range-spec as defined in 14.35.1 of RFC 2616 [18].  

For messaging efficiency, the HTTP GET method allows the UE to include multiple byte range requests within a single partial GET request.  If the UE includes multiple byte ranges in a single request the HTTP GET request should not exceed 2048 bytes in length to avoid truncation by the HTTP server.
If the MBMS UE determines that it can select among multiple subsets of the source symbols or sub-symbols, the MBMS UE should request the subset with the lowest ESI values, i.e., choose the missing source symbols or sub-symbols from the beginning of the source block or source sub-block, respectively.  This improves the caching efficiency of the HTTP file repair servers.

If more than one file were downloaded in a particular MBMS download session, and, if the MBMS client needs repair data for more than one file received in that session, the MBMS client shall send separate HTTP GET requests for each file.
End of Change
Start of Change

Annex I (Void)









































































































End of Change
Start of Change

J.2
Version and Delimiter schema

This clause specifies the schema that is needed for the UE and the network side for forward and backward compatibility, and is used by the following schemas:

· USD

· Schedule Description

· FDT

The schema defines 2 elements, schemaVersion and delimiter.  The value of the schemaVersion is specified separately for each of the schemas above. The delimiter element is specified in the various main schemas above to avoid the schema validation error (due to the Unique Particle Attribution rule). 

The delimiter element shall be set by the network to a value of 0, and the element content shall be ignored by the UE. 

The file name used for this schema is “schema-version.xsd”, and is used in the various schemas above for the “import” instruction.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 
xmlns="urn:3gpp:metadata:2009:MBMS:schemaVersion" 

  


xmlns:xs="http://www.w3.org/2001/XMLSchema"

  


targetNamespace="urn:3gpp:metadata:2009:MBMS:schemaVersion"

  


elementFormDefault="qualified">


<xs:element name="schemaVersion" type="xs:unsignedInt"/>


<xs:element name="delimiter" type="xs:byte"/>


</xs:schema>
End of Change
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