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	Reason for change:
(

	The Content Protection element in the MPD is used to signal the content protection scheme that protects the content. 

· An URI is defined : urn:mpeg:dash:mp4protection:2011 and
·  @value attribute give the Scheme Type 
For OMA DRM system taken in example in the specification the @value is the 4CC contained in the Scheme Type Box of the Protection Scheme Information Box of the file, i.e. ‘odkm’. This value is not sufficient for the ME to determine if the DRM system implemented in the ME is relevant for the file. 

Version of the scheme type is an important information for the ME to verify that the DRM system implemented in the ME is able to handle the file signaled in the MPD.

The 4CC of the Scheme Type Box of OMA DRM 2.0 PDCF file is ‘odkm’ and the Scheme Version is 0x00000200
The 4CC of the Scheme Type Box of OMA adapted PDCF file is also ‘odkm’ and the Scheme Version is 0x00000300

The DRM system used for these protected files are different. 

A new version of OMA DRM could be defined in the future, including new functionalities. Signaling the version in MPD is then more future-proof.

With the signaling of the content protection scheme currently defined in the MPD, the ME is not able to distinguish these two files and associated DRM systems, and not able to determine if it is able to handle the files.



	
	

	Summary of change:
(

	To complete the signaling of the DRM Scheme in the MPD, we propose to add the Scheme Version in the value attribute of the content protection element of the MPD file. 
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not approved:
	The signaling of the protection scheme is uncompleted and the ME is not able to determine if the DRM system implemented in the ME is relevant for the file. The ME should have to get the MP4 file and parse the file to verify if it is able to handle it. The signaling in the MPD is then inefficient and not future-proof.
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FIRST CHANGE: Update clause 12.7.1 Content Protection section to add a description of the use of @value attribute including the Scheme_version. 

12.7.1
Content Protection

Clients that support content protection may support OMA DRM 2.0 [75] or OMA DRM 2.1 [109]. Other content protection schemes may be supported. The ContentProtection element in the MPD should be used to convey content protection information.

The schemeIdUri attribute is used to identify the content protection schemes employed. This attribute should provide sufficient information, possibly in conjunction with the ‘value’ attribute, such as the DRM system(s), encryption algorithm(s), and key distribution scheme(s) employed, to enable a client to determine whether it can possibly play the protected content. The ContentProtection element can be extended in a separate namespace to provide information specific to the content protection scheme (e.g., particular key management systems or encryption methods). Scheme-specific information can also be provided in the Initialization Segment(s) using the appropriate file format primitives instead of, or in addition to the 'value' attribute. The client may have to receive and analyze the protected content (typically only the Initialization Segment, if present), before it can determine whether it has already acquired a license and/or key for accessing the protected content, or to determine from where it can acquire a missing license and/or key, in case this information is not available from the ContentProtection element.

When using OMA DRM V2.0 or OMA DRM V2.1 scheme for content protection, the non-streamable Packetized DRM Content Format (PDCF) shall be used. An OMA-DRM encrypted Representation shall include the brands “3gh9” and “opf2”. OMA-DRM [74] defines the procedures for acquiring the Rights Object from the Rights Issuer to decrypt PDCF protected content. The scheme is identified by a ContentProtection element for which the value of the schemeIdUri set to "urn:mpeg:dash:mp4protection" and the value of the ‘value’ attribute shall include the version number. It starts  with  "odkm", which is the scheme_type contained in the Scheme Type Box of the PDCF file, followed by a ":" and the scheme_version from the Scheme Type Box of the PDCF file, encoded as up to 8 hexadecimal digits, where the leading ‘0’s may be omitted. For example, for OMA DRM2.0 the value could be "odkm:200".
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