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FIRST CHANGE
5.2.2.1
Introduction

MBMS User Service Discovery/ Announcement is needed in order to advertise MBMS Streaming and MBMS Download User Services and User Service Bundles in advance of, and potentially during, the User Service sessions described. The User Services are described by metadata (objects/files) delivered using the download delivery method as defined in clause 7 or using interactive announcement functions.

MBMS User Service Discovery/Announcement involves the delivery of fragments of metadata to many receivers in a suitable manner. The metadata itself describes details of services. A metadata fragment is a single uniquely identifiable block of metadata. An obvious example of a metadata fragment would be a single SDP file ([14]).

The metadata consists of:

· a metadata fragment object describing details of a single or a bundle of MBMS user services (defined in sub-clause 11.2);
· a metadata fragment object(s) describing details of MBMS user service sessions (defined in sub-clause 7.3 and 8.3);
· a metadata fragment object(s) describing details of Associated delivery methods (defined in sub-clause 9.5);
· a metadata fragment object(s) describing details of service protection (defined in sub-clause 11.3);

· a metadata fragment object describing details of the FEC repair data stream;

· a metadata fragment object providing a Media Presentation Description (defined in sub-clause 11.2);

· a metadata fragment object(s) providing Initialisation Segments (defined in sub-clause 11.2);

· a metadata fragment object(s) providing a Schedule information description (defined in sub-clause 11.2A).
Metadata management information consists of:

· a metadata envelope object(s) allowing the identification, versioning, update and temporal validity of a metadata fragment objects (defined in sub-clause 11.1).
A metadata envelope may have multiple metadata envelope instances. The metadata envelope and metadata fragment objects are transported as file objects in the same download session either as separate referencing files or as a single embedding file - see sub-clause 5.2.3.3. A single metadata envelope instance shall describe a single metadata fragment, and thus instances of the two are paired. A service announcement sender shall make a metadata envelope instance available for each metadata fragment instance.  The creation and use of both an embedded envelope instance and a referenced envelope instance for a particular fragment instance is not recommended.
The metadata envelope and metadata fragment objects may be compressed using the generic GZip algorithm specified in RFC 1952 [42] as content/transport encoding for transmission. Where used over an MBMS bearer, this shall be according to Download delivery content encoding using FLUTE - see sub-clause 7.2.5.
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Figure 5: Simple Description Data Model

Figure 5 illustrates the simple data model relation between these description instances using UML [21] for a single User Service Bundle Description.

NOTE:
"N" means any number in each instance.
One MBMS User Service Bundle Description shall contain at least one User Service Description instance and may contain several. The User Service Bundle Description may refer to a single FEC Repair Stream Description.

In the event a MBMS User Service carries DASH-formatted contents, the MBMS User Service Description fragment shall contain a mediaPresentationDescription element.  The mediaPresentationDescription element shall in turn contain a reference to the MPD (Media Presentation Description) as defined in [98], as a metadata fragment.  Furthermore, the  MPD may refer to one or more Initialisation Segments as defined in [98], as the Initialisation Segment Description (ISD)  metadata fragment.  Also, when DASH-formatted contents are delivered by MBMS, at least one of the delivery methods shall be the download delivery method. 

One MBMS User Service Description instance shall include at least one delivery method description instance. The delivery method description shall refer to one session description instance.
The delivery method description may contain references to a service protection description and an associated delivery procedure description. Several delivery methods may reference the same service protection description.

If the associated delivery procedure description is present in the user service description instance, it may be referenced by one or more delivery methods.
An MBMS user service description allows the association of delivery methods to one or more access systems. The association is used to describe the use of separate access systems for the same MBMS user service. One delivery method may be offered throughout one or more radio access systems. The use of separate MBMS bearer services for the same MBMS user service is described in sub-clause 5.1.5.2 of [4].

One MBMS User Service Description instance may include at most one schedule instance. If included, the schedule instance shall refer to one schedule description instance. The UE can expect to receive MBMS data during the time periods  described in the schedule description instance.  In the case of a file download service, the schedule description instance may also include a file transmission schedule for file objects associated with the User Service. The UE may select which files to receive based on the file transmission schedules in the schedule description instance.

It will also be possible for the schedule instance in multiple User Service Description instances to reference the same schedule description instance.  In this case, the schedule description instance shall capture the file transmission schedule for files belonging to each of these User Services.
Multipart MIME [37] may be used to concatenate the descriptions into one document for transport.

SECOND CHANGE

11.1.2
Consistency Control and Syntax Independence
The metadata envelope provides information to identify, version and expire each of its metadata fragments. This is specified to be independent of metadata fragments syntax and of transport method (thus enabling the use of more than one syntaxes and enable delivery over more than a single transport and bearer).

A metadata envelope (as identified by the metadataEnvelope element in the schema in sub-clause 11.1.3) consists of one or more metadata envelope instances (as identified by the item element in the schema in subclause 11.1.3). A metadata envelope instance is associated to exactly one metadata fragment. A metadata envelope instance may update the time validity of its metadata fragment without changing version of that metadata fragment if the metadata fragment has not changed. A newer version (higher version number) of a metadata envelope instance shall automatically expire the earlier version. If the content type (metadata fragment syntax) is recognized and valid, the UE shall use the new metadata fragment description. However, if the content type is not recognized or valid, the UE may maintain the expired version data until the newer version is correctly received.

Service announcement senders shall increment the version by one for each subsequent transported version of a metadata fragment. However, a UE shall also accept versions with an increment greater than one (so that they do not fail in the case that an intermediate version was not successfully transported).

THIRD CHANGE

11.1.3
Metadata Envelope Definition

The attributes for a metadata envelope instance and their description is as follows. These attributes shall be supported:

· metadataURI: A URI providing a unique identifier for the metadata fragment. The metadataURI attribute shall be present.

· version: The version number of the associated instance of the metadata fragment.  The version number should be initialized to one.  The version number shall be increased by one whenever the metadata fragment is updated. The version attribute shall be present.

· validFrom: The date and time from which the metadata fragment file is valid. The validFrom  attribute may or not be present. If not present, the UE should assume the metadata fragment version is valid immediately.

· validUntil: The date and time when the metadata fragment file expires. The validUntil attribute may or not be present. If not present the UE should assume the associated metadata fragment is valid for all time, or until it receives a newer metadata envelope for the same metadata fragment describing a validUntil value.

· contentType: The MIME type of the metadata fragment which shall be used as defined for "Content-Type" in RFC 2616 [18]. The contentType attribute shall be present for embedding metadata envelopes.  The contentType attribute may be present for referencing metadata envelopes.

The metadata envelope is instantiated using an XML structure. This XML contains a URI referencing the associated metadata fragment. The formal schema for the metadata envelope is defined as an XML Schema as follows.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" 

xmlns="urn:3gpp:metadata:2005:MBMS:envelope"

elementFormDefault="qualified" attributeFormDefault="unqualified"

targetNamespace="urn:3gpp:metadata:2005:MBMS:envelope">


<xs:element name="metadataEnvelope" type="metadataEnvelopeType"/>


<xs:complexType name="metadataEnvelopeType">



<xs:sequence>




<xs:element name="item" type="metadataEnvelopeItemType" maxOccurs="unbounded" minOccurs="1"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="metadataEnvelopeItemType">



<xs:sequence>




<xs:element name="metadataFragment" type="xs:string" minOccurs="0" maxOccurs="1"/>




<xs:any namespace="##other" minOccurs="0" maxOccurs="unbounded" processContents="lax"/>



</xs:sequence>



<xs:attribute name="metadataURI" type="xs:anyURI" use="required"/>



<xs:attribute name="version" type="xs:positiveInteger" use="required"/>



<xs:attribute name="validFrom" type="xs:dateTime" use="optional"/>



<xs:attribute name="validUntil" type="xs:dateTime" use="optional"/>



<xs:attribute name="contentType" type="xs:string" use="optional"/>



<xs:anyAttribute processContents="skip"/>


</xs:complexType>

</xs:schema>

The metadataFragment element shall be encapsulated in the metadata envelope for embedded metadata fragments, and shall not be encapsulated where the metadata fragment is not embedded. In the embedded case, the metadataFragment element shall contain exactly one embedded metadata fragment as specified by the metadata envelope syntax and only one instance of the envelope element shall be used for encapsulating envelopes.

An embedded metadata fragment (in the metadataFragment element) shall be escaped. Generally, an embedded metadata fragment should be escaped by placing inside a CDATA section [31]. Everything starting after "<![CDATA[" string and ending at the "]]>" string would be ignored by the XML envelope parser (quotes not included). Thus, the embedded parts would appear as "<![CDATA[" + metadata_fragment + "]]>". In this case, the complete metadata envelope with embedded metadata fragment shall not violate the rules of CDATA section usage [31].

In case the embedded metadata fragment is an XML document and include a CDATA section , the embedded metadata fragment may be escaped by replacing illegal characters with their ampersand-escaped equivalents [31] (instead of encapsulating the whole fragment in a CDATA section). For instance "<" is an illegal character that would be replaced by "&lt;". This method is useful to avoid nesting CDATA sections (which is not allowed).

A metadata fragment which does not adhere to either of these two methods shall not be embedded in a metadata envelope, thus it may only be referenced from an referencing metadata envelope.

Embedded fragments are not expected to be parsed by the metadata envelope XML parser, but decapsulated and passed to the relevant metadata management operation that is implementation specific (e.g. for immediate parsing, storage, etc.).

FOURTH CHANGE

11.1.4
Delivery of the Metadata Envelope

An instance of metadata envelope shall be associated with an instance of a metadata fragment by one of two methods:

· Embedded: The metadata fragment is embedded within the metadata envelope.

· Referenced: The metadata fragment is referenced from the metadata envelope.

The MBMS UE must know the MIME Type of each metadata fragment.

In the embedded case, the envelope and fragment are, by definition, transported together and in-band of one another. In the referenced case, the envelope and fragment shall be transported together in-band of the same transport session.

MBMS Service Announcement transports shall support delivery of the metadata envelope as a discrete object (XML document) for the referenced case. In the referenced case, the MIME type of the metadata fragment should be provided by the transport protocol (e.g. as a Content-Type text string). In both cases, the MIME type of the metadata envelope should be provided by the transport protocol.

The metadata envelope instance includes a reference (metadataURI) to the associated metadata fragment using the same URI as the fragment file is identified by in the Service Announcement. Thus, metadata envelope can be mapped to its associated metadata fragment.

FIFTH CHANGE

5.2.3.3
Metadata Envelope and Metadata Fragment Association with FLUTE

The MBMS Download service announcement session FDT Instances provide URIs for each transported object. The metadata envelope instance metadataURI field shall use the same URI for the metadata fragment as is used in the FDT Instances for that metadata fragment file. Thus, the fragment can be mapped to its associated envelope in-band of a single MBMS download session.
In the referencing case, each metadata envelope and corresponding metadata fragment shall be grouped together by the FDT using the grouping mechanism described in sub-clause 7.2.5. This reduces the complexity of requesting both fragment and envelope for each pair, thus it is recommended that only the metadata fragment (fileURI) be requested from the download client (which will result in both fragment and envelope being received using the grouping mechanism).
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