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4.2.4a
HSS to service platform Interface

The Application Server (SIP Application Server and/or the OSA service capability server and/or IM-SSF) may communicate to the HSS. The Sh and Si interfaces are used for this purpose.
For the Sh interface, the following shall apply:
1.
The Sh interface is an intra-operator interface.

2.
The Sh interface is between the HSS and the "SIP Application Server" and between the HSS and the "OSA service capability server". The HSS is responsible for policing what information will be provided to each individual Application Server.

3.
The Sh interface transports transparent data for e.g. service related data , user related information, etc.
In this case, the term transparent implies that the exact representation of the information is not understood by the HSS or the protocol.

4.
The Sh interface also supports mechanisms for transfer of user related data stored in the HSS (e.g. user service related data, MSISDN, visited network capabilities, UE Time Zone, and user location information (e.g. cell global ID/Service Area ID or the address of the serving network element, VPLMN ID etc)).
NOTE:
before providing information relating to the location of the user to a SIP Application Server, detailed privacy checks frequently need to be performed in order to meet the requirements in TS 22.071 [27]. The SIP Application Server can ensure that these privacy requirements are met by using the Le interface to the GMLC (see TS 23.271 [28]) instead of using the Sh interface.

5.
The Sh interface also supports mechanisms for transfer of standardised data, e.g. for group lists, which can be accessed by different Application Servers. Those Application Servers sharing the data shall understand the data format. This enables sharing of common information between Application Servers, e.g. data managed via the Ut reference point.
6.
The Sh interface also supports mechanisms that allow Application Servers to activate/deactivate their own existing initial filter criteria stored in the HSS on a per subscriber basis.
The Si interface is between the HSS and the IM-SSF. It transports CAMEL subscription information including triggers for use by CAMEL based application services.

*** Next Change ***

4.6.1
Proxy‑CSCF

The Proxy‑CSCF (P‑CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in the clause "Procedures related to Local CSCF Discovery". The P‑CSCF behaves like a Proxy (as defined in IETF RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P‑CSCF shall not modify the Request URI in the SIP INVITE message. The P‑CSCF may behave as a User Agent (as defined in the IETF RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions.

NOTE 1:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be found in clause 4.14 and Annex I.

The interface between the Policy and Charging Rules Function (PCRF) and the P‑CSCF is the Rx interface standardised in TS 23.203 [54].

The functions performed by the P‑CSCF are:

-
Forward the SIP register request received from the UE to an entry point determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S‑CSCF) whose name the P‑CSCF has received as a result of the registration procedure.

-
Ensure that the SIP messages received from the UE to the SIP server (e.g. S‑CSCF) contain the correct or up to date information about the access network type currently used by the UE, when the information is available from the access network. Depending on operator policies, the P‑CSCF may insert in any SIP message (request or response) the access network type currently used by the UE, when the information is available from the access network.

NOTE 2:
For the 3GPP access network, the P‑CSCF can derive information about the access network type currently used by the UE using PCC mechanisms as specified in TS 23.203 [54] and in TS 29.214 [12].

NOTE 3:
IMS entities other than P‑CSCF will not be informed by this mechanism of the change in the access network unless SIP messages are exchanged.

-
Based on operator policies, and the availability of the user location information and/or UE Time Zone from the access network, ensure that relevant SIP messages contain the correct or up to date information about the user location information, and/or UE Time Zone provided by the access network currently used by the UE. 

NOTE 4:
For the 3GPP access networks, the P‑CSCF can retrieve user location information and/or UE Time Zone related to the access network currently used by the UE using PCC mechanisms, as specified in TS 23.203 [54] and in TS 29.214 [12].

-
Forward the SIP request or response to the UE.


Detect and handle an emergency session establishment request.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19].

-
Should perform SIP message compression/decompression.

-
Authorization of bearer resources and QoS management. For details see TS 23.203 [54].

-
Detection and handling of an originating or terminating IMS MPS session establishment request (see also clause 5.21).

*** Next Change ***

5.4.7.0
General

At IP‑CAN bearer activation the user shall have access to either IP‑CAN services without Policy and Charging Control, or IP‑CAN services with Policy and Charging Control. It is operator choice whether to offer both or only one of these alternatives for accessing the IM Subsystem.

When using IP‑CAN without Policy and Charging Control, the bearer is established according to the user's subscription, local operator's IP bearer resource based policy, local operator's admission control function and roaming agreements.

When using IP‑CAN with Policy and Charging Control, PCC decisions (e.g., authorization and control) are also applied to the bearer.

The description in this clause and the following clauses (clauses 5.4.7.1 - 5.4.7.7) is applicable for the case when Policy and Charging Control is employed.

The IP-Connectivity Access Network contains a Policy and Charging Enforcement Function (PCEF) that has the capability of policing packet flow into the IP network, and restricting the set of IP destinations that may be reached from/through an IP‑CAN bearer according to a packet classifier. This policy 'gate' function has an external control interface that allows it to be selectively 'opened' or 'closed' on the basis of IP destination address and port. When open, the gate allows packets to pass through (to the destination specified in the classifier) and when closed, no packets are allowed to pass through. The control is performed by a PCRF (the interface between the PCRF and the P‑CSCF is the Rx interface standardised in TS 23.203 [54]).

There are eight interactions defined for Policy and Charging Control:

1.
Authorize QoS Resources.

2.
Resource Reservation.

3.
Enabling of media flows authorized in (1), e.g. 'open' the 'gate'.

4.
Disabling of media flows authorized in (1), e.g. 'close' the 'gate'.

5.
Revoke Authorization for IP‑CAN and IP resources.

6.
Indication of IP‑CAN bearer release from the PCEF in the IP-Connectivity Access Network to the PCRF.

7.
Authorization of IP‑CAN bearer modification.

8.
Indication of IP‑CAN bearer modification from the PCEF in the IP-Connectivity Access Network to the PCRF.

These requirements and functional description of these interactions are explained further in the following clauses. The complete specification of the interface between the Policy and Charging Rules Function and the Policy and Charging Enforcement Function is contained in TS 23.203 [54].
The Policy and Charging Control can also be used to enable the P-CSCF to retrieve the user location and/or UE Time Zone and/or User CSG information from the access network as specified in TS 23.203 [54]. 
*** Next Change ***

E.7
Retrieval of Network Provided Location Information in GPRS/EPS
Information related to the location of the user provided by the access network may be required in IMS in order to comply with regulatory requirements (e.g. data retention, lawful interception) and/or in order to enable certain types of added value services based on the user’s location. 

Depending on usage scenario, the following mechanisms are defined and can be used to retrieve the user location and/or UE Time Zone and/or User CSG information from the access network when using GPRS and/or EPS to access IMS.

· -
The P‑CSCF can retrieve the user location and/or UE Time Zone and/or User CSG information using PCC mechanisms as specified in TS 23.203 [54] and in TS 29.214 [12]. Operator policy determines whether to provide the the user location and/or UE Time Zone and/or User CSG information from the access network in the INVITE request or within a subsequent message of the dialog.
· -
When the user location and/or UE Time Zone and/or User CSG information is required from the access network but not already available (e.g. when required in an INVITE request, when it is needed prior to session delivery, or when call is broken out to a MGCF), an IMS AS can trigger the retrieval of the user location and/or UE Time Zone and/or User CSG information from the SGSN/MME via the HSS as specified in TS 29.328 [aa] and as described in Clause 4.2.4a. 

Operator policies at P-CSCF and IMS AS need to be coordinated in order to ensure that the appropriate method to retrieve the user location and/or UE Time Zone and/or User CSG information is used for specific scenarios according to operator’s preferences. The IMS entity that retrieves the user location and/or UE Time Zone and/or User CSG information shall have the capability to further distribute the information to other IMS entities once it has been retrieved. User location and/or UE Time Zone and/or User CSG information provided in the signaling by the network shall be possible to distinguish from user location information provided by the UE. The transfer of the user location and/or UE Time Zone and/or User CSG information within IMS signalling shall not affect the transfer of any UE provided user location information. Information flows on how user location and/or UE Time Zone and/or User CSG information can be further distributed within IMS depending on the alternative mechanism used can be found in Annex R.
The level of granularity of user location information may be changed at network/trust boundaries. Thus, the level of user location information granularity that can be retrieved by an IMS AS via the HSS-based procedures in roaming scenarios depends on inter-operator agreement, and needs to be aligned with policies in the P-CSCF.
E.8
Geographical Identifier

A Geographical Identifier may be described in a geospatial manner (e.g. geodetic coordinates) within a country or territory or as civic user location information (e.g. a postcode, area code, etc), or use an operator-specific format. It is assumed that a given cell cannot belong to more that one area identified by a Geographical Identifier. 
A network which requires the Geographical Identifier to be generated in the IMS may implement a mapping table between CGI/CSGID and Geographical Identifier. The P-CSCF may then, based on operator policy, obtain the mapping from CGI or CSGID to Geographical Identifier, and insert the Geographical Identifier in the SIP signalling, thus enabling routing decision in downstream IMS entities or interconnected network.

*** Next Change ***

Annex R (Informative):
Distribution of Network Provided Location Information within IMS
R.1
General

This annex describes how the user location and/or UE Time Zone and/or User CSG information can be further distributed to IMS entities once it has been retrieved by either P-CSCF or an IMS AS. The exact mechanism for how the user location and/or UE Time Zone and/or User CSG information are obtained is not described in this annex.

Information related to the location of the user provided by the access network may be required in IMS in order to comply with regulatory requirements (e.g. data retention, lawful interception) and/or in order to enable certain types of added value services based on the user’s location. 

To simplify the infomation flows, the IMS AS shown in the figures can represent several AS's. The CSCF represents the I-CSCF and/or the S-CSCF. 

For the P-CSCF case in the originating side, the P-CSCF can, depending on operator policy, retrieve the user location and/or UE Time Zone and/or User CSG information either before sending the INVITE towards the terminating side or upon reception of the SDP answer from the terminating side. 
The transfer of the user location and/or UE Time Zone and/or User CSG information within IMS signalling does not affect the transfer of any UE provided user location information. User location and/or UE Time Zone and/or User CSG information provided in the signaling by the network will be distinguished from user location information provided by the UE. 
R.2
Session Establishment/Modification at Mobile Origination – Location Info in Request
This information flow shows the procedure when operator policy requires the the user location and/or UE Time Zone and/or User CSG information to be included within IMS session establishment/modification signalling before sending the INVITE towards the terminating side. 
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Figure R.2 -1: Mobile origination (user location and/or UE Time Zone and/or User CSG information included within INVITE)

1.
The UE sends a SIP INVITE request. It can contain user location information provided by the UE.

2.
The P-CSCF obtains the user location and/or UE Time Zone and/or User CSG information from the access network.

3.
The P-CSCF includes the user location and/or UE Time Zone and/or User CSG information obtained from the access network and sends the INVITE towards the next hop together with the user location information provided by the UE. 

4.
If an AS is to be invoked for this session, the S-CSCF (or I-CSCF) sends the INVITE towards the AS, including the user location and/or UE Time Zone and/or User CSG information (assuming the AS is in the same trust domain).

5.
The AS sends the INVITE towards the S-CSCF, still containing the user location and/or UE Time Zone and/or User CSG information.

6.
The S-CSCF routes the INVITE towards the terminating side. The user location and/or UE Time Zone and/or User CSG information may be removed or modified (e.g. to change location granularity to just indicate the serving PLMN) before routing outside the trust domain.

R.3
Session Establishment/Modification at Mobile Origination – Location Info in Response 
This information flow shows the procedure when operator policy requires the user location and/or UE Time Zone and/or User CSG information to be included within IMS session establishment/modification signalling in the Response Confirmation message subsequent to the reception of the SDP answer from the terminating side. P-CSCF may initiate the fetching of user location and/or UE Time Zone and/or User CSG information at reception of SDP Offer message in parallel with sending the INVITE towards the terminating side.
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Figure R.3-1: Mobile origination (user location and/or UE Time Zone and/or User CSG information included within Response Confirmation)

1.
The UE sends a SIP INVITE request. It can contain user location information provided by the UE.

2a.
Optionally, the P-CSCF may start procedures to obtain the user location and/or UE Time Zone and/or User CSG information from the access network at reception of SDP Offer in parallel with steps 2b to 7.

2b.
The P-CSCF sends the INVITE towards the next hop.

3.
If an AS is to be invoked for this session the S-CSCF (or I-CSCF) sends the INVITE towards the AS.

4.
The AS sends the INVITE towards the S-CSCF.

5.
The S-CSCF routes the INVITE towards the terminating side.

6a.
The P-CSCF receives an SDP answer sent by the terminating side.

6b.
If the P-CSCF did not initiate procedures to obtain the user location and/or UE Time Zone and/or User CSG information from the access network at step 2a, it will initiate them. This step will be executed together with Authorization of QoS resources.

6c.
The P-CSCF forwards the SDP answer to the UE.

7.
The UE provides a response confirmation towards the P-CSCF.

8.
The P-CSCF inserts the user location and/or UE Time Zone and/or User CSG information provided by the access network in the response confirmation, and this is routed towards the terminating side in steps 9 – 11. The user location and/or UE Time Zone and/or User CSG information may be removed or modified (e.g. to change location granularity to just indicate the serving PLMN) before routing outside the trust domain.

R.4
Session Establishment/Modification at Mobile Termination
This information flow shows the procedure when operator policy requires the user location and/or UE Time Zone and/or User CSG information from the access network to be included within IMS session establishment/modification signalling before sending the response towards the originating side. 
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Figure R.4-1: Mobile termination

1.
The CSCF receives an incoming INVITE.

2.
The CSCF send the INVITE to the P-CSCF.

3.
The P-CSCF sends the INVITE to the UE.

4.
The UE sends a response to the INVITE (the response can be either a provisional or final response). This can contain user location information provided by the UE.

5.
The P-CSCF invokes procedures to obtain user location and/or UE Time Zone and/or User CSG information from the access network. This step will be executed together with Authorization of QoS resources. In some scenarios, it might be possible to obtain or at least initiate the fetching of user location and/or UE Time Zone and/or User CSG information already at Step 3.

6.
The P-CSCF adds the user location and/or UE Time Zone and/or User CSG information obtained from the access network and sends the response towards the next CSCF, together with the user location information provided by the UE (if available). 

7-9. The response is routed towards the originating party. The user location and/or UE Time Zone and/or User CSG information may be removed or modified (e.g. to change location granularity to just indicate the serving PLMN) before routing outside the trust domain.

R.5
Session Establishment/Modification – Location Information Distributed by IMS AS

The call flow in this clause describes the procedures to distribute user location and/or UE Time Zone and/or User CSG information provided by the network within IMS session establishment/modification signalling when the retrieval of user location and/or UE Time Zone and/or User CSG information is performed by an IMS AS. 
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Figure R.5-1: User location and/or UE Time Zone and/or User CSG information Distribution by an IMS AS
Terminating Side

1. 
A SIP INVITE request is received bv an AS.

2.
The INVITE is processed by the AS and returned to the S-CSCF.

NOTE 1:
If the AS requires user location and/or UE Time Zone and/or User CSG information for the service execution as such, the user location and/or UE Time Zone and/or User CSG information can be fetched prior sending the INVITE to the next hop. 

3.
The SDP Answer is received by the AS. 

4.
The AS retrieves user location and/or UE Time Zone and/or User CSG information from the access network via the HSS.

5.
The AS includes the user location and/or UE Time Zone and/or User CSG information obtained from the access network via the HSS and sends the SDP answer towards the S-CSCF.

NOTE 2:
The S-CSCF may further distribute user location and/or UE Time Zone and/or User CSG information to other ASs within the trust domain. 

Originating Side

6.
A SIP INVITE request is received by an AS.

7.
The AS retrieves user location and/or UE Time Zone and/or User CSG information from the access network via the HSS.

8.
The AS includes the user location and/or UE Time Zone and/or User CSG information obtained from the access network via the HSS and sends the INVITE towards the S-CSCF.

NOTE 3:
The S-CSCF can further distribute user location and/or UE Time Zone and/or User CSG information to other ASs within the trust domain. The S-CSCF does not distribute the user location and/or UE Time Zone and/or User CSG information to the P-CSCF.

R.6
Session Release
The call flows in this subclause present the mobile or network initiated IMS session release for both the Mobile Originating (MO) side and the Mobile Terminating (MT) side valid when either P-CSCF or an IMS AS retrieve user location and/or UE Time Zone and/or User CSG information from the access network. 
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Figure R.6-1: IMS Session Release

Terminating Side

1.
A session release message which terminates the dialog, e.g., BYE, is received by the P-CSCF/IMS AS.

2.
The P-CSCF/IMS AS invokes procedures to obtain the user location and/or UE Time Zone and/or User CSG information from the access network. In the P-CSCF, this step will be executed together with the procedure to release corresponding QoS resources in the IP-CAN.

3.
The P-CSCF/IMS AS forwards the BYE message to the UE or the S-CSCF respectively.

4.
The UE/S-CSCF provides a response to the P-CSCF/IMS AS.

5.
The P-CSCF/IMS AS inserts the user location and/or UE Time Zone and/or User CSG information in the response confirmation, and this is routed towards IMS Core.

Originating Side

6.
A session release message which terminates the dialog, e.g., BYE, is received by the P-CSCF/IMS AS.

7.
The P-CSCF/IMS AS invokes procedures to obtain the user location and/or UE Time Zone and/or User CSG information from the access network. In the P-CSCF, this step will be executed together with the procedure to release corresponding QoS resources in the IP-CAN.

8.
The P-CSCF/IMS AS forwards the BYE message within IMS Core containing the user location and/or UE Time Zone and/or User CSG information together with the user location information provided by the UE. The user location and/or UE Time Zone and/or User CSG information may be removed or modified (e.g. to change location granularity to just indicate the serving PLMN) if routing outside the trust domain is needed.

9-10. The Session Release procedure is completed.
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