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	Reason for change:
(

	Authorization mechanism in H(e)NB for direct interface in latest TS 33.320 was cited below: 
-
Both H(e)NBs shall authorize the establishment of a direct link. If security procedures with IKEv2/IPsec are used, this authorization is accomplished by the validation of the operator-provided device certificates against the operator root certificate. If security procedures with IKEv2/IPsec are not used, the mechanism for this authorization is out of scope of the present document.

It could been seen that a H(e)NB with a valid operator-provided device certificate can establish direct interface with any other H(e)NB. It would be better if additional authorization mechanisms can be provided for more stringent authrization control. The additional authorization mechanism can be, for example, based on a configured list in H(e)NB, or combined with certificate revocation status check. The exact mechanism is implementation specfic and out of 3GPP scope. 
It is proposed to add an NOTE in TS 33.320.
A typo is also corrected.
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	Add a NOTE in 4.4.8 and correct a typo.
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*******************Begin of changes*********************************
4.4.8
Requirements on the Direct Link between H(e)NBs

The support of direct links between two H(e)NBs as specified in clause 4.3.4 is optional.

The requirements on this direct link between base stations shall follow the requirements for the backhaul link as given in clause 4.4.5 with the following additions:

-
The provisions for the non-IPsec usage option given in clause 4.4.5 shall not apply.

-
Usage of the security procedures with IKEv2/IPsec on the direct links is optional and shall be securely configurable by the operator.

NOTE 1:
The above requirement implies that the actual enrolment to the operator PKI is not necessary if the security procedures with IKEv2 and IPsec are not used.
-
If the security procedures with IKEv2/IPsec are used, the H(e)NBs shall be enrolled to the operator PKI.

-
Both H(e)NBs shall authorize the establishment of a direct link. If security procedures with IKEv2/IPsec are used, this authorization is accomplished by the validation of the operator-provided device certificates against the operator root certificate. If security procedures with IKEv2/IPsec are not used, the mechanism for this authorization is out of scope of the present document.

NOTE 2:
If security procedures with IKEv2/IPsec are not used, the authorization can be achieved e.g. by administrative measures like using Virtual LAN configurations.
NOTE 3:  If security procedures with IKEv2/IPsec are used, H(e)NBs can perform authorization step in addition to certificate validation, e.g., authorization based on white/black list configured in H(e)NBs. The authorization mechanism is out of the scope of the present document.
*******************End of changes***********************************
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