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16.3
Detach and PDN disconnection in WLAN on S2a
16.3.1 
Detach and PDN disconnection in WLAN on GTP S2a

16.3.1.1
UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection Procedure in WLAN on GTP S2a

[image: image1.emf] 

Roaming  Scenarios  

UE  

A AA  Proxy   HSS/   AAA  

hPCRF  

2 .  Delete   Session Request  

3 . Update PD N   GW Address  

1.  UE or  TWAN   initiated detach   Trigger  

5 .  Delete   Session Response  

4 .   PCEF - Initiated IP - CAN   Session  Termination Procedure    

vPCRF  

TWA N  

PD N   GW  

6 .  TWAN   Specific  resource release   


Figure 16.3.1.1-1: UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection on GTP S2a
The procedure for UE/ TWAN Initiated Detach is represented in Figure 16.3.1.1-1 and described below.  
This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Home Routed Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming and Home Routed Roaming case, the vPCRF is not involved at all.
If dynamic policy provisioning is not deployed, the optional steps of interaction between the PDN GW and PCRF do not occur. Instead, the PDN GW may employ static configured policies.
1) 
To detach from EPC, the UE can send a disassociation or deauthentication notification as per IEEE Std 802.11-2007 [x]. Any time after the UE releases the IPv4 address using DHCPv4 or IPv4 address lease time expires, and if the PDN Type is IPv4, the TWAN initiates "TWAN initiated PDN Disconnection Procedure" procedure.  If there is no traffic received from the UE for a configurable duration and the TWAN detects the UE has left based on unanswered probes (e.g., ARP Request, Neighbor Solicitation message), the TWAN triggers PDN disconnection.
2) 
The TWAN releases the PDN connection by sending a Delete Session Request (Linked EPS Bearer ID) message for the PDN connection to the PDN GW.
3)
The PDN GW informs the 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.
4)
The PDN GW deletes the IP CAN session associated with the UE and executes a PCEF-Initiated IP CAN Session Termination Procedure with the PCRF as specified in TS 23.203 [19].

5) 
The PDN GW acknowledges with Delete Session Response (Cause). 
6) 
The TWAN locally removes the UE context and deauthenticates and disassociates the UE at Layer 2 as per IEEE Std. 802.11-2007 [x].

NOTE: 
The L2 disassociation serves as an indication to the UE that the previous IPv4 address/IPv6 prefix might no longer be valid. When UE connects to the network next time, the UE proceeds with re-validation or re-acquisition of its IPv4 address / IPv6 prefix.

16.3.1.2
HSS/AAA Initiated Detach Procedure in WLAN on GTP S2a
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Figure 16.3.1.2-1: HSS/AAA Initiated Detach on GTP S2a
The procedure for HSS/AAA Initiated Detach from TWAN is represented in Figure 16.3.1.2-1 and described below. 

This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Home Routed Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming and Home Routed Roaming case, the vPCRF is not involved at all.

1) 
The HSS/AAA sends a Session Termination Request message to the TWAN to detach a specific UE.
2) 
The step 2 to 6 of the UE/TWAN Initiated Detach procedure described in subclause 16.3.1.1 are followed.
3) 
TWAN sends a Session Termination Response message to 3GPP AAA Server. If the detach procedure was initiated from the 3GPP AAA Server and if the UE no longer has any context in the 3GPP AAA Server, the 3GPP AAA Server communicates the HSS as described in clause 12.1.2. If the detach procedure was initiated by HSS, the 3GPP AAA Server replies to the HSS as described in clause 12.1.3.
NOTE:
The HSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not remove the GTP tunnels on S2a, since the TWAN is responsible for removing the GTP tunnels on S2a. The PDN GW acknowledges the receipt of the detach indication message to the 3GPP AAA Server.
16.3.2 
Detach and PDN disconnection in WLAN on PMIP S2a
16.3.2.1
UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection Procedure in WLAN on PMIP S2a
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Figure 16.3.2.1-1: UE/TWAN Initiated Detach and UE/ TWAN requested PDN Disconnection on PMIP S2a
The procedure is similar to GTP based S2a call flows in Subclause 16.3.1.1, with the following differences:

· Step 2 is a Proxy Binding Update. The details of the Proxy Binding Update message are described in step 3 in clause 6.4.1.1.
· Step 5 is a Proxy Binding Acknowledgement. The details of the Proxy Binding Acknowledgement message are described in step 6 in clause 6.4.1.1.

16.3.2.2
HSS/AAA Initiated Detach Procedure in WLAN on PMIP S2a
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Figure 16.3.2.2-1: HSS/AAA Initiated Detach on PMIP S2a
The procedure is similar to GTP S2a call flow in Subclause 16.3.1.2, the difference is that step 2 refers to figure 16.3.2.1-1.
NOTE:
The HSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not remove the PMIP tunnels on S2a, since the TWAN is responsible for removing the PMIP tunnels on S2a. The PDN GW acknowledges the receipt of the detach indication message to the 3GPP AAA Server.
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