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Introduction

During the course of this year LTE has been selected by FCC as Public Safety technology [2][3] . This is one example of LTE being adopted as a long term technology of choice for public safety communications, and this is a trend that will be matched by other governments around the globe.

LTE is attractive in that it is delivering higher performance than current system while providing a larger scale that promises to enable significant cost savings for Public Safety Agencies. LTE and the 3GPP system already meet a large number of requirements for deployment in public safety context; however, there is an expectation some potential updates are necessary. In this paper we focus on one example enhancement that may require some work in 3GPP, but a few others may be possible.

Discussion

One enhancement that is required for the use of LTE as full replacement of current Public Safety oriented systems is the capability to set up direct communications between devices when for some reasons the public safety infrastructure is not available to support communications. During SA#52 Qualcomm introduced for information to the SA audience a proposed study on LTE device to device direct communications which they intended to submit to SA1#55, which by now has already taken place in August in Dublin, Ireland (see attached SP-110385)

Prior to SA1#55 a number of companies joined the effort and agreed to submit a modified SID (S1-112017) with focus on LTE which included the analysis of use cases and requirements for LTE Device to device communications, which did not exclude the case of direct communication in absence of infrastructure. It is in fact, as already stated, a requirement for Public Safety in addition to utilities and railroad organizations in many countries.

For instance, the Statement of Requirement [1] for the 700MHz , issued by the Broadband Working Group 
of the National Public Safety Telecommunications Council (NPSTC) says:

Off Network Communications 
In order to achieve the required 100% communications, several solutions may be employed: 

1. Portable/fixed deployable base stations (e.g., femtocells) may be used to extend the reach of the network where coverage or capacity is limited (in coordination with the DBL and PSBL) 

2. Emergency deployable systems (switching and base station functions all together in the same platform) may be used where no service exists (e.g., due to large scale outage or general lack of coverage in a rural or remote area) (from either the DBL or public safety) 

3. Off‐network capabilities shall enable subscriber devices to communicate directly with one another in the absence of infrastructure. 

4. Hybrid devices (e.g. 700MHz narrowband / 700MHz broadband dual mode devices) 

	Specific requirements in regard to off‐network communications for the DBL include: Section 6 Requirement # 
	Requirement Description 
	Additional Information 

	1 
	The DBL shall enable use of the 700 MHz public safety spectrum for off network communications. This shall require various mechanisms to ensure this use does not cause harmful interference. 
	Other mechanisms may be used; however, public safety reserves the right for off‐network activities in the 700 MHz band. 

	2
	Direct mode subscriber devices shall use up to, but not more than, 3 Watts output power.
	

	3
	D‐block licensee shall support PSBL in standards bodies and with subscriber device vendor community to help achieve this requirement.
	


NPSTC has recently published a Mission Critical Voice Requirements document [4], which in its first version defines the features/functions required by the public safety community. Of the seven features listed, device-to-device capability features prominently.

In addition to the NPSTC requirements efforts, the SAFECOM Program of the Department of Homeland Security has published a Statement of Requirements for Communications and Interoperability [5]
. Throughout the document, a direct mode capability is defined:

“The network must support full-duplex, peer-to-peer, mission-critical voice communications in which two or more participants are involved. The session must allow for late entry. User identification must be a feature of the service.”
In other regions of the world, including Europe, the public safety community is looking at LTE as a future technology to replace their Professional Mobile Radio (PMR) or land mobile radio systems (LMR). In the short term, LTE would complement second-generation voice LMR/PMR systems (P25, Tetra) for data, and in the medium term LTE would provide all mission critical services and replacing second generation LMR/PMR systems. The same capability (Direct Mode of Operations in P25 and TETRA terminology) as identified by NPSTC would be needed as well, for both data and speech services.

However, during the discussion in SA1#55, the scope of work has ruled out the case of absence of infrastructure albeit Public safety use cases are nominally allowed by the study, and this creates a problem for adoption of LTE as "all around technology" for public safety and other types of communications. This resulted in the attached document S1-112411, also available as SP-110590 at this plenary meeting.
We understand that Device to Device mode within the spectrum allocated to commercial operators is subject of concern for many operators. Concerns relate to the degradation of their own service experience due to uncontrolled spectrum use, business models, liability and legal matters (e.g. provisioning of legal intercept). We understand that those concerns could be aggravated in those use cases that are typical for public safety, in particular the absence of infrastructure and the intended range. Therefore we would like to emphasize that from public safety perspective the intent is to operate the Device to Device mode solely in the spectrum blocks allocated to dedicated public safety networks. There is no requirement to operate in D2D mode in spectrum blocks allocated to commercial operators. Restricting functionality that appear threatening to commercial operators to those spectrum blocks and carriers allocated to dedicated public safety networks is fully acceptable from our perspective.

It had been emphasized that the use case for public safety and those of the original source companies of the study item submitted to SA#52 for information are rather distinct, the latter more viewing at consumer/home type of scenario. We acknowledge that as well. The functionality is however similar. It is therefore in the interest of the industry to have an as much harmonized solution as possible. Therefore it would not be beneficial to start the work separately at such early phase as a requirement study item.

It has been commented that the use of LTE for public safety is USA-specific hence there is no need to do this work globally. This is ignoring the world-wide positive resonance toward LTE for broadband public safety services. We invite also operators outside the USA to consider the opportunity public safety capabilities over LTE networks represent to them. This will range from offering PMR type commercial services to outsourcing of public safety communication to commercial operators. It necessitates little imagination to see a simplified market access of 3GPP commercial operator into provisioning of public safety services if this is based on 3GPP technology, much like is happening now in the US.

Conclusion
The source companies propose the following conclusions:

1) 3GPP acknowledges the intent to position LTE as next generation public safety communications technology

2) 3GPP notes that in order to fully support all public safety communications needs with LTE further work may be needed. One certain area is the support e.g. of mission critical voice and data, of which a device to device mode is an integral requirement as outlined in the discussion above. Work will be initiated with normal working procedures and target Rel 12 onwards.

3) Based on the conclusions in 1 and 2 above, the source companies propose a revision of the study item agreed at SA1#55 in S1-112411 (attached) in order to enable it to also fully address the needs of direct mode communication in case of public safety. This update is available in SP-110598.
Glossary

	DBL 
	D Block Licensee: the entity with the highest bid in the D‐Block 700 MHz auctions. Also applies, when appropriate, to the entity that successfully negotiates a Network Sharing Agreement with the Public Safety Broadband Licensee 

	NPSTC
	National Public Safety Telecommunications Council: Federation of associations representing public safety telecommunications. Acts as a resource and advocate for public safety telecommunications issues. 

	P25
	Project 25: is a land mobile radio and two-way receiver specification developed by the Telecommunications Industry Association. Similar to TETRA, it was developed specifically for use by government agencies for public safety networks, utilities, rail transportation, transport services, and the military.

	PMR/LMR
	Professional/Land Mobile Radio are field radio communications systems which use portable, mobile, base station, and dispatch console radios. Operation of PMR/LMR radio equipment is based on such standards as MPT-1327, TETRA and APCO 25 which are designed for dedicated use by specific organizations, e.g.  by police forces and fire brigades.

	PSBL 
	Public Safety Broadband Licensee: the entity chosen by the FCC as the licensee for the 700 MHz broadband public safety spectrum allocation with the authority to set the requirements for the 700 MHz Broadband Network. 

	TETRA
	Terrestrial Trunked Radio: is a professional mobile radio and two-way transceiver specification. TETRA was specifically designed for use by government agencies for public safety networks, rail transportation staff for train radios, transport services and the military.
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