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This document represents the output from the Tuesday evening ad hoc session at SA#50. 
Q1:
How will a UE be able to determine if it is subject to Extended Access Barring (incl. relation to ACB)? Is it directly derived from the ‘low priority indicator’, or is it a separate configuration?
A1: 
If the UE is configured for EAB via OMA DM or USAT OTA (as per TS23.060 and TS23.401), and the serving PLMN broadcasts EAB information, then the UE shall be subject to EAB.
It was decided that EAB is not linked to low priority.
Q2:
How many classes are foreseen to be needed for EAB? Is the same for all RATs? Where are these classes stored (USIM or ME)?
A2:
It should be sufficient for EAB to have the same granularity as ACB in terms of controlling the percentage of the UE population that is allowed to attempt access at a given time. i.e. for GERAN and UTRAN, 10% corresponding to the ten Access Classes 0-9. For E-UTRAN 5%.  It is not envisaged that additional access classes will need to be allocated to UEs for this purpose. Rather additional EAB information can be broadcast by the network for use with the existing Access Classes 0-9 that are stored on the SIM/USIM. 
.

As a working assumption, each RAT will retain the same granularity for EAB as for ACB, for reasons of backwards compatibility.
Q3:
Which RATs does EAB apply to in Rel10?
A3:
EAB in Release 10 applies to all RATs and the Stage 1 requirements should be generic enough to cater for those. It is envisaged however, that Stage 3 procedures might be completed only for CN and GERAN in Release 10. TSG SA considers it would be better to adopt the same solution in the same release for all RATs.
Q4: 
What is the interaction between EAB and AC 10 (Emergency call allowed bit)? 
A4:
AC10 applies irrespective of EAB barring status. The rules for using EAB relative to emergency call attempts are the same as those for ACB. If the UE is attempting access for an emergency call, the broadcast EAB information is not considered.
Q5:
EAB is used only for AN congestion, or both AN and CN congestion? How is the shared network case handled?
A5:
EAB is targeted for AN congestion but also applicable to the CN, triggered by CN congestion. For shared networks in which multiple PLMNs are broadcasted, EAB should be supported individually for the different CNs. The CN can request to the AN how to reject traffic, but this is a second order effect. 
Q6:
Co-existence with PPAC

A6:
EAB applies only to access attempts for MO signalling and data. PPAC is not applicable. Note: the network can choose not to page the UE during congestion

Q7:
Applicability in HPLMN and another PLMN equivalent to the HPLMN 
A7:
 Extended Access Barring shall be applicable regardless of whether the UE is in a Home or a Visited PLMN. 

-
The network may indicate whether EAB applies to: 

a)
All UEs that are configured for EAB;

b)
All UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it;

c) 
All UEs that are configured for EAB and are not in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM.

Questions.

1) Is AN protection by EAB set by the home operator?
The mechanism is to protect the serving NW. However, the UE behaviour depends on configuration by the HPLMN.

A full record of all the individual contributions to these answers, additional comments, and additional supplementary questions can be found in document SP-100880. 


















































































































































































































