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First Change
4.6.3
Serving‑CSCF

The Serving‑CSCF (S‑CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator's network, different S‑CSCFs may have different functionalities. The functions performed by the S‑CSCF during a session are:

For Registration:

-
May behave as a Registrar as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (e.g. HSS).

-
When a registration request includes an Instance ID with the contact being registered and indicates support for GRUU, the S‑CSCF shall assign a unique P‑GRUU and a new and unique T‑GRUU to the combination of Public User Identity and Instance ID.

-
If a registration request indicates support for GRUU, the S‑CSCF shall return the GRUU set assigned to each currently registered Instance ID.

-
The S‑CSCF shall notify subscribers about registration changes, including the GRUU sets assigned to registered instances.
-
During registration process, the S-CSCF shall provide the MPS IMS Subscription status received from HSS to P-CSCF, when available.

For Session-related and session-unrelated flows:

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from Public User Identity(s) that are barred for IMS communications after completion of registration, as described in clause 5.2.1.

-
May behave as a Proxy Server as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation.

-
May behave as a User Agent as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Based on the determined served user, handle interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)

-
For an originating endpoint (i.e. the originating user/UE, or originating AS)

-
Obtain from a database the Address of the entry point for the network operator serving the destination user from the destination name (e.g. dialled phone number or SIP URI), when the destination user is a customer of a different network operator, and forward the SIP request or response to that entry point.


If a GRUU is received as the contact, ensures that the Public User Identity of the served user in the request and the Public User Identity encapsulated in the P‑GRUU or associated with the T‑GRUU belongs to the same service profile.

-
When the destination name of the destination user (e.g. dialled phone number or SIP URI), and the originating user is a customer of the same network operator, forward the SIP request or response to an I‑CSCF within the operator's network.

-
Depending on operator policy, forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.
-
Ensure the originating end point is subscribed to the determined IMS communication service.

-
Ensure that the content of the SIP request or response (e.g. value included in Content-Type SIP header, media lines included in SDP) sent or received by the originating endpoint matches the determined IMS communication service definition, based on originating user's subscription.
-
When the INVITE message includes an MPS code or an MPS input string, forward the INVITE, including the Service User's priority level if available. 

-
When an MPS user is authorized by an AS for priority service, include the Service User's priority level received from the AS in the INVITE and forward the INVITE.


NOTE: The mechanism to provide authorisation by an AS for priority service is out of scope of this specification.

-
If the request is an originating request from an Application Server:

-
Verify that the request coming from the AS is an originating request, determine the served user and apply procedures accordingly (e.g. invoke interaction with Service Platforms for originating services, etc.).

-
Process and proceed with the request even if the served user on whose behalf the AS had generated the request is unregistered. If the served user is unregistered, the S‑CSCF shall execute any unregistered origination service logic on behalf of the served user before forwarding requests from an AS.

-
Process and proceed with other requests to and from the served user on whose behalf the AS had generated the request.

-
Reflect in the charging information that an AS has initiated the session on behalf of a served user.
-
For a destination endpoint (i.e. the terminating user/UE)

-
Forward the SIP request or response to a P‑CSCF.

-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, if the user is to receive the incoming session via the CS domain.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.
-
Ensure the terminating end point is subscribed to the determined IMS communication service.

-
Ensure that the content of SIP request or response (e.g. value included in Content-Type SIP header, media lines included in SDP) sent or received by the destination end point matches the determined IMS communication service definition, based on terminating user's subscription.

-
If the SIP request contains preferences for characteristics of the destination endpoint, perform preference and capability matching as specified in IETF RFC 3312 [41].
-
For an originating request with a Request URI containing the SIP representation of an E.164 number, and configured per operator policy:

-
the S‑CSCF attempts translation of the E.164 address in the SIP URI to a globally routable SIP URI using the procedures specified in clause 4.3.5. As stated in clause 4.3.5, if the E.164 address translation fails, the request may be forwarded to a BGCF to allow routing to the PSTN and if the translation succeeds, the Request URI is updated and the request is routed based on the SIP URI that was obtained.

NOTE:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be found in clause 4.14 and Annex I.

Based on local configuration, the S‑CSCF may be provisioned as the contact point within an operator's network for transit IMS scenarios and may perform transit routing functions (see clause 5.19).

Charging and resource utilisation:

· Generation of CDRs

Next Change
5.2.2.3
Registration information flow – User not registered

The application level registration can be initiated after the registration to the access is performed, and after IP connectivity for the signalling has been gained from the access network. For the purpose of the registration information flows, the user is considered to be always roaming. For user roaming in their home network, the home network shall perform the role of the visited network elements and the home network elements.
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Figure 5.1: Registration – User not registered
1.
After the UE has obtained IP connectivity, it can perform the IM registration. To do so, the UE sends the Register information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP address, Instance Identifier, GRUU Support Indication).
2.
Upon receipt of the register information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The proxy shall send the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g., the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.
The I‑CSCF shall send the Cx-Query/Cx-Select-Pull information flow to the HSS (Public User Identity, Private User Identity, P‑CSCF network identifier).
The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that P‑CSCF network (identified by the P‑CSCF network identifier) according to the User subscription and operator limitations/restrictions if any.

4.
Cx-Query Resp/Cx-Select-Pull Resp is sent from the HSS to the I‑CSCF. It shall contain the S‑CSCF name, if it is known by the HSS, or the S‑CSCF capabilities, if it is necessary to select a new S‑CSCF. When capabilities are returned the I‑CSCF shall perform the new S‑CSCF selection function based on the capabilities returned.
If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. The I‑CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. I‑CSCF shall then send the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address to the selected S‑CSCF. The home network contact point will be used by the P‑CSCF to forward session initiation signalling to the home network.

The S‑CSCF shall reject the registration if the number of registered contact addresses for a Public User Identity from the same UE exceeds the limit of simultaneous registrations configured at the S‑CSCF. The S‑CSCF shall store the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE. The S‑CSCF shall store the P‑CSCF Network ID information.

6.
The S‑CSCF shall send Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS.
7.
The HSS shall store the S‑CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull Resp (user information) to the S‑CSCF. The user information passed from the HSS to the S‑CSCF shall include one or more names/addresses information which can be used to access the platform(s) used for service control while the user is registered at this S‑CSCF. The S‑CSCF shall store the information for the indicated user. In addition to the names/addresses information, security information may also be sent for use within the S‑CSCF. 

8.
Based on the filter criteria, the S‑CSCF shall send register information to the service control platform and perform whatever service control procedures are appropriate.

9.
The S‑CSCF shall return the 200 OK information flow (home network contact information, a GRUU set) to the I‑CSCF. 

10.
The I‑CSCF shall send information flow 200 OK (home network contact information, a GRUU set) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11.
The P‑CSCF shall store the home network contact information, and shall send information flow 200 OK (a GRUU set) to the UE. The P‑CSCF may subscribe at the PCRF to notifications of the status of the IMS Signalling connectivity (see TS 23.203 [54] for more details).
If the S-CSCF receives the priority information of the MPS subscribed-UE as a part of user profile from the HSS, the S-CSCF provides the priority information to the P-CSCF and the P-CSCF stores this information for the MPS-subscribed UE.
Next Change

5.2.2.4
Re-Registration information flow – User currently registered

Periodic application level re-registration is initiated by the UE either to refresh an existing registration or in response to a change in the registration status of the UE. A re-registration procedure can also be initiated when the capabilities of the UE have changed or the IP‑CAN has changed. Re-registration follows the same process as defined in clause 5.2.2.3 "Registration Information Flow – User not registered". When initiated by the UE, based on the registration time established during the previous registration, the UE shall keep a timer shorter than the registration related timer in the network.

NOTE 1: if the UE does not re-register, any active sessions may be deactivated.
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Figure 5.2: Re-registration - user currently registered

1.
The UE initiates a re-registration. For periodic registration, the UE initiates a re-registration prior to expiry of the agreed registration timer. To re-register, the UE sends a new REGISTER request. The UE sends the REGISTER information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP address, capability information, Instance Identifier, GRUU Support Indication).
2.
Upon receipt of the register information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g., the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.
The I‑CSCF shall send the Cx-Query information flow to the HSS (Public User Identity, Private User Identity and P‑CSCF network identifier).
4.
The HSS shall check whether the user is registered already and return an indication indicating that an S‑CSCF is assigned. The Cx-Query Resp (indication of entry contact point, e.g. S‑CSCF) is sent from the HSS to the I‑CSCF.
5.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. The I‑CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. I‑CSCF shall then send the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address to the selected S‑CSCF. The home network contact point will be used by the P‑CSCF to forward session initiation signalling to the home network.


The S‑CSCF shall store the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE.

6.
The S‑CSCF shall send Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS. Note: Optionally as an optimisation, the S‑CSCF can detect that this is a re-registration and omit the Cx-Put/Cx-Pull request.

7.
The HSS shall stores the S‑CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull-Resp (user information) to the S‑CSCF. The S‑CSCF shall store the user information for that indicated user. 

8.
Based on the filter criteria, the S‑CSCF shall send re-registration information to the service control platform and perform whatever service control procedures are appropriate. 

9.
The S‑CSCF shall return the 200 OK information flow (home network contact information, a GRUU set) to the I‑CSCF. 

10.
The I‑CSCF shall send information flow 200 OK (home network contact information, a GRUU set) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11.
The P‑CSCF shall store the home network contact information, and shall send information flow 200 OK (a GRUU set) to the UE.


If the S-CSCF receives the priority information of the MPS subscribed-UE as a part of user profile from the HSS, the S-CSCF provides the priority information to the P-CSCF and the P-CSCF stores this information for the MPS-subscribed UE.

Next Change

5.6.0
General

This clause presents the detailed application level flows to define the Procedures for session originations.

The flows presented in the clause assume the use of Policy and Charging Control for the establishment of QoS-Assured Sessions.
The session origination procedures specify the signalling path between the UE initiating a session setup attempt and the Serving‑CSCF that is assigned to perform the session origination service. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration.

A UE always has a proxy (P‑CSCF) associated with it. This P‑CSCF performs resource authorization, and may have additional functions in handling of emergency and priority sessions. The P‑CSCF is determined by the CSCF discovery process, described in clause 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P‑CSCF determines the next hop toward the Serving‑CSCF. This next hop is to the S‑CSCF in the home network (MO#1). These next-hop addresses could be IP addresses, or could be names that are translated via DNS to an IP address.

Sessions originated in the PSTN to a destination in an IMS network are a special case of the Origination procedures. The MGCF uses H.248 [18] to control a Media Gateway, and communicates with the SS7 network. The MGCF initiates the SIP request, and subsequent nodes consider the signalling as if it came from a S‑CSCF.

5.6.1
(MO#1) Mobile origination, roaming

This origination procedure applies to roaming users.

The UE is located in a visited network, and determines the P‑CSCF via the CSCF discovery procedure described in clause 5.1.1. The home network advertises the S‑CSCF as the entry point from the visited network.

When registration is complete, P‑CSCF knows the name/address of the next hop in the signalling path toward the serving‑CSCF.
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Figure 5.14: Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1.
UE sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session. 
2.
P‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. 

This next hop is either the S‑CSCF that is serving the visiting UE.
P-CSCF determines whether the INVITE message requires priority handling based on user profile stored during the registration procedure and/or the priority requested by the user and/or MPS code/identifier included in the INVITE message. If the session is determined to require priority handling, then P-CSCF inserts/replaces the priority indication and forwards the INVITE to the S-CSCF.
3.
S‑CSCF validates the service profile, if a GRUU is received as the contact, ensures that the Public User Identity of the served user in the request and the Public User Identity associated with the GRUU belongs to the same service profile, and invokes any origination service logic required for this user. This includes authorization of the requested SDP based on the user's subscription for multi-media services. If the Request URI contains the SIP URI representation of an E.164 address then the procedure specified in clause 4.3.5.3 applies.

4.
S‑CSCF forwards the request, as specified by the S-S procedures.  When the INVITE message includes priority indication, the S-CSCF forwards the INVITE, including the Service User's priority level if available.

5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S‑CSCF forwards the Offer Response message to P‑CSCF.

7.
P‑CSCF authorizes the resources necessary for this session.

8.
P‑CSCF forwards the Offer Response message to the originating endpoint

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to the P‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P‑CSCF(PCRF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PCRF) to repeat the Authorization step (Step 7) again.

10.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. The UE initiates the reservation procedures for the resources needed for this session after determining the needed resources in step 8 as shown in Figure 5.14. Otherwise, the IP‑CAN initiates the reservation of required resources after step 7.

11.
P‑CSCF forwards the Response Confirmation to S‑CSCF.

12.
S‑CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-15.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the P‑CSCF validates that the resources are allowed to be used.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P‑CSCF.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occurred. If the SDP has changed, the P‑CSCF authorizes that the resources are allowed to be used.

22-24.
Terminating end point may generate ringing and it is then forwarded via the session path to the UE.

25.
UE indicates to the originating user that the destination is ringing

26.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S‑CSCF.

27.
S‑CSCF sends a SIP 200-OK final response along the signalling path back to P‑CSCF.

28.
P‑CSCF indicates that the media flows authorized for this session should now be enabled.

29.
P‑CSCF sends a SIP 200-OK final response to the session originator

30.
UE starts the media flow(s) for this session

31-33.
UE responds to the 200 OK with a SIP ACK message sent along the signalling path.

Next Change

5.6.2
(MO#2) Mobile origination, home
This origination procedure applies to users located in their home service area.

The UE is located in the home network, and determines the P‑CSCF via the CSCF discovery procedure described in clause 5.1.1. During registration, the home network allocates an S‑CSCF in the home network.
When registration is complete, P‑CSCF knows the name/address of S‑CSCF.
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Figure 5.15: Mobile origination procedure - home

Procedure MO#2 is as follows:

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session. 
2.
P‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. In this case it forwards the INVITE to the S‑CSCF in the home network. 
P-CSCF determines whether the INVITE message requires priority handling based on user profile stored during the registration procedure and/or the priority requested by the user and/or MPS code/identifier included in the INVITE message. If the session is determined to require priority handling, then P-CSCF inserts/replaces the priority indication and forwards the INVITE to the S-CSCF.
3.
S‑CSCF validates the service profile, if a GRUU is received as the contact, ensures that the Public User Identity of the served user in the request and the Public User Identity associated with the GRUU belong to the same service profile, and invokes any origination service logic required for this user. This includes authorization of the requested SDP based on the user's subscription for multi-media services. If the Request URI contains the SIP representation of an E.164 address then the procedure specified in clause 4.3.5.3 applies.

4.
S‑CSCF forwards the request, as specified by the S-S procedures.  When the INVITE message includes priority indication, the S-CSCF forwards the INVITE, including the Service User's priority level if available.
5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S‑CSCF forwards the Offer Response message to P‑CSCF

7.
P‑CSCF authorizes the resources necessary for this session.

8.
P‑CSCF forwards the Offer Response message to the originating endpoint.

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P‑CSCF(PCRF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PCRF) to repeat the Authorization step (Step 7) again.

10.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. The UE initiates resource reservation procedures for the offered media as shown in Figure 5.15. Otherwise, the IP‑CAN initiates the reservation of required resources after step 7.

11.
P‑CSCF forwards this message to S‑CSCF

12.
S‑CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-14.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the PCSCF authorizes the media.

15.
PCSCF forwards the answered media towards the UE.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P‑CSCF.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occurred. If the SDP has changed, the P‑CSCF again authorizes that the resources are allowed to be used.

22-24.
The destination UE may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to S‑CSCF per the S-S procedure. It is sent from there toward the originating end along the signalling path.

25.
UE indicates to the originating user that the destination is ringing.

26-27.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response along the signalling path to the originating end, as specified by the termination procedures and the S-S procedures, to S‑CSCF.

28.
P‑CSCF indicates that the media flows authorized for this session should now be enabled.

29.
P‑CSCF passes the 200-OK response back to UE

30.
UE starts the media flow(s) for this session.

31-33.
UE responds to the 200 OK with an ACK message which is sent to P‑CSCF and passed along the signalling path to the terminating end.

Next Change
5.7.0
General

This clause presents the detailed application level flows to define the Procedures for session terminations.

The flows presented in the clause assume the use of Policy and Charging Control for the establishment of QoS-Assured Sessions.

The session termination procedures specify the signalling path between the Serving‑CSCF assigned to perform the session termination service and the UE. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration.

A UE always has a proxy (P‑CSCF) associated with it. This P‑CSCF performs resource authorization for the sessions to the UE and may have additional functions in handling of priority sessions. The P‑CSCF is determined by the CSCF discovery process, described in clause 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P‑CSCF knows the address of the UE. The assigned S‑CSCF, knows the name/address of the P‑CSCF (procedure MT#3, and MT#4, depending on the location of S‑CSCF and P‑CSCF).

Sessions destined to the PSTN are a special case of the Termination procedures. The MGCF uses H.248 to control a Media Gateway, and communicates with the SS7 network. The MGCF receives and processes SIP requests, and subsequent nodes consider the signalling as if it came from a S‑CSCF.

5.7.1
(MT#1) Mobile termination, roaming

This termination procedure applies to roaming users.

The UE is located in a visited network, and determines the P‑CSCF via the CSCF discovery procedure described in clause 5.1.1. The home network advertises the S‑CSCF as the entry point from the visited network.

When registration is complete, S‑CSCF knows the name/address of its next hop in the signalling path, the P‑CSCF and P‑CSCF knows the name/address of the UE.
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Figure 5.17: Mobile termination procedure - roaming

Procedure MT#1 is as follows:

1.
The originating party sends the SIP INVITE request, containing an initial SDP, via one of the origination procedures, and via one of the Inter-Serving procedures, to the Serving‑CSCF for the terminating users.

2.
S‑CSCF validates the service profile, and invokes any termination service logic required for this user. This includes authorization of the requested SDP based on the user's subscription for multi-media services.  

3.
S‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P‑CSCF in the visited network.

4.
If the P-CSCF determines that the termination is for an MPS session, the P-CSCF derives the session information and invokes dynamic policy sending the derived session information to the PCRF.  P‑CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE.

5.
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to P‑CSCF.

6.
P‑CSCF authorizes the resources necessary for this session.

NOTE:
P‑CSCF can additionally authorize the resources in step 4 in scenarios where request indicates requirements for resource reservation or that the required resources are already available on the originating side, as in such cases no SDP answer is received before the PCRF is requested to authorize the required QoS resources.

7.
P‑CSCF forwards the Offer Response message to S‑CSCF.

8.
S‑CSCF forwards the Offer Response message to the originator, per the S-S procedure.

9.
The originating endpoint sends a Response Confirmation via the S-S procedure, to S‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 6) will be done by the P‑CSCF(PCRF) following Step 12. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PCRF) to repeat the Authorization step (Step 6) again.

10.
S‑CSCF forwards the Response Confirmation to P‑CSCF. This may possibly be routed through the I‑CSCF depending on operator configuration of the I‑CSCF.

11.
P‑CSCF forwards the Response Confirmation to UE.

12.
UE responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response. If the SDP has changed, the P‑CSCF authorizes that the resources are allowed to be used.

13.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. The UE initiates the reservation procedures for the resources needed for this session as shown in Figure 5.17. Otherwise, the IP‑CAN initiates the reservation of required resources after step 6.

14-15.
PCSCF forwards the Confirmation Ack to the S‑CSCF and then to the originating end point via session path. Step 14 may be similar to Step 7 depending on whether or not configuration hiding is used.

16-18.
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation message to S‑CSCF, via the S-S procedures. The S‑CSCF forwards the message toward the terminating endpoint along the signalling path.

19.
UE#2 alerts the destination user of an incoming session setup attempt.

20-22.
UE#2 responds to the successful resource reservation towards the originating end point.

23-25.
UE may alert the user and wait for an indication from the user before completing the session setup. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P‑CSCF and along the signalling path to the originating end.

26.
When the destination party answers, the UE sends a SIP 200-OK final response to P‑CSCF.

27.
P‑CSCF indicates that the media flows authorized for this session should now be enabled.

28.
UE starts the media flow(s) for this session

29-30.
P‑CSCF sends a SIP 200-OK final response along the signalling path back to the S‑CSCF.

31-33.
The originating party responds to the 200-OK final response with a SIP ACK message that is sent to S‑CSCF via the S-S procedure and forwarded to the terminating end along the signalling path.

Next Change
5.7.2
(MT#2) Mobile termination, home

This termination procedure applies to users located in their home service area.

The UE is located in the home network, and determines the P‑CSCF via the CSCF discovery procedures described in clause 5.1.1.

When registration is complete, S‑CSCF knows the name/address of P‑CSCF, and P‑CSCF knows the name/address of the UE.


[image: image6.emf]P-CSCF UE

1. Invite (Initial SDP Offer)

3. Invite (Initial SDP Offer)

5. Offer Response

9. Response Conf (Opt SDP)

12. Conf Ack (Opt SDP)

10. Response Conf (Opt SDP)

14. Conf Ack (Opt SDP)

20. Reservation Conf

17. Reservation Conf

21. Reservation Conf

16. Reservation Conf

23. Ringing

Terminating Home Network

4. Invite (Initial SDP Offer)

7. Offer Response

8. Offer Response

11. Response Conf (Opt SDP)

15. Conf Ack (Opt SDP)

18. Reservation Conf

22. Reservation Conf

26. 200 OK

31. ACK

32. ACK

29. 200 OK

30. 200 OK

24. Ringing

25. Ringing

33. ACK

2. Service Control

S-CSCF

6. Authorize QoS

Resources

13. Resource

Reservation

19. Alert User

27. Approval of QoS

Commit

28. Start Media

Originating

Network

   

27. Enabling of    Media  Flows  


Figure 5.18: Mobile termination procedure - home

Procedure MT#2 is as follows:

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, via one of the origination procedures, and via one of the Serving to Serving‑CSCF procedures, to the Serving‑CSCF for the terminating user.

2.
S‑CSCF validates the service profile, and invokes any termination service logic required for this user. This includes authorization of the requested SDP based on the user's subscription for multi-media services.

3.
S‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P‑CSCF in the home network.

4.
If the P-CSCF determines that the termination is for an MPS session, the P-CSCF derives the session information and invokes dynamic policy sending the derived session information to the PCRF.  P‑CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE.

5.
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to P‑CSCF.

6.
P‑CSCF authorizes the resources necessary for this session.

NOTE:
P‑CSCF can additionally authorize the resources in step 4 in scenarios where request indicates no requirements for resource reservation or that the required resources are already available on the originating side, as in such cases no SDP answer is received before the PCRF is requested to authorize the required QoS resources.

7.
P‑CSCF forwards the Offer Response message to S‑CSCF.

8.
S‑CSCF forwards the Offer Response message to the originator, per the S-S procedure.

9.
The originating endpoint sends a Response Confirmation via the S-S procedure, to S‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 6) will be done by the P‑CSCF(PCRF) following Step 12. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PCRF) to repeat the Authorization step (Step 6) again.

10.
S‑CSCF forwards the Response Confirmation to P‑CSCF.

11.
P‑CSCF forwards the Response Confirmation to UE.

12.
UE responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response. If the SDP has changed, the P‑CSCF authorizes that the resources are allowed to be used.

13.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. The UE initiates the reservation procedures for the resources needed for this session as shown in Figure 5.18. Otherwise, the IP‑CAN initiates the reservation of required resources after step 6.

14-15.
The response is forwarded to the originating end point.

16-18.
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation message to S‑CSCF, via the S-S procedures. The S‑CSCF forwards the message toward the terminating endpoint along the signalling path.

19.
UE#2 alerts the destination user of an incoming session setup attempt.

20-22.
UE#2 responds to the successful resource reservation and the message is forwarded to the originating end.

23-25.
UE may alert the user and wait for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P‑CSCF and along the signalling path to the originating end.

26.
When the destination party answers, UE sends a SIP 200-OK final response to P‑CSCF.

27.
P‑CSCF indicates that the authorized media flows for this session should now be enabled.

28.
UE starts the media flow(s) for this session.

29-30.
P‑CSCF forwards the 200-OK to S‑CSCF, following the signalling path.

31-33.
The session originator responds to the 200-OK by sending the ACK message to S‑CSCF via the S-S procedure and it is forwarded to the terminating end along the signalling path.
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