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The NIMTC security discussion status in SA3 is shown and analyzed. Way forward is proposed based on the analysis.
1 Introduction
In the last SA3 meeting, skeleton and scope of the NIMTC security were approved. However, the other 25 NIMTC security technical contributions discussing NIMTC security requirements and analyzing NIMTC security issues were all noted.

Some of the noted reasons were the following procedural comments:
1. They were regarded not clearly to be related to Rel-10 prioritization list because ’security’ was only generally mentioned in the LS from SA to SA3 on the guidance on Rel-10 prioritization. And also some company pointed out it is not clear whether this means new security features or security provided for the other NIMTC features
2. Stable SA2 architecture was regarded as a pre-requisite for SA3 to make any security analysis.
Since the Rel-10 stage-2 freezing is approaching, there is a risk that NIMTC security may not have anything in Rel-10 if the situation continues. The consequence would be that NIMTC security issues are not analyzed and solved in Rel-10. If the same logic is applied in Rel-11, we may only achieve little progress in Rel-11 on NIMTC security, too. Even if we don’t want to have anything on NIMTC security in Rel-10, there is a need to start technical discussion and documenting something for the sake of Rel-11.
2 Analysis
Our understanding is:
1. Security is already identified by TSG SA as one of the NIMTC Rel-10 prioritized items.

· In SP-100224, ‘Security (7.1.6)’ is one of the NIMTC Rel-10 prioritized items and it is referring to stage-1 requirements in TS22.368 section 7.1.6. It is clear that SA3 shall and can work on security aspects based on SA1 requirements. This is also clearly stated in the updated NIMTC WID (SP-090832). However, the related requirements in TS22.368 section 7.1.6 do not describe the scope clearly themselves which may be interpreted into several ways.
· It was said that the guidance from TSG SA was too general and more concrete guidance (e.g. which security issues shall be prioritized first) should be provided by TSG SA before SA3 could start their work. But our understanding is, SA3’s input is necessary for the TSG SA to make decisions on which security issues shall be further prioritized. What SA3 should do is to identify security issues based on company contributions and provide their analysis to TSG SA and ask for further guidance if needed. This approach has been proved to be effective from SA2’s experience.
2. SA3 and SA2 work can be started at the same time. Because 

· There are some security issues that are not related to architecture. For example, some of them can be solved in the application level and the analysis and conclusion are needed to resolve the confusion and conflicts in the industry implementation.
· SA3’s input will help SA2 to decide whether and how to optimize the network architecture for NIMTC. SA3 has the responsibility to analyze security aspects of the alternatives discussed in SA2 and documented in the TR, and to provide feedback to SA2 in time. The security analysis and solutions which are dependent on a specific SA2 alternative can be documented in SA3 with appropriate conditions or pre-assumptions.

· Some of SA3’s work on NIMTC security solutions may also need SA2’s feedback before entering into SA3 stage-2 specifications. SA2 may need to provide some feedback on whether the architecture impacts are acceptable.

· So it is not good for SA3 to rely on SA2 or vice versa. Both of them should start their work and communicate with each other when needed.
3. Currently, NIMTC security is only going to be documented in a temporary document which is not even a TR, which welcomes technically correct contributions on NIMTC security issues and solutions. Documenting those contributions that are raising NIMTC security issues and proposing solutions would help SA3 to get a better understanding on NIMTC security aspects and provide a good basis for future work in Rel-10 and Rel-11.
Conclusion: TSG SA should provide guidance whether SA3 shall only study security issues introduced by SA2 architecture enhancements, or SA3 can study other security issues for providing NIMTC services (e.g. those services identified by SA1). NIMTC WID should be updated in the first case.

Conclusion 1: Even if TSG SA prefer to limit SA3 scope to security issues introduced by SA2 architecture enhancements, SA3 should start documenting security issue analysis and solutions for the SA2 architecture enhancements alternatives and provide feedback to SA2, facilitating better selection of SA2 alternatives.
3 Proposals
It is proposed that TSG SA provide guidance to SA3 (e.g. via an LS) on how to proceed with NIMTC security and the above analysis and conclusions to be taken into account.
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