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1. Introduction
SA3#59 discussed but did not approve a Study Item on SSO Application Security (S3-100655). There were some comments at SA3#59 about whether such work is needed, whether it is within the scope of Common IMS, and whether there are service requirements for such work. Therefore, SA3 sent an LS to SA1 (SP-100242) to clarify these aspects.
SA1#50 replied to SA3 (SP-100243), confirming that such work belongs to Common IMS, and that such work is needed, wanting to be involved before normative work is started in SA3. This reply clears the way for the proposed study item in SA3.

The reason for having proposed the study item in SA3 was to start work in 3GPP on this Common IMS topic, to avoid different solutions being developed in different fora. LSs received by SA3 indicated that such work is being considered in Open IPTV Forum , TISPAN, OMA, and ATIS:
· Open IPTV Forum - LS called Reuse of SIP digest authentication for HTTP requests (to SA3#58 and TSG-SA#47)

· TISPAN - LS called Feasibility Study of TISPAN NGN Application Layer Protection for customers’ devices when the UICC is not available
· OMA - LS called Request for information regarding activities related to Digital Identity Frameworks
· ATIS - LS called LS to 3GPP SA3 on re-use of non-UICC credentials as a mechanism for Single Sign On to applications
SA1 could not answer SA3's question on What would be the best approach to cooperate with external standardization bodies on this topic. As neither SA1 nor SA3 replied to these fora, it would be important for TSG-SA to inform them about the planned work in SA3, to avoid fragmentation.
2. Proposal
Approve the attached SID and LS
