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1. Overall Description:

SA3 has received LSs from TISPAN, OMA and from ATIS (all attached), which enquire about Single Sign On in different and wider contexts than currently specified by SA3. In that context a proposal for a study item was presented (S3-100655) to study how Single Sign-On (SSO) to applications could be provided for those Common IMS users that use an authentication method other than IMS AKA and may not have a USIM or ISIM. Such a SSO feature is currently only specified for users using AKA in the form of the General Bootstrapping Architecture (GBA, cf. TS 33.220) and the integration of GBA with OpenID, cf. TR 33.924, or the Liberty Alliance framework, cf. TR 33.980.

During the discussion several issues were raised:

· It was mentioned during the discussions at SA3#59 that enabling SSO for all Common IMS users, not only those using AKA, could be beneficial as it could increase the range of services available to Common IMS users. This was confirmed by delegates from operators present at the meeting. However, SA3 also recognized that such an extension of SSO features to all Common IMS users involved business aspects, which are in the remit of SA1. SA3 therefore decided to liaise with SA1 on the validity of this use case.

· SA3 recognized that close interaction with other standardisation bodies, in particular, ETSI TISPAN, ATIS PTSC, Open IPTV Forum, and OMA Architecture and Security, was required in order to perform the envisaged work.  

· A – yet to be defined – SSO mechanism for Common IMS users not using AKA would be likely to be based on Common IMS authentication mechanisms and credentials specified by SA3. Furthermore, depending on the design, the use of these credentials for securing communication between the user and an application server, may - or may not - impact the security of Common IMS. For these reason, an involvement of SA3 in these activities would be desirable. 

· A concern was raised at SA3#59 that different standardisation bodies could provide incompatible solutions for similar or identical problems. An involvement of 3GPP in these activities may therefore be useful in order to avoid any negative impact from such diverging standards and could be seen as being in the spirit of Common IMS as a whole.

2. Actions:

To SA1
ACTIONS: 
SA3 would welcome guidance from SA1 on the following questions:

- Does SA1 see the enabling of Single Sign-On to applications for all Common IMS users, and not only those using AKA, as beneficial?

- Does SA1 believe that 3GPP should play a role in defining related SSO mechanisms for wire line common IMS users? 

- Should the scope include NASS Bundled Authentication?

- What would be the best approach to cooperate with external standardization bodies on this topic?
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