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===================== End of change 0 =====================
===================== Start of change 1 =====================
3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

continuous media: media with an inherent notion of time. In the present document speech, audio, video, timed text and DIMS

discrete media: media that itself does not contain an element of time. In the present document all media not defined as continuous media
<--- skipped text --->

===================== End of change 1 =====================
===================== Start of change 2 =====================
5.2.3.2.2
Streaming component

<--- skipped text --->
Attribute name:

ThreeGPPLinkChar
Attribute definition:
Indicates whether the device supports the 3GPP-Link-Char header according to clause 10.2.1.1. 

Component:


Streaming

Type:




Literal

Legal values:


"Yes", "No"

Resolution rule:

Override

EXAMPLE 2:
<ThreeGPPLinkChar>Yes</ThreeGPPLinkChar>
<--- skipped text --->
===================== End of change 2 =====================
===================== Start of change 3 =====================
5.3.2.3.1
Protocol initiation and termination

A new RTSP header is defined to enable the PSS client and server to negotiate which Quality of Experience (QoE) metrics the PSS client should send, how often they should be sent and how to turn the metrics transmission off. This header can be sent in requests and responses of RTSP methods SETUP, SET_PARAMETER, OPTIONS (with Session ID) and PLAY. The exact usage of this header is defined in clause 11. The header is defined in ABNF [53] as follows (see [53] for specifiers not defined here):

<--- skipped text --->
===================== End of change 3 =====================
===================== Start of change 4 =====================
5.3.2.3.2
Metrics feedback

The QoE metrics feedback can be conveyed in requests to the PSS server using the SET_PARAMETER, PAUSE or TEARDOWN methods by the "3GPP-QoE-Feedback" header. The header is defined in ABNF [53] as follows (see [53] for specifiers not defined here):

Feedbackheader
= "3GPP-QoE-Feedback" ":" Feedback-Spec *("," Feedback-Spec) CRLF

Feedback-Spec
= Stream-URL 1*(";" Parameters) [";" Measure-Range]

Stream-URL
= as specified in clause 5.3.2.3.1

Parameters
= Metrics-Name "=" "{" SP / (Measure *("|" Measure)) "}" 

Metrics-Name
= as defined in clause 5.3.2.3.1

Measure
= Value [SP Timestamp]

Measure-Range
= as defined in clause 5.3.2.3.1

Value
= (["-"]1*DIGIT ["." *DIGIT]) /  1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a)  / 0x7e) 
;VCHAR except “;”, “,”, “{“ or ”}”
Timestamp
= NPT-Time

NPT-Time
= as defined in RFC 2326 [5]

<--- skipped text --->
===================== End of change 4 =====================
===================== Start of change 5 =====================
5.3.3.1
General

<--- skipped text --->
The bandwidth field in SDP is needed by the client in order to properly set up QoS parameters.  Therefore, a PSS server shall include the “b=AS:” and "b=TIAS:" and "a=maxprate" [93] fields at the media level for each media stream in SDP, and should include "b=TIAS" and "a=maxprate" at session level. A PSS client shall interpret all of these fields. If both bandwidth modifiers are present, "b=TIAS" should be used; however it may be missing in content produced according to earlier releases. When a PSS client receives SDP, it should ignore the session level “b=AS:” parameter (if present), and instead calculate session bandwidth from the media level bandwidth values of the relevant streams. If "b=TIAS" and "a=maxprate" is present at session level, it should be used in preference over the media level values, as session level can provide a more accurate description of the needed session bandwidth when aggregating several media streams together. A PSS client shall also handle the case where the bandwidth parameters are not present, since this may occur when connecting to a Release-4 server.

Note that for RTP based applications, ‘b=AS:’ gives the RTP "session bandwidth'' (including UDP/IP overhead) as defined in section 6.2 of [9].

The bandwidth for RTCP traffic shall be described using the "RS" and "RR" SDP bandwidth modifiers, as specified by [55]. The "RS" SDP bandwidth modifier indicates the RTCP bandwidth allocated to the sender (i.e. PSS server) and "RR" indicates the RTCP bandwidth allocated to the receiver (i.e. PSS client).  A PSS server shall include the "b=RS:" and "b=RR:" fields at the media level for each media stream in SDP, and a PSS client shall interpret them. A PSS client shall also handle the case where the bandwidth modifier is not present according to section 3 of [55], since this may occur when connecting to a Release-4 server. 

There shall be a limit on the allowed RTCP bandwidth for senders and receivers in a session. This limit is defined as follows:

-
4000 bps for the RS field (at media level);

-
5000 bps for the RR field (at media level).

In Annex A.2.1 an example SDP in which the limit for the total RTCP bandwidth is 5% of the session bandwidth is presented.

Media which has an SDP description that includes an open ended range (format=startvalue-) in any time format in the SDP attribute "a=range", e.g. "a=range: npt=now-", or "a=range: clock=20030825T152300Z-", shall be considered media of unknown length. Such a media shall be considered as non-seekable, unless other attributes override this property.

<--- skipped text --->
===================== End of change 5 =====================
===================== Start of change 6 =====================
5.3.3.2
Additional SDP fields

<--- skipped text --->
-
"a=X-initpostdecbufperiod:<initial post-decoder buffering period>"
If the field is an attribute for an H.263 or MPEG-4 Visual stream and rate adaptation is not in use, this gives the required initial post-decoder buffering period specified according to Annex G. Values are interpreted as clock ticks of a 90-kHz clock.

If the field is an attribute for an H.263 or MPEG-4 Visual stream and rate adaptation is in use, this gives the initial post-decoder buffering period assuming that the hypothetical decoding and post-decoder buffering model given in points 5 to 10 in clause G.3 of Annex G would be followed. Note that the operation of the post-decoder buffer is logically independent from rate adaptation and is used to compensate non-instantaneous decoding of pictures.


If the field is an attribute for an H.264 (AVC) stream, the H.264 (AVC) bitstream is constrained by the value of dpb_output_delay for the first decoded picture in output order equal to "X-initpostdecbufperiod" as specified in [90] assuming that the clock tick variable, tc, is equal to 1 / 90 000. If "X-initpostdecbufperiod" is not present for an H.264 (AVC) stream, the value of dpb_output_delay for the first decoded picture in output order is inferred to be equal to 0.

<--- skipped text --->
===================== End of change 6 =====================
===================== Start of change 7 =====================
5.3.3.4
The session level grouping attribute, “alt-group”

The client should handle the following attribute: "alt-group". A client from earlier releases will ignore this attribute and can safely do so. When interpreted, it defines a number of grouping alternatives from which the client can select the most appropriate one. The identifiers defined in 5.3.3.3 are used together with the "alt-group" attribute to create combinations consisting of, e.g., one audio and one video alternative.

A grouping attribute is used to recommend certain combinations of media alternatives to the client. There may be more than one grouping attribute at the session level as long as they are for different grouping types and subtypes. 

alt-group = "a" "=" "alt-group" ":" alt-group-type ":" alt-group-subtype ":" alt-grouping *(";" alt-grouping) CRLF

alt-group-type 
= token     ; "token" defined in RFC 4566 [6]

alt-group-subtype 
= token

alt-grouping 
= grouping-value "="  alt-id *("," alt-id)

grouping-value 
= token

The alt-group attribute gives one or more combinations of alternatives through their IDs. Each grouping shall be given a grouping value. The grouping value is used to determine if the alternatives within the grouping suit the client. New types and subtypes can be added later. 

<--- skipped text --->
===================== End of change 7 =====================
===================== Start of change 8 =====================
5.3.3.5
The bit-rate adaptation support attribute, “3GPP-Adaptation-Support”

To signal the support of bit-rate adaptation, a media level only SDP attribute is defined in ABNF [53]:
sdp-Adaptation-line 
= "a" "=" "3GPP-Adaptation-Support" ":" report-frequency CRLF

report-frequency 
= NonZeroDIGIT [ DIGIT ]

NonZeroDIGIT
= %x31-39
;1-9

A server implementing rate adaptation shall signal the "3GPP-Adaptation-Support" attribute in its SDP.

A client receiving an SDP description where the SDP attribute "3GPP-Adaptation-Support" is present knows that the server provides rate adaptation. The client, if it supports bit-rate adaptation, shall then in its subsequent RTSP signalling use the “3GPP-Adaptation” header as defined in clause 5.3.2.2, as well as the RTCP Next Application Data Unit (NADU) APP packet for reporting the next unit to be decoded, as defined in clause 6.2.3.2.

The SDP attribute shall only be present at the media level. The report frequency value, which shall be larger than zero, indicates to the client that it shall include a NADU APP packet in a compound RTCP packet no less often than the interval specified by report-frequency, except prior to receipt of RTP media packets, when the client is unable to generate a valid NADU APP packet. For example, if this value is 3, the client shall send the NADU APP packet in at least every 3rd RTCP packet.
===================== End of change 8 =====================
===================== Start of change 9 =====================
5.4
MIME media types

For continuous media the following MIME media types shall be used:

-
AMR narrow-band speech codec (see clause 7.2) MIME media type as defined in [11];

-
AMR wideband speech codec (see clause 7.2) MIME media type as defined in [11];

· Extended AMR-WB codec (see clause 7.3) MIME media type as defined in [85];

· Enhanced aacPlus and MPEG-4 AAC audio codecs (see clause 7.3) MIME media type as defined in RFC 3016 [13].
The following applies to servers when this MIME type is used in SDP:

1. Configuration information is exclusively carried out-of-band in the SDP “config” parameter; this shall be signaled by sending “cpresent=0”.

2. A PSS server serving implicitly signaled Enhanced aacPlus content shall include “SBR-enabled=1” in the “a=fmtp” line; it shall include “SBR-enabled=0” if it serves plain AAC content.

3. A PSS server serving explicitly signaled content is recommended not to include the “SBR-enabled” parameter in the “a=fmtp” line.


Therefore, the following applies to terminals:

1. The rtpmap rate parameter should not be considered definitive of the sampling rate (though it is, of course, definitive of the timescale of the RTP timestamps).
2. If explicit signaling is in use, the StreamMuxConfig contains both the core AAC sampling rate and the SBR sampling rate. The appropriate output sampling rate may be chosen dependant on Enhanced aacPlus support.
3. If explicit signalling is not in use and no SBR-enabled parameter is present, the StreamMuxConfig contains the AAC sampling rate and the appropriate output sampling rate may be set to this indicated rate. 
4. If explicit signalling is not in use and the SBR-enabled parameter is present, terminals supporting Enhanced aacPlus should set the output sampling rate to either the core AAC sampling rate as indicated in the StreamMuxConfig [21] (where “SBR-enabled” is set to “0”) or twice the indicated rate (where “SBR-enabled” is set to “1”);
-
MPEG-4 Visual video codec (see clause 7.4) MIME media type as defined in RFC 3016 [13]. When used in SDP the configuration information shall be carried outband in the "config" SDP parameter and inband as stated in RFC 3016. As described in RFC 3016, the configuration information sent inband and the config information in the SDP shall be the same except that first_half_vbv_occupancy and latter_half_vbv_occupancy which, if exist, may vary in the configuration information sent inband;

-
H.263 [22] video codec (see clause 7.4) MIME media type as defined in clause 8.1.2 of [14]. In order to guarantee backward compatibility with earlier Releases (before Release 7), MIME parameters other than “profile” and “level” should not be used;

-
H.264 (AVC) [90] video codec (see clause 7.4) MIME media type as defined in [92];

-
3GPP timed text format [51] MIME media type as defined in clause 7.1 of [80];

-
OMA DRM protected streaming media MIME media type as defined in clause K.1.4 in Annex K;

-
RTP retransmission payload format MIME media types as defined in clause 8 of [81];

-
DIMS MIME media type as defined in [98].

MIME media types for JPEG, GIF, PNG, SP-MIDI, Mobile DLS, Mobile XMF, SVG, timed text, 3GP and XHTML can be used in the "Content-type" field in HTTP, "content_type" field in the item information box of 3GP files, and in the "type" attribute in SMIL 2.0, SVG Tiny 1.2 and DIMS. The following MIME media types shall be used for these media:

-
JPEG (see clause 7.5) MIME media type as defined in [15];

-
GIF (see clause 7.6) MIME media type as defined in [15];

-
PNG (see clause 7.6) MIME media type as defined in [38];

-
SP-MIDI (see clause 7.3A) MIME media type as defined in clause C.2 in Annex C of the present document;

-
DLS MIME media type to represent Mobile DLS (see clause 7.3A) as defined in [97];

-
Mobile XMF (see clause 7.3A) MIME media type as defined in clause C.3 in Annex C of the present document;

-
SVG (see clause 7.7) MIME media type as defined in [42];

-
XHTML (see clause 7.8) MIME media type as defined in [16];

-
Timed text (see clause 7.9) MIME media type as defined in [79];

-
3GP files (see clause 7.10) MIME media type as defined in [79].

MIME media type used for SMIL files shall be according to [31] and for SDP files according to [6].

NOTE:
The 3GP MIME media type [79] is used for all 3GP files, including 3GP files carrying timed text, DIMS, images, etc.

===================== End of change 9 =====================
===================== Start of change 10 =====================
5.5.2.3
SSRC in the “RTP-Info” RTSP Header Field

The "RTP-Info" response header field is used to set RTP-specific parameters in the PLAY response. For streams using RTP as transport protocol the "RTP-Info" header is always part of a 200 response to PLAY (as defined in Annex A.2.1). In addition to the parameters defined in RFC 2326 [5], the "RTP-Info" header may also include a synchronization source (SSRC) parameter.
Note. The SSRC parameter is mandatory for some content switching procedures defined in clause 5.5.4.

The SSRC parameter gives the synchronization source (SSRC) of the RTP flow to which the RTP timestamp and sequence number apply. It is only possible to describe one synchronization source (SSRC) per media resource. 
After a fast content switch (FCS) the SSRC source used on a specific RTP session may change. In the event that the SSRC changes, it shall be included in the RTP-Info header. The PSS server shall change the SSRC value for a specific RTP session after a fast content switching operation is performed and

· if the payload type of the old and of the new media stream is the same but the media codec configuration is different, or

·  if the mapping of the new media stream is otherwise unknown to the PSS client. 

In case the SSRC remains unchanged after a content switch, the RTP sequence number and timestamp should be continuous and shall be monotonically increasing. Otherwise, a random RTP sequence number and timestamp should be used. 

Further details on the usage of the SSRC are described in clause 5.5.3 or clause 5.5.4. Note the SSRC may only be included in the "RTP-Info" header, if the client has requested one of the features defined in clause 5.5.3 or clause 5.5.4.The "RTP-Info" header syntax in ABNF [53] is as follows:

RTP-Info        
=  "RTP-Info" ":"rtsp-info-spec *("," rtsp-info-spec) CRLF

rtsp-info-spec 
=  stream-url 1*parameter

stream-url      

=  "url" "=" rtsp-url 

parameter  

=  ";" "ssrc" "=" 8HEX 

 / ";" "seq" "=" 1*DIGIT 

 / ";" "rtptime" "=" 1*DIGIT
===================== End of change 10 =====================
===================== Start of change 11 =====================
5.5.4.4
Switching to new content without SDP

<--- skipped text --->
If the server is not yet able to begin transmitting all the media streams, it can begin a subset of the streams and respond with a 206 (Partial Data) success code and the SDP.  The “Switch-Stream” header and the “RTP-Info” header will indicate which streams have been selected for playback. The client may then add additional media components as described in 5.5.4.6.

If fewer media components are described in the new SDP than currently in use, then the server responds with a 200 (OK). The terminal shall remove the “unused” media components as defined in clause 5.5.4.7.
The client and the server shall release the resources for the unused streams without explicit TEARDOWN signalling.

The feature tag “3gpp-switch-req-sdp” is defined to describe support for this feature. The client should probe the server capabilities as early as possible in the communication using the “Supported” header as defined in 5.5.2.2 and shall use the “Require” header with this feature tag value when requesting this behaviour from the server. The server shall use the PLAY method semantics defined in 5.5.2.4 when the client requests this feature.
===================== End of change 11 =====================
===================== Start of change 12 =====================
5.5.4.6
Adding Media Components to an ongoing session 

It may happen that the new content stream consists of more media components than the ongoing content stream. In such a case, the client is recommended to switch to the new content with the already established resources and add further components afterwards.

The client should pipeline the setup requests for the new components after the content switching request (see clause 5.5.4). The client shall issue a PLAY request to start all addition media components without interrupting the existing. If the client and server support the "3gpp-pipelined" feature (see clause 5.5.3), then the client shall pipeline the PLAY request with the SETUP requests. The “RTP-Info” header contains the synchronization information for all media components. 

The session id value of the already established session shall be part of the SETUP request header to indicate the relation of the media component to the already established components.  

===================== End of change 12 =====================
===================== Start of change 13 =====================
5.7
Support for Trick Mode Operations

PSS client and server may support trick mode operations such as fast/slow forward and rewind. The level of scale support may also depend on the selected streaming content. 

A PSS Client may use the “play.scale” feature tag to query for support of scaled playout. The “play.scale” feature tag applies only to PSS servers and indicates the support for scale operations for media streaming.
If the server supports the scale value requested, and the content is capable of the scale value requested, the server shall serve the scaled stream to the client. If the server does not support the scale value requested or the content does not support the scale value requested then the server shall decide what level of scaled playout to serve to the client. When trick mode operations are supported, the “Scale” header field of RTSP [5] shall be used for requesting trick mode operations. 

Streaming with a scale value other than 1 should not change the streaming bitrate of the corresponding media stream.

The PSS Client is made aware of the scale values supported for the content via the “X-Scale” media level attribute, or by using the “scales” parameter in the GET_PARAMETER and SET_PARAMETER. The “scales” parameter takes precedence in the case of conflicting values. The PSS server may temporarily omit the transmission of media data for one or more media streams on which playout with the selected scale is not possible. For example, this may mean that the video is scaled at a rate of 2, but the audio is omitted for the duration of the scaled playout as it is unable to be scaled.

A PLAY request with a “Scale” indication that is not supported by any of the media streams of the streaming session may be ignored by the PSS server. The PSS server should use the closest supported scale value instead and it shall indicate the chosen value in the response, unless the selected scale value is 1. 

The “X-Scale” SDP attribute and the “scales” parameter are defined according to the following ABNF syntax:

Scale="X-Scale:" payload_type SP scale_value *(";" scale_value) CRLF

scales="scales:" scale-spec *("," scale-spec) CRLF

scale-spec= stream-url "=" scale *(";" scale)

scale_value=["-"] 1*DIGIT [ "." *DIGIT]

In the SDP, the payload_type indicates the payload type of the media to which the scale values apply. The stream-url indicates the URL of the media stream to which the indicated scales are applicable. The scale_value is a decimal number that indicates the possible scale value that may be requested for the specified media stream. For a single media stream, multiple scale values are possible.
When timeshifting is used, the following applies:

-
in the case that the PSS Client knows that, due to the PSS Server’s buffer, a particular request for scaled playback is impossible to complete, the PSS Client shall not request this scale value.

-
in the case that the PSS Server is providing scaled playback and a buffer limit is reached, the PSS Server shall return the scale value of the stream to 1.

-
the PSS client should take into account the playout scale when calculating its current position in the time shifting buffer, and take the time shifting buffer into account when requesting a playout scale.

===================== End of change 13 =====================
===================== Start of change 14 =====================
6.2.4
RTP payload formats

<--- skipped text --->
-
MPEG-4 Visual video codec (see clause 7.4) RTP payload format according to RFC 3016 [13];

-
H.263 video codec (see clause 7.4) RTP payload format according to RFC 4629 [14];

<--- skipped text --->
===================== End of change 14 =====================
===================== Start of change 15 =====================
6.3
HTTP over TCP/IP

<--- skipped text --->
NOTE:
DIMS scene description can be provided either over RTP/UDP/IP (see clauses 5.4 and 6.2.4) or contained in a 3GP file downloaded over HTTP/TCP/IP (see clauses 5.4 and this clause).

===================== End of change 15 =====================
===================== Start of change 16 =====================
7.4
Video

If a PSS client supports video, ITU-T Recommendation H.263 Profile 0 Level 45 decoder [22] shall be supported. In addition, a PSS client should support:

-
H.263 Profile 3 Level 45 decoder [22];

-
MPEG-4 Visual Simple Profile Level 3 decoder [24] with the following constraints:

· The number of Visual Objects supported shall be limited to 1.

· The maximum frame rate shall be 30 frames per second;

· The maximum f_code shall be 2;

· The intra_dc_vlc_threshold shall be 0;

· The maximum horizontal luminance pixel resolution shall be 352 pels/line;

· The maximum vertical luminance pixel resolution shall be 288 pels/VOP;

· If AC prediction is used, the following restriction applies: QP value shall not be changed within a VOP (or within a video packet if video packets are used in a VOP). If AC prediction is not used, there are no restrictions to changing QP value;
-
H.264 (AVC) Baseline Profile Level 1.2 decoder [90][91] with constraint_set1_flag=1 and without requirements on output timing conformance (Annex C of [90]).

The video buffer model given in Annex G of the present document should be supported if H.263 or MPEG-4 Visual is supported. It shall not be used with H.264 (AVC).

The H.264 (AVC) decoder in a PSS client shall start decoding immediately when it receives data (even if the stream does not start with an IDR access unit), or alternatively no later than it receives the next IDR access unit or the next recovery point SEI message, whichever is earlier in decoding order. Note that when the interleaved packetization mode of H.264 (AVC) is in use, de-interleaving is done normally before starting the decoding process. The decoding process for a stream not starting with an IDR access unit shall be the same as for a valid H.264 (AVC) bitstream. However, the client shall be aware that such a stream may contain references to pictures not available in the decoded picture buffer. The display behaviour of the client is out of scope of this specification.

A PSS client supporting H.264 (AVC) should ignore any VUI HRD parameters, buffering period SEI message, and picture timing SEI message in H.264 (AVC) streams or conveyed in the "sprop-parameter-sets" MIME/SDP parameter. Instead, a PSS client supporting H.264 (AVC) shall follow buffering parameters conveyed in SDP, as specified in clause 5.3.3.2, and in RTSP, as specified in clause 5.3.2.4. A PSS client supporting H.264 (AVC) shall also use the RTP timestamp or NALU-time (as specified in [92]) of a picture as its presentation time, and, when the interleaved RTP packetization mode is in use, follow the "sprop-interleaving-depth", "sprop-deint-buf-req", "sprop-init-buf-time", and "sprop-max-don-diff" MIME/SDP parameters for the de-interleaving process. However, if VUI HRD parameters, buffering period SEI messages, and picture timing SEI messages are present in the bitstream, their contents shall not contradict any of the parameters mentioned in the previous sentence.

NOTE:
ITU-T Recommendation H.263 Profile 0 has been mandated to ensure that video-enabled PSS supports a minimum baseline video capability. Both H.263 and MPEG-4 Visual decoders can decode an H.263 Profile 0 bitstream. It is strongly recommended, though, that an H.263 Profile 0 bitstream is transported and stored as H.263 and not as MPEG-4 Visual (short header), as MPEG-4 Visual is not mandated by PSS.

===================== End of change 16 =====================
===================== Start of change 17 =====================
10.1
General

The PSS includes a number of protocols and functionalities that can be utilized to allow the PSS session to adapt transmission and content rates to the available network resources. The goal of this is of course to achieve highest possible quality of experience for the end-user with the available resources, while maintaining interrupt-free playback of the media. This requires that the available network resources are estimated and that transmission rates are adapted to the available network link rates. This can prevent overflowing network buffers and thereby avoid packet losses. The real-time properties of the transmitted media must be considered so that media does not arrive too late to be useful. This will require that media content rate is adapted to the transmission rate.

To avoid buffer overflows, resulting in that the client must discard useful data, while still allowing the server to deliver as much data as possible into the client buffer, a functionality for client buffer feedback is defined. This allows the server to closely monitor the buffering situation on the client side and to do what it is capable in order to avoid client buffer underflow. The client specifies how much buffer space the server can utilize and the minimum target level of protection the client perceives necessary to provide interrupt-free playback. Once this desired level of target protection is achieved, the server may utilize any resources beyond what is needed to maintain that protection level to increase the quality of the media or, the server may choose to leave the transmission rate alone and simply accrue additional time in the client buffer at the present rate. The server can also utilize the buffer feedback information to decide if the media quality needs to be lowered in order to avoid a buffer underflow and the resulting play-back interruption.

===================== End of change 17 =====================
===================== Start of change 18 =====================
10.2
Bit-rate adaptation

The bit-rate adaptation for PSS is server centric in the meaning that transmission and content rate are controlled by the server. The server uses RTCP and RTSP as the basic information sources about the state of the client and network. This allows link-rate adaptation also when communicating with PSS clients of earlier releases, as long as they send RTCP receiver reports frequently enough.

===================== End of change 18 =====================
===================== Start of change 19 =====================
10.2.3
Signalling for client buffer feedback

The client buffer feedback signalling functionality should be supported by PSS clients and PSS servers. For PSS clients and servers that support the client buffer feedback signalling functionality, the following parts shall be implemented:

-
SDP service support, as described in clause 5.3.3.5.

-
The size (in bytes) of the buffer the client provides for rate adaptation. It is signalled to the server through RTSP, as described in clause 5.3.2.2 

-
The target buffer protection time (in milliseconds). It is signalled to the server through RTSP, as described in clause 5.3.2.2.

-
The client buffer status feedback information, including free buffer space, next ADU to be decoded and playout delay. It is signalled to the server via RTCP, as described in clause 6.2.3.2. 

If a PSS server supports client buffer feedback, it shall include the attribute "3GPP-Adaptation-Support" in the SDP, as described in clause 5.3.3.5. If a PSS client supports client buffer feedback, upon reception of an SDP containing the "3GPP-Adaptation-Support" attribute, it shall include the "3GPP-Adaptation" header in the SETUP for each individual media. Furthermore, upon reception of a successful SETUP response (including "3GPP-Adaptation" header), the PSS client shall send NADU APP packets according to clause 5.3.3.5 and 6.2.3.2.

The "3GPP-Adaptation" header may be included in PLAY, OPTIONS and SET_PARAMETER requests in order to update the target buffer protection time value during a session. However, the target-protection-time is intended to be stable for the entire session with the server there are very few reasons for a client to modify the target buffer protection time once a session is established. The buffer size value shall not be modified during a session.

With the total buffer size, and the reported amount of free buffer space, the server can avoid overflowing the buffer. A server should assume that any sent RTP packet will consume receiver buffer space equal to the complete RTP packet size. For interleaved or aggregated media, the actual buffer space consumption may be slightly larger if buffering is done in the ADU domain. This is because each ADU may save metadata corresponding to the RTP header and payload fields, like timestamp and decoding sequence numbers individually. This should only be a problem if a server tries to fill exactly to the last free memory block.

The server can determine the time to underflow by calculating the amount of media time present in the buffer. This is done using the next ADU numbers, the highest received sequence number, and the playout delay, combined with the server's view of the sent ADUs and their decoding order and playout time. The information about the ADUs for 3GP files that are produced according to the streaming-server profile can be read from the "3gau" box [50]. It is also possible to derive some of the information about the ADUs from the media track, or hint-track, or the actual RTP packets.

A client needs to choose the target-time and the point on the playout timeline from which it will measure PlayoutDelay such that it will never re-buffer when the target-time is fulfilled. A client should typically begin rebuffering only when it has reached 0 ms buffered data. Once rebuffering has begun, the client should resume playback when the target-time has been fulfilled for all synchronized media streams. 
The level of protection needed against transmission rate variations over a wireless network can be substantial (throughput variation because of network load, radio conditions, several seconds of interruption because of handovers, possible extra buffering to perform retransmission). In order to minimise the initial buffering delay, the client may choose an initial buffering that is less than the required buffering it has determined would be satisfactory. The client needs to take into account, however, that it may be unsafe to begin playback prior to fulfilling its target time. For this reason, the target buffer protection time indicates the amount of playable media (in time), which the client perceives necessary to have in its buffer. Therefore a server should not perform content adaptation towards higher content rates until the given target time of media units is available in the buffer.
It is important to note that target-protection-time is intended only to guide the server in its attempts to sustain or improve the quality of the media. There are many situations in which the target-protection time may not be respected by the server which will actually result in better media quality for the client (e.g. when the client sends a target-protection-time smaller than the perceived jitter or when the client sends a target-protection-time that is close to or exceeds the client buffer maximum). The only requirement the target-time places on the server is that the server shall not attempt to upshift prior to attaining the target-time.

Furthermore, while it is possible for the client to modify the target protection time in the 3GPP adaptation header with each RTSP request that is sent to the server, the target protection time is intended to be a stable value for the entire session with the server and should only be modified in circumstances where the client has a more accurate understanding of network and transmission jitter and the efficiency of its ability to process the network buffer.  In these circumstances, adjusting the target time up could prevent buffer low points which will cause rebuffering or, adjusting the target time down could provide more head room to allow the server to adapt to the most appropriate rate.
===================== End of change 19 =====================
===================== Start of change 20 =====================
10.3
Issues with deriving adaptation information (informative)

This clause attempts to provide some insight into the functions and issues that exist in deriving client’s buffer status in the server. The issues and the complexity of the functions depend on the media format, but can be characterised by media properties, in particular how much flexibility the media formats allows in transmission, decoding, and playout order. As there are three orderings of encoded media data that are possible, there are two re-orderings:

a)
Data may be interleaved (i.e. the transmission order of data differs from the decoding order), and it must be de-interleaved before passing to the decoder.

b)
There are forward references in the encoding, e.g. in a video stream, then those references are decoded 'early' (out of order) compared to playout order. Thus, the playout order in this case differs from the decode order.
In buffer management, we are trying to ensure

1.
that the client's receiver buffer does not get over-filled (this is over-run);

2.
that data does not arrive at an operation point after its need. Specifically, this means that ADUs should not be placed into the final playout queue with a timestamp that has already been passed in playout (this is under-run).

The parameters supplied enable a server to deduce at least this much. The server can always protect against buffer over-run by respecting the 'free space' that is periodically signalled by the client.  This free-space is totalled over all data held before the decoder (decoder and de-interleave buffers).  If the server desires more visibility, it can inspect the ADU that has been reported as 'next to decode'. If there has been no interleaving, the client holds all data between that ADU and the highest sequence number received, and will probably hold up to the last packet the server has sent.  If interleaving is used, then there may have been ADUs that were sent after the reported ADU, but which passed out of both the de-interleaving and decoder buffers before that ADU.  The server would have to analyze the de-interleaving process to work out which ADUs these are. The hint-track extension "3gau" to the 3GP file format [50] provides extended information about both the decoding and playout order in relation to transmission order of the ADUs. This extension does also provide the size of the ADUs to the server. 

Protection against under-run is more subtle.  It is in general not possible for the client to know which ADUs that are yet to be decoded (or yet to be received) that have earlier timestamps than ADUs already received and decoded.  Therefore the client does not in fact know what is the 'latest playable timestamp', up to which it has received all the ADUs in the sequence to that time.

If the server does not adapt its transmission bit-rate and the transmission path has sufficient bit-rate, the parameters supplied at stream setup (such as the initial buffering delay) are sufficient to protect against under-run.  The simple generalization of this is that if the server calculates its average bit-rate since starting the stream, and ensures that the average never falls below the bit-rate that would have been used without rate adaptation, it must be safe.  Put in another way, the server may send a packet earlier than it would without rate-adaptation, but it might not be safe to send it later.

A more subtle analysis uses the reported information about the next-to-be-decoded ADU:  the sequence number of the packet that contained it, the ADU number within that packet, and the offset (playout delay) of its timestamp (playback time) from the current playback time.  Given the first pair of numbers, the server can find the ADU and therefore its timestamp.  By subtracting the reported play-out delay from this timestamp, the server can now estimate the current playback time.  It can find the earliest timestamp in the ADUs it has yet to transmit, and it can also examine the data that has been sent that will still be in the de-interleaving buffer, for the earliest timestamp still held in the client's de-interleaving buffer.  If the earlier of these two timestamps is at, or close to, the current play time, the client has, or is about to, under-run.  

Consider now the following cases, in increasing order of complexity: 

1.
simple data that is neither interleaved nor re-ordered for display (e.g. AMR without interleave, AAC, H.263, MPEG-4 video).

2.
data that is interleaved, but not re-ordered (e.g. AMR with interleave).

3.
data that is re-ordered, but not interleaved (AVC without interleave).

4.
data that is both interleaved and re-ordered (AVC with interleave).

Consider now over-run and under-run protection for these streams.  In all cases, the free-space can be used to protect against over-run, and the maintenance of the average rate at or above the static rate protects against under-run.

1.
By subtracting the reported free-space from the overall buffer size (reported in stream setup) the buffered data can be calculated.  If this is nearly exhausted, the buffer is about to under-run. However for codecs with variable bit-rate encoding, the buffered space may represent different amounts of playout time. In these cases the playout time present in the yet to be decoded part of the buffer can easily be calculated as the RTP timestamp difference between the latest ADU received by the client as reported implicitly by Highest Received Sequence number and the ADU reported by NADU. 

2,
The server can estimate the playback time as above. However to perform the calculation of the playout time of the buffer before the decoding, the server may need to maintain a list of the ADUs in the decoding order, rather than in transmission order. Also the data present in the de-interleaving buffer is not complete and would have holes in it and should not be considered to be playable. The server can determine, by looking at the decoding order of the different ADUs present in the transmitted packets, how far the client is expected to have a receiver buffer without holes, due to not yet transmitted packets. 

3,
In this case it may be fairly complicated to estimate the actual playout time of the un-decoded media. The reason is that the present RTP timestamp associated with the ADUs may fluctuate widely in ADUs consecutive in both transmission and decoding order, due to the early decoding of referenced ADUs. Therefore to perform an accurate estimation the server needs to make special consideration of any ADU with early decoding so that it does not skew the measurement. Note that for AVC bitstreams, a bound of the difference between presentation order and decoding order is given by the bitstream restriction parameter num_reorder_frames.
4,
As 3 above, but with the further consideration of needing to perform any investigation in decoding order and consider the holes of the de-interleaving buffer.

===================== End of change 20 =====================
===================== Start of change 21 =====================
11.3.1
General

PSS clients and servers supporting QoE Metrics shall support the QoE protocol described below.

The RTSP and SDP based protocol extensions (see clauses 5.3.2.3 and 5.3.3.6) are used for transport and negotiation of the QoE metrics between the PSS client and the PSS server. 

The QoE metrics negotiation starts with the response to the DESCRIBE request, if the metrics information is embedded in the SDP data (as described in example 1 in clause 11.3.2). For the case of locally stored SDP which contains QoE-Metrics attribute, the negotiation starts with client’s SETUP request. If the PSS client supports QoE metrics, then it shall send a SETUP request containing the selected (i.e. accepted by client)/modified (for re-negotiation) QoE metrics for either session level, or the media level, which is being set-up. Such a SETUP request is shown in example 2 in clause 11.3.3.

Upon receiving this SETUP request, the server shall return the RTSP Response with the "accepted" QoE metrics (i.e. metrics and metrics values which are identical to the ones in the client’s request and accepted by the server) and the "re-negotiation" QoE metrics (i.e. metrics and metrics values which are not identical to the ones in the client’s request and modified for re-negotiation by the server) .The echoing of the "accepted" QoE metrics is for re-acknowledging the client.
 The server may also reject the changes made by the client, i.e. reject the "re-negotiation" QoE metrics. If the server rejects the changes, it shall either set new values or resend the modified metrics back to the client, or it shall ignore the "re-negotiation" metrics and not re-acknowledge them. Any QoE metric that has been acknowledged as "accepted" by the server shall not be re-negotiated, i.e., it shall not be resent in the "3GPP-QoE-Metrics" header in the next RTSP request and shall not be re-acknowledged in the next RTSP response.

If the server does not approve the modifications done by the client, they should continue to re-negotiate. However, negotiations shall not exceed 4 round trips, in order to bound the negotiation process. It must be noted that each time the "QoE-Metrics" header field is sent in an RTSP request, it shall also be present in the response corresponding to that particular request. Otherwise, the receiver of the response shall assume that the other end does NOT support QoE metrics.

If there is no DESCRIBE – RTSP Response pair sending at the beginning of the RTSP signalling (see Figure 11.2), it means that the SDP description is received by other means. If such an SDP contains the "3GPP-QoE-Metrics" attribute, the negotiation happens in the same way as it is described above, i.e. starts with SETUP request containing "3GPP-QoE-Metrics" header. If the SDP does not contain the "3GPP-QoE-Metrics" attribute and the server would still like to check whether the client supports QoE Protocol or not, the server shall include the "3GPP-QoE-Metrics" header containing the initial QoE metrics in the SETUP response. If the PSS client sends the QoE metrics information in the next request (indicating that it supports QoE Protocol), the negotiation shall continue until the mutual agreement is reached or  the negotiation limit is reached. If pipelined startup is not in use and the client does not send QoE metrics information in the next request to SETUP response, then the server shall assume that the client does not support QoE metrics. In case pipelined startup is in use, the server may initiate QoE negotiation but it should not expect an answer from the PSS client. 
<--- skipped text --->
===================== End of change 21 =====================
===================== Start of change 22 =====================
11.3.2
Metrics initiation with SDP

QoE metrics initiation with SDP shall be done according to clause 5.3.3.6.

This following example shows the syntax of the SDP attribute for QoE metrics. The session level QoE metrics description (Initial buffering duration and rebufferings) are to be monitored and reported only once at the end of the session. Also video specific description of metrics (corruptions and decoded bytes) is to be monitored and reported every 15 seconds from the beginning of the stream until the time 40s. Finally, audio specific description of metrics (corruptions) is to be monitored and reported every 20 seconds from the beginning until the end of the stream.

<--- skipped text --->
===================== End of change 22 =====================
===================== Start of change 23 =====================
A.1
SDP

<--- skipped text --->
EXAMPLE 1:
v=0
o=ghost 2890844526 2890842807 IN IP4 192.168.10.10
s=3GPP Unicast SDP Example
i=Example of Unicast SDP file
u=http://www.infoserver.com/ae600
e=ghost@mailserver.com
c=IN IP4 0.0.0.0
t=0 0

a=range:npt=0-45.678
m=video 1024 RTP/AVP 96

b=AS:56

b=TIAS:52500

a=maxprate:11
a=rtpmap:96 H263-2000/90000
a=fmtp:96 profile=3;level=10
a=control:rtsp://mediaserver.com/movie.3gp/trackID=1
a=framesize:96 176-144

The following examples show some usage of the "alt" and the "alt-default-id" attributes (only the affected part of the SDP is shown):

<--- skipped text --->
EXAMPLE 5:
a=alt-group:BW:AS:32=1,4;56=2,4;64=3,5

The above line gives three groupings based on application-specific bitrate values. The first grouping will result in 32 kbps using media alternatives 1 and 4. The second grouping has a total bitrate of 56 kbps using media alternatives 2 and 4. The last grouping needs 64 kbps when combing media alternatives 3 and 5.

Here follows an example on the usage of the "alt-group" attribute with the subtype "LANG":

EXAMPLE 6:
a=alt-group:LANG:RFC3066:en-US=1,2,4,5;se=3,4,5

The above line claims that the media alternatives 1, 2, 4, and 5 support US English and that the media alternatives 3, 4, and 5 support Swedish. 

<--- skipped text --->
EXAMPLE 17:
v=0
o=ghost 2890844526 2890842807 IN IP4 192.168.10.10
s=3GPP Unicast SDP Example
i=Example of Unicast SDP file
u=http://www.infoserver.com/ae600
e=ghost@mailserver.com
c=IN IP4 0.0.0.0
t=0 0

a=range:npt=0-45.678
a=3GPP-Asset-Information: {url="http://www.movie-database.com/title/thismovieinfo.xhtml"}

a=3GPP-Asset-Information: {Title=MjhDRTA2NzI},{Copyright=Mjc0MkUwMUVGNDE2}
m=video 1024 RTP/AVP 96

b=AS:128

b=TIAS:118400

a=maxprate:30
a=rtpmap:96 H263-2000/90000
a=fmtp:96 profile=3;level=10
a=control:rtsp://mediaserver.com/movie.3gp/trackID=1
a=framesize:96 176-144
===================== End of change 23 =====================
===================== Start of change 24 =====================
A.2.1
General

<--- skipped text --->
EXAMPLE 1:

DESCRIBE rtsp://mediaserver.com/movie.test RTSP/1.0
CSeq: 1 
User-Agent: TheStreamClient/1.1b2
RTSP/1.0 200 OK
CSeq: 1
Content-Type: application/sdp
Content-Length: 435

v=0
o=- 950814089 950814089 IN IP4 144.132.134.67
s=Example of aggregate control of AMR speech and H.263 video 
e=foo@bar.com
c=IN IP4 0.0.0.0 

b=AS:77

b=TIAS:69880
t=0 0
a=range:npt=0-59.3478 
a=control:*

a=maxprate:20

m=audio 0 RTP/AVP 97

b=AS:13

b=TIAS:10680

b=RR:350

b=RS:300

a=maxprate:5
a=rtpmap:97 AMR/8000
a=fmtp:97
a=maxptime:200
a=control:streamID=0
m=video 0 RTP/AVP 98

b=AS:64

b=TIAS:59200

b=RR:2000

b=RS:1200

a=maxprate:15
a=rtpmap:98 H263-2000/90000
a=fmtp:98 profile=3;level=10 
a=control:streamID=1

SETUP rtsp://mediaserver.com/movie.test/streamID=0 RTSP/1.0
CSeq: 2
Transport: RTP/AVP/UDP;unicast;client_port=3456-3457
User-Agent: TheStreamClient/1.1b2

RTSP/1.0 200 OK
CSeq: 2
Transport: RTP/AVP/UDP;unicast;client_port=3456-3457; server_port=5678-5679
Session: dfhyrio90llk


SETUP rtsp://mediaserver.com/movie.test/streamID=1 RTSP/1.0
CSeq: 3
Transport: RTP/AVP/UDP;unicast;client_port=3458-3459
Session: dfhyrio90llk 
User-Agent: TheStreamClient/1.1b2

RTSP/1.0 200 OK
CSeq: 3
Transport: RTP/AVP/UDP;unicast;client_port=3458-3459; server_port=5680-5681
Session: dfhyrio90llk


PLAY rtsp://mediaserver.com/movie.test RTSP/1.0
CSeq: 4
Session: dfhyrio90llk 
User-Agent: TheStreamClient/1.1b2


RTSP/1.0 200 OK
CSeq: 4
Session: dfhyrio90llk
Range: npt=0-
RTP-Info: url= rtsp://mediaserver.com/movie.test/streamID=0; seq=9900;rtptime=4470048, 
                 url= rtsp://mediaserver.com/movie.test/streamID=1; seq=1004;rtptime=1070549
NOTE: 
Headers can be folded onto multiple lines if the continuation line begins with a space or horizontal tab. For more information, see RFC2616 [17].
The user watches the movie for 20 seconds and then decides to jump to 10 seconds before the end…

<--- skipped text --->
===================== End of change 24 =====================
===================== Start of change 25 =====================
K.1
RTP payload format for encryption

<--- skipped text --->
This payload format and its operations are based on OMA DRM version 2.0 [74], which include specifications for DRM key management and how to declare the permissions and constraints governing the decoded media. The signalling provides DRM specific parameters, namely the DRM ContentID and the RightsIssuerURL, which points to the Rights Issuer from where a Rights Object corresponding to the content can be acquired. The security instantiation applies to complete RTP sessions and all media streams transmitted within it. 

===================== End of change 25 =====================
===================== Start of change 26 =====================
M.1.1
Successful Pipelined Start-up

The following is an example depiction of pipelined start-up. The client probes the server features during the optional DECRIBE interaction. Note that the first set-up message does not contain a "Require" header.
<--- skipped text --->
===================== End of change 26 =====================
===================== Start of change 27 =====================
Annex P (informative):
Change history

<--- skipped text --->
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