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3GPP defined the Generic Authentication Architecture (GAA). The adoption of GAA by other standardization bodies showed that some services can not make the assumption that the User Equipment (UE) has always the possibility to connect to the Bootstrapping Server Function (BSF). Hence, 3GPP specified the GBA Push Function. The same standardization bodies have identified the need to deliver very short messages to the UE over different communication channels, e.g., SMS. This specification introduces and specifies a simple and compact security protocol for delivery of such messages.
Changes since last presentation:

The following changes has been made:
· Addition of combined delivery of GPI and GPL messages.

· Resolving the issue with lifetime of security associations.

· Specification of the key derivation function input.

· Removal of the editor’s note whether existing protocols could be used as is.

· Various corrections to the protocol description.

Outstanding Issues:

The following issues are outstanding:

· Whether it shall be possible to download a GPL protocol client into the ME/UICC shall be done on-the-fly during a protocol run.
· Annex A describing some use cases for GBA Push in general shall be revised.
· Does the ME mandatorily have to implement the interface to the UICC to run GPL_U clients?
· Which GPL-client type is allowed to use which keys?

· GPL_U client in the UICC: only Ks_int_NAF or both Ks_int_NAF and Ks_ext_NAF?

·  GPL_ME client in the ME: only Ks_NAF or both Ks_NAF and Ks_ext_NAF?

Contentious Issues:

· Whether it shall be possible to download a GPL protocol client into the ME/UICC shall be done on-the-fly during a protocol run.
· Does the ME mandatorily have to implement the interface to the UICC to run GPL_U clients?
· Which GPL-client type is allowed to use which keys?

· GPL_U client in the UICC: only Ks_int_NAF or both Ks_int_NAF and Ks_ext_NAF?

· GPL_ME client in the ME: only Ks_NAF or both Ks_NAF and Ks_ext_NAF?
