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Start of first change
4.3.12.1
Introduction

Clause 4.3.12 IMS Emergency Session provides an overview about functionality for emergency bearer services in a single clause. The specific functionality is described in the affected procedures and functions of this specification. In case of discrepancies between this overview clause and the detailed procedure and function descriptions the latter take precedence.

Emergency bearer services are provided to support IMS emergency sessions. Emergency bearer services are functionalities provided by the serving network when the network is configured to support emergency services. Emergency bearer services are provided to normal attached UEs and depending on local regulation, to UEs that are in limited service state. Receiving emergency services in limited service state does not require a subscription.  Depending on local regulation and an operator's policy, the MME may allow or reject an emergency attach request for UEs in limited service state.  Four different behaviours of emergency bearer support have been identified as follows:

a. Valid UEs only.  No limited service state UEs are supported in the network.  Only normal UEs that have a valid subscription, are authenticated and authorized for PS service in the attached location are allowed.  It is not expected that a normal UE would perform an emergency attach.  Normal UEs should be attached to the network and then perform a PDN Connection Request when an IMS emergency session is detected by the UE.  

b. Only UEs that are authenticated are allowed.  These UEs must have a valid IMSI.  These UEs are authenticated and may be in limited service state due to being in a location that they are restricted from service.  A UE that can not be authenticated will be rejected.

c. IMSI required, authentication optional.  These UEs must have an IMSI.  If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. The IMEI is used in the network as the UE identifier. IMEI only UEs will be rejected (e.g., UICCless UEs).

d. All UEs are allowed.  Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI.  If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes.  The IMEI is used in the network to identify the UE.
To provide emergency bearer services, the MME is configured with MME Emergency Configuration Data that are applied to all emergency bearer services that are established by an MME on UE request. The MME Emergency Configuration Data contain the Emergency APN which is used to derive a PDN GW, or the MME Emergency Configuration Data may contain also the PDN GW for the Emergency APN. 

UEs that are in limited service state, as specified in TS 23.122 [10], initiate the Attach procedure with indicating that the attach is to receive emergency services. The network supporting emergency services for UEs in limited service state provides emergency bearer services to these UE, regardless whether the UE can be authenticated, has roaming or mobility restrictions or a valid subscription, depending on local regulation. UEs that camp normally on a cell, i.e. without any conditions that result in limited service state, initiate the normal initial attach procedure if not already attached. Normal attached UEs inititiate the UE Requested PDN Connectivity procedure to receive emergency bearer services. 

For emergency bearer services any EPC functions, procedures and capabilities are provided according to clause 4 except when specified differently in the following sections.

For emergency bearer services there is no support of inter PLMN mobility in this version of the specification.
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