Page 1



3GPP TSG-SA WG3 Meeting #55
(S3-091126
Shanghai, China, 11-15 May 2009
	CR-Form-v9.4

	CHANGE REQUEST

	

	(
	33.223
	CR
	0012
	(
rev
	-
	(
Current version:
	8.3.0
	(

	

	For HELP on using this form look at the pop-up text over the ( symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(
	UICC apps(
	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:
(
	Editorial corrections on 33.223

	
	

	Source to WG:
(
	China Mobile

	Source to TSG:
(
	SA3

	
	

	Work item code:
(
	GBA Push
	
	Date: (
	12/5/2009

	
	
	
	
	

	Category:
(
	F
	
	Release: (
	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
(
	The parameter name App_Lbl of UICC application identifier in GPI information is inconsisitent with the parameter name Appl_Lbl in NAF SA definition.

the description in NAF GPI request. It would be confused.

	
	

	Summary of change:
(
	Correction on the parameter name Appl_Lbl in NAF SA definition

	
	

	Consequences if 
(
not approved:
	The specification would  be inconsistent and confused on the parameter name of UICC application identifier.

	
	

	Clauses affected:
(
	5.1.4, 5.2.3

	
	

	
	Y
	N
	
	

	Other specs
(
	
	x
	 Other core specifications
(
	

	affected:
	
	x
	 Test specifications
	

	
	
	x
	 O&M Specifications
	

	
	

	Other comments:
(
	


**** Start of 1st change *****

5.1.4
UE processing of GPI

When the UE receives a GPI it performs the following steps.
1.
UE receives GPI. The parameters of the GPI are defined in clause 5.2.1
2.
If the App_Lbl in the GPI is undefined, the UE determines the UICC application to use from used delivery channel of the GPI (e.g. SMS, MMS, SIP Message, etc) or from other context information.
3.
UE checks if it has received the same GPI earlier.
a.
If the GPI corresponds to an already existing NAF SA, then the GPI is silently dropped and the GPI processing terminated.
b.
If the GPI corresponds to an incomplete NAF SA, the Ks indicated by GPI is activated and processing continues from step 6 (step 7 describes how an incomplete SA may appear).
NOTE 1:
To handle retransmissions efficiently the UE should only invoke a UICC application after checking that the GPI does not correspond to an already existing NAF SA. The check can be done by comparing the received (RAND, AUTN(*),App_Lbl) triplet with the corresponding triplets associated with existing NAF SAs.
**** End of 1st change *****
**** Start of 2nd change *****

5.2.3
NAF SA

The NAF needs to keep some additional information in its NAF SA compared with the UE. The UE identity used in the BSF request for GPI must be stored to allow the NAF to determine from which UE a response is coming and also to link sequences of SA's for the same UE. The NAF also needs to store the transport address to which the GPI should be directed. If the NAF uses retransmission to achieve better delivery reliability, it also needs to store the encrypted version of the part of the GPI, which is confidentiality protected. It also has to store the GPI MAC.

Table 5.2.3-1: NAF SA definition

	Parameter name
	NAF
	UE
	Description 
	Notes

	UE_ Id
	m
	o
	The user identity used in NAF request.
	

	UE_Priv_Id
	o
	-
	Private user identity (IMSI/IMPI) for used UE_Id
	

	UE_Trp
	m
	-
	Transport address to which GPI should be delivered
	The transport address used by the NAF when pushing GPI to the UE

	RAND
	m
	m
	RAND in UMTS AKA
	From GPI

	AUTN(*)
	m
	m
	AUTN or AUTN*
	From GPI

	App_Lbl
	m
	m
	UICC application identifier
	From GPI or other implicit agreement or information.

	NAF_Id
	m
	m
	Concatenation of NAF FQDN and Ua security protocol Id
	

	Enc_GPI
	m
	-
	Encrypted part of GPI plus MAC
	

	Mac_GPI
	m
	-
	BSF generated MAC over GPI
	

	UL_SA_Id
	m
	m
	Uplink NAF SA identity
	

	DL_SA_Id
	m
	m
	Downlink NAF SA identity
	

	Ks_NAF /

Ks_ext_NAF
	m
	m
	External NAF-key
	Ks_NAF is generated in GBA_ME based GBA-Push
Ks_ext_NAF is generated in GBA_U based GBA_Push

	Ks_int_NAF
	o
	o
	UICC internal NAF-key
	Ks_int_NAF is generated in GBA_U based GBA_Push

	Key_LT
	m
	m
	Requested NAF-Key life time
	

	Repl_Cnt
	o
	o
	Replay counter for outbound messages: First outbound message gets value 1
	Outbound; Defined when Ua protocol is GPL 

	Repl_Win
	o
	o
	Replay window for incoming messages: Initially the window is empty with highest received replay counter =0
	Inbound; Defined when Ua protocol is GPL


**** End of 2nd change *****

