Page 1



3GPP TSG SA WG2 Meeting #69 
(
S2-087407
Miami, USA, 17 - 21 November, 2008
	CR-Form-v9.4

	CHANGE REQUEST

	

	(

	23.060
	CR
	0743
	(

rev
	-
	(

Current version:
	8.2.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Corrections to PDP context procedures

	
	

	Source to WG:
(

	Ericsson

	Source to TSG:
(

	SA WG2

	
	

	Work item code:
(

	SAES
	
	Date: (

	11/11/2008

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
(

	Correction of details in PDP context  handling by an S4-SGSN
- 9.2.1:

The text indicates that "IPv4 address only" is allowed for PDN type v4v6. This differs from what is specified by TS 23.401 clause 5.3.1 and should be corrected.
- 9.2.2.1.1A, step A:

The Protocol Configuration Options parameter is missing in the Request Bearer Resource Modification message. The parameter is required to support NAS interaction in GERAN/UTRAN. 

- 9.2.2.1.1A, steps D and E
and
- 9.2.2.3A:

The term "S1-TEID" in the context of 23.060 is misleading since the S-GW anchors uplink GTP user payload tunnels originating from either SGSN or RNC and in this case not for the S1 interface.
- 9.2.3.3B:

A NAS Modify PDP Context Request from UE will in the normal case not lead to a deactivation of the PDP context.

The scenario where P-GW sends a Delete Bearer Request is an error case and should be removed from figure 72 d and from steps A and B of 9.2.3.3B.

- 9.2.3.3C: In line with the comment to 9.2.3.3.B as described above, the Delete Bearer Request needs to be removed and the dashed line in the figure changed to a solid line.

- 9.2.4.3A

and

- 9.2.4.3B: The caption of figure 77a and 77b says GGSN but should be PDN GW.

	
	

	Summary of change:
(

	Changes as described above.

	
	

	Consequences if 
(

not approved:
	Risk of misinterpretation / part of the specification remains inconsistent with missing input to work with stage 3 specifications.

	
	

	Clauses affected:
(

	9.2.1, 9.2.2.1.1A, 9.2.2.3A, 9.2.3.3B, 9.2.3.3C, 9.2.4.3A, 9.2.4.3B

	
	

	
	Y
	N
	
	

	Other specs
(

	
	
	 Other core specifications
(

	

	affected:
	
	
	 Test specifications
	

	
	
	
	 O&M Specifications
	

	
	

	Other comments:
(

	


********************** START OF 1st CHANGE *****************************

9.2.1
Static and Dynamic PDP Addresses

PDP addresses can be allocated to an MS in four different ways:

-
the HPLMN operator assigns a PDP address permanently to the MS (static PDP address);

-
the HPLMN operator assigns a PDP address to the MS when a PDP context is activated (dynamic HPLMN PDP address);

-
the VPLMN operator assigns a PDP address to the MS when a PDP context is activated (dynamic VPLMN PDP address); or

-
the PDN operator or administrator assigns a permanent or dynamic IP address to the MS (External PDN Address Allocation).

It is the HPLMN operator that defines in the subscription whether a dynamic HPLMN or VPLMN PDP address can be used. The HPLMN operator may assign a static PDP address in the PDP context subscription record. An MS implemented according to this version of the protocol does not support static PDP addresses, which are permanently configured in the MS and sent by the MS within the PDP context activation request. The handling of static addresses, which are sent by the MS, is retained in the SGSN in order to ensure backwards compatibility for MSs implemented according to earlier protocol releases.

For every IMSI, zero, one, or more dynamic PDP addresses per PDP type can be assigned. For every IMSI, zero, one, or more static PDP addresses per PDP type can be subscribed to.

When dynamic addressing from the HPLMN or the VPLMN is used, it is the responsibility of the GGSN or P-GW to allocate and release the dynamic PDP address.

When External PDN Address Allocation is used, the following applies for GGSN:

-
the PLMN may obtain a PDP address from the PDN and provide it to the MS during PDP context activation, or the MS may directly negotiate a PDP address with the PDN after the PDP context activation procedure is executed. If the PLMN provides the address during PDP context activation in case of External PDN Address Allocation, then it is the responsibility of the GGSN and PDN to allocate and release the dynamic PDP address by means of protocols such as DHCP or RADIUS. If DHCP is used, the GGSN provides the function of a DHCP Client. If RADIUS is used, the GGSN provides the function of a RADIUS Client. If the MS negotiates a PDP address with the PDN after PDP context activation in case of External PDN Address Allocation, it is the responsibility of the MS and the PDN to allocate and release the PDP address by means of protocols such as DHCP or MIP. In case of DHCP, the GGSN provides the function of a DHCP Relay Agent as defined in RFC 2131 [47] and RFC 1542 [45]. In case of MIP, the GGSN provides the function of a Foreign Agent as defined in RFC 3344 [46].

External PDN Address Allocation (including DHCP functionality) in P-GW is specified in TS 23.401 [89].

Only static PDP addressing is applicable in the network-requested PDP context activation case.

When SGSN is using S4 is PDP type IPv4v6 supported:

PDP types IPv4, IPv6 and IPv4v6 are supported. A PDP Context of PDP type IPv4v6 may be associated with one IPv6 address/prefix only or with both one IPv4 and one IPv6 address/prefix. PDP types IPv4 and IPv6 are utilised in case the MS and/or the GGSN or P‑GW support IPv4 addressing only or IPv6 addressing only; or operator preferences dictate the use of a single IP version type only, or the subscription is limited to IPv4 only or IPv6 only. In addition, PDP types IPv4 and IPv6 are utilised for interworking with nodes of earlier releases.

PDP types are set by the MS as follows:

-
An MS, which is IPv6 and IPv4 capable, shall request for PDP type IPv4v6.

-
An MS, which supports IPv4 addressing only, shall request for PDP type IPv4.

-
An MS, which supports IPv6 addressing, shall request for PDP type IPv6.

-
When the IP addressing capability of the MS is not known in the MS (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the MS shall request for PDP type IPv4v6.

In case the MS requests PDP type IPv4v6, but the operator preferences dictate the use of a single IP version only, the PDP type may be changed to a single address PDP type (IPv4 or IPv6) and a reason cause of "network preference" returned to the MS. In this case, the MS should not request another PDP context for the other PDP type. In case the MS requests PDP type IPv4v6, but the operator uses single addressing per PDP context due to interworking with nodes of earlier releases, the PDP type may be changed to a single address PDP type and a reason cause of "single address bearers only" returned to the MS. In this case the MS can request another PDP context for the other PDP type to the same APN with a single address PDP type (IPv4 or IPv6) other than the one already activated.

The mechanism used to allocate an IPv4 address to an MS depends on the MS and the network capabilities. The MS may indicate to the network within the Protocol Configuration Options element that the MS wants to obtain the IPv4 address with DHCPv4 as defined in RFC 2131 [47]:

-
the MS may indicate that it prefers to obtain an IPv4 address as part of the PDP context activation procedure. In such a case, the MS relies on the network to provide an IPv4 address to the MS as part of the PDP context activation procedure.

-
the MS may indicate that it prefers to obtain the IPv4 address after the PDP Context Activation by DHCPv4. That is, the network does not provide the IPv4 address for the MS as part of the PDP context activation procedures but sets the PDP address as 0.0.0.0. After the PDP Context establishment procedure is completed, the MS initiates the IPv4 address allocation by using DHCPv4 (see details in TS 29.061 [27] and RFC 2131 [47]).

If the MS does not send such an indication of address allocation preference, the network selects the IPv4 address allocation method based on per APN configuration.

********************** END OF 1st CHANGE *****************************

********************** START OF 2nd CHANGE *****************************

9.2.2.1.1A
Secondary PDP Context Activation Procedure, PDP Creation part, using S4

The procedure described in figure 66a shows only the steps, due to use of S4, that are different from the Gn/Gp variant of the procedure given by clause 9.2.2.1.1.
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Figure 66a: Secondary PDP Context Activation Procedure using S4

NOTE 1:
Steps A, D and E are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For a PMIP-based S5/S8, procedure parts (A1) and (A2) are defined in TS 23.402 [90]. Steps B, C and F concern GTP-based S5/S8.

A)
The SGSN validates the Activate Secondary PDP Context Request using the TI indicated by Linked TI. The same P-GW and S-GW addresses are used by the SGSN as for the already-activated PDP context(s) for that TI and PDP address.

NOTE 2:
The QoS parameters for the traffic flow aggregate are derived from the QoS Release 1999 profile.


The Procedure Transaction Id, PTI, is dynamically allocated by the SGSN for the Activate Secondary PDP Context procedure when using S4. The SGSN should ensure as far as possible that previously used PTI values are not immediately reused for the same MS. The SGSN shall store the relationship between the assigned PTI and the received Linked TI during the lifetime of the procedure. The PTI is released when the procedure is completed.


The SGSN sends the Request Bearer Resource Allocation (IMSI, LBI, PTI, QoS, TAD, RAT type, Protocol Configuration Options) message to the selected Serving GW. The same Serving GW is used by the SGSN as for the PDP Context identified by the Linked TI received in the Activate Secondary PDP Context Request message.

B)
The Serving GW sends the Request Bearer Resource Allocation (IMSI, LBI, PTI, QoS, TAD, RAT type, Protocol Configuration Options) message to the PDN GW. The Serving GW sends the message to the same PDN GW as for the EPS Bearer identified by the Linked Bearer Id. The PDN GW may interact with PCRF (refer to TS 23.203 [88]). The P GW/PCRF may restrict or increase, and negotiate the requested QoS as specified in clause "PDP Context Activation Procedure".

C)
If the request is accepted, the Dedicated Bearer Activation Procedure is invoked to establish a new EPS Bearer by the P-GW based on the RAT type and P-GW sends the Create Dedicated Bearer Request (IMSI, PTI, Bearer QoS, TFT, S5/S8-TEID, LBI, Protocol Configuration Options) message to the Serving GW. The PTI allocated by the SGSN is used as a parameter in the invoked Dedicated Bearer Activation Procedure to correlate it to the Activate Secondary PDP Context Procedure. This provides the SGSN with the necessary linkage to what PDP Context to be used for the new TFT. In case the request for prioritised QoS treatment is not accepted, the PDN GW sends a reject indication, which shall be delivered to the MS. A cause indicates the reason why the request was rejected.

D)
The Serving GW sends the Create Dedicated Bearer Request (IMSI, PTI, Bearer QoS, TFT, UL TEID, LBI, Protocol Configuration Options) message to the SGSN.

E)
The SGSN acknowledges the bearer activation to the Serving GW by sending a Create Dedicated Bearer Response (EPS Bearer Identity, DL TEID) message. The DL TEID value can be either the SGSN user plane TEID (2G or non-DT 3G) or the RNC user plane TEID.
F)
The Serving GW acknowledges the bearer activation to the PDN GW by sending a Create Dedicated Bearer Response (EPS Bearer Identity, S5/S8-TEID) message. The PDN GW may interact with PCRF (refer to TS 23.203 [88]).

********************** END OF 2nd CHANGE *****************************

********************** START OF 3rd CHANGE *****************************

9.2.2.3A
Network Requested Secondary PDP Context Activation Procedure using S4

The Network Requested Secondary PDP Context Activation Procedure allows the P-GW to initiate the Secondary PDP Context Activation Procedure towards the MS. The Network Requested Secondary PDP Context Activation Procedure when using S4 is illustrated in figure 69c.
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Figure 69c: Network Requested Secondary PDP Context Activation Procedure using S4

NOTE:
Steps 2‑7 and 9 are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [90]. Steps 1 and 8 concern GTP based S5/S8.

1.
The PDN GW uses the QoS policy to assign the bearer QoS, i.e., it assigns the values to the bearer level QoS parameters QCI, ARP, GBR and MBR; see TS 23.401 [89]. The PDN GW may have interacted with PCRF beforehand (refer to TS 23.203 [88]). The PDN GW sends a Create Dedicated Bearer Request message (IMSI, PTI, Bearer QoS, TFT, S5/S8 TEID, LBI, Protocol Configuration Options) to the Serving GW, the Linked EPS Bearer Identity (LBI) is the EPS Bearer Identity of a bearer for this MS and PDN connection. PTI is used as identifier in case there are multiple requests in parallel.

2.
The Serving GW sends the Create Dedicated Bearer Request (IMSI, PTI, Bearer QoS, TFT, UL TEID, LBI, CGI/SAI/RAI change report required, APN Restriction and Protocol Configuration Options) message to the SGSN.

3.
Same as step 2 in clause 9.2.2.3, where Linked NSAPI equals LBI and the Correlation-ID equals PTI. LBI and PTI are received from the S‑GW in the Create Dedicated Bearer Request message.

4.
The MS initiates the Secondary PDP Context activation procedure as described in clause 9.2.2.1.1.


The SGSN validates the Activate Secondary PDP Context Request using the TI indicated by Linked TI. The same S-GW and P‑GW addresses are used by the SGSN as for the already-activated PDP context(s) for that TI and PDP address.

5.
In A/Gb mode, security functions may be executed. These procedures are defined in clause "Security Function".

6a.
In Iu mode, RAB setup is done by the RAB Assignment procedure.

6b.
In A/Gb mode, BSS packet flow context procedures may be executed. These procedures are defined in clause "BSS Context".

7.
The SGSN acknowledges the bearer activation to the Serving GW by sending a Create Dedicated Bearer Response (EPS Bearer Identity, DL TEID, PTI) message. The DL TEID value can be either the SGSN user plane TEID (2G or non-DT 3G) or the RNC user plane TEID.

8.
The Serving GW acknowledges the bearer activation to the PDN GW by sending a Create Dedicated Bearer Response (EPS Bearer Identity, S5/S8-TEID, PTI) message. The PDN GW may interact with PCRF (refer to TS 23.203 [88].

9.
Same as step 7 in clause 9.2.2.1.1.

********************** END OF 3rd CHANGE *****************************

********************** START OF 4th CHANGE *****************************

9.2.3.3B
Execution part of MS-Initiated Modification Procedure using S4

The procedure described in Figure 72d shows only the steps, due to use of S4, that are different from the Gn/Gp variant of the procedures given by clause 9.2.3.3.
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Figure 72d: Execution part of MS-Initiated Modification Procedure using S4

NOTE:
Step B is common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For a PMIP-based S5/S8, procedure step (B1) is defined in TS 23.402 [90]. Step A concern GTP based S5/S8.

A)
The PDN GW generates the TFT and updates the EPS Bearer QoS to match the aggregated set of service data flows.

The PDN GW sends an Update Bearer Request (TEID, EPS Bearer Identity, PTI, EPS Bearer QoS, APN-AMBR, TFT, Protocol Configuration Options, Prohibit Payload Compression, APN Restriction, CGI/SAI/RAI change report required) message to the Serving GW. The Procedure Transaction Id (PTI) parameter is used when the procedure was initiated by a UE Requested Bearer Resource Modification Procedure - see TS 23.401 [89] clause 5.4.5. For APN-AMBR, the EPS bearer identity must refer to a non-GBR bearer.

B)
The Serving GW sends an Update Bearer Request (PTI, EPS Bearer Identity, EPS Bearer QoS, TFT, APN AMBR, Protocol Configuration Options, Prohibit Payload Compression, APN Restriction, CGI/SAI/RAI change report required) message to the SGSN.

9.2.3.3C
Response part of MS-Initiated Modification Procedure using S4

The procedure described in Figure 72e shows only the steps, due to use of S4, that are different from the Gn/Gp variant of the procedures given by clause 9.2.3.3.
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Figure 72e: Response part of MS-Initiated Modification Procedure using S4

NOTE:
Steps A is common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For a PMIP-based S5/S8, procedure step (C1) is defined in TS 23.402 [90]. Step B concern GTP based S5/S8.

A)
The SGSN acknowledges the bearer modification by sending either an Update Bearer Response (TEID, EPS Bearer Identity, DL TEID and DL Address, DTI) message to the Serving GW.

B)
The Serving GW acknowledges the bearer modification or deletion by sending an Update Bearer Response (TEID, EPS Bearer Identity) message to the PDN GW. The PDN GW may interact with PCRF (refer to TS 23.203 [88]).

C)
The Serving GW acknowledges the bearer modification to the SGSN by sending an Update Bearer Response (TEID, EPS Bearer Identity, Cause) message.

********************** END OF 4th CHANGE *****************************

********************** START OF 5th CHANGE *****************************

9.2.4.3A
PDN GW initiated Bearer Deactivation Procedure using S4, part 1

The procedure described in figures 77 shows only the steps, due to use of S4, that are different from the Gn/Gp variant of the procedure given by clause 9.2.4.3.
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Figure 77a: PDN GW initiated Bearer Deactivation Procedure using S4, part 1
NOTE:
Step B) is common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For a PMIP-based S5/S8, procedure step (A1) is defined in TS 23.402 [90]. Step A) concern GTP based S5/S8.

A)
The PDN GW sends a Delete Bearer Request (TEID, EPS Bearer Identity, Cause) message to the Serving GW. This message may include an indication that all bearers belonging to that PDN connection shall be released. The PDN GW may have interacted with PCRF beforehand (refer to TS 23.203 [88]).


If the Delete Bearer Request message is sent due to "handover without optimization from 3GPP to non-3GPP" then the PDN GW includes the 'Cause' IE set to ' RAT changed from 3GPP to Non-3GPP'.

B)
The Serving GW sends the Delete Bearer Request (TEID, EPS Bearer Identity, Cause) message to the SGSN. This message can include an indication that all bearers belonging to that PDN connection shall be released.


If all the bearers belonging to a UE are released due to "handover without optimization from 3GPP to non-3GPP", the SGSN changes the MM state of the UE to IDLE (GERAN network) or PMM-DETACHED (UTRAN network).

9.2.4.3B
PDN GW initiated Bearer Deactivation Procedure using S4, part 2

The procedure described in figures 77b shows only the steps, due to use of S4, that are different from the Gn/Gp variant of the procedure given by clause 9.2.4.3
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Figure 77b: PDN GW initiated Bearer Deactivation Procedure using S4, part 2
NOTE:
Step A) is common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For a PMIP-based S5/S8, procedure step (B1) is defined in TS 23.402 [90]. Step B) concerns GTP-based S5/S8.

A)
The SGSN deletes the bearer context related to the deactivated EPS bearer and acknowledges the bearer deactivation to the Serving GW by sending a Delete Bearer Response (TEID, EPS Bearer Identity) message.

B)
The Serving GW deletes the bearer context related to the deactivated EPS bearer and acknowledges the bearer deactivation to the PDN GW by sending a Delete Bearer Response (TEID, EPS Bearer Identity) message. The PDN GW may interact with PCRF (refer to TS 23.203 [88]).
********************** END OF 5th CHANGE *****************************
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