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Work Item Description

Title

Feasibility Study on Service Specific Access Control in EPS (FS_SSAC)
Is this Work Item a "Study Item"? (Yes / No):
Yes
1

3GPP Work Area

	X
	Radio Access

	X
	Core Network

	X
	Services


2

Linked work items

None identified
3

Justification

In an emergency situation, like Earthquake or Tsunami, degradation of quality of service and lack of security may be experienced. Degradation in service availability and performance can be accepted in such situations but mechanisms are desirable to minimize such degradation and maximize the efficiency of the remaining resources.

When Domain Specific Access Control (DSAC) mechanism was introduced for UMTS, the original motivation was to enable PS service continuation during congestion in CS Nodes in the case of major disaster like Earthquake or Tsunami.

In fact, the use case of DSAC in real UMTS deployment situation has been to apply access control separately on different types of services, such as voice and other packet-switched services.
For example, people’s psychological behaviour is to make a voice call in emergency situations and it is not likely to change.  Hence, a mechanism will be needed to separately restrict voice calls and other services.
EPS is a PS-Domain only system, so DSAC access control would not be applied anymore in case of disaster. 
So SSAC should study what specific features are recommended when the network is subjected to decreased capacity and functionality. Considering the characteristics of voice and non-voice calls in EPS, requirements of the SSAC could be to restrict the voice calls and non-voice calls separately.
For a normal paid service there are QoS requirements. The provider can choose to shut down the service if the requirements cannot be met. In an emergency situation the most important thing is to keep communication channels uninterrupted, therefore the provider should preferably allow for a best effort (degradation of) service in preference to shutting the service down. During an emergency situation there should be a possibility for the service provider also to grant services, give extended credit to subscribers with accounts running empty. Under some circumstances (e.g. the terrorist attack in London on the 7 of July in 2005 [18]), overload access control may be invoked giving access only to authorities or a predefined set of users. It is up to national authorities to define and implement such schemes.
4

Objective

To study use-cases and clarify issues in SSAC Access Control in EPS.
To study the requirements for providing SSAC Access Control in EPS.
5

Service Aspects

This study should focus on EPS.

6

MMI-Aspects



None identified
7

Charging Aspects



None identified
8

Security Aspects



None identified
9
Impacts 

	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	
	X
	X
	X
	

	No
	X
	
	
	
	

	Don't know
	
	
	
	
	X


10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 22.XXX
	Study on Service Specific Access Control in EPS
	SA1
	
	SA #42
	SA #43
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments
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Work item rapporteur(s)
Frederic Thepot (NTT DoCoMo Inc.), (thepot@docomolab-euro.com)
12

Work item leadership

Primary responsibility: SA1
13

Supporting Companies

NTT DoCoMo, NEC, OKI, KDDI, SOFTBANK MOBILE Corp.
14

Classification of the WI (if known)

	X
	Study Item (no further information required)

	
	Feature (go to 14a)

	
	Building Block (go to 14b)

	
	Work Task (go to 14c)


14a
The WI is a Feature: List of building blocks under this feature

(list of Work Items identified as building blocks)

14b
The WI is a Building Block: parent Feature 

(one Work Item identified as a feature)

14c
The WI is a Work Task: parent Building Block

(one Work Item identified as a building block)
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