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1
Scope

The present document is part of a series of documents that specify charging functionality and charging management in GSM/UMTS and EPS networks. The GSM/UMTS and EPS core network charging architecture and principles are specified in the present document, which thus provides an umbrella for other charging management TSs that specify:

· the content of the CDRs per domain / subsystem /service (offline charging);

· the content of real-time charging events per domain / subsystem /service (online charging);

· the functionality of online and offline charging for those domains / subsystems / services;

· the interfaces that are used in the charging framework to transfer the charging information (i.e. CDRs or charging events).

The purposes of the present document are:

· to lay down common principles of charging in the network; and

· to specify a logical common charging architecture that applies to all 3GPP domains, subsystems and services.

A set of domain/subsystem/service specific TSs covers the bearer (CS, PS, WLAN domains), subsystem (IMS) and service (MMS, LCS, etc.) levels, respectively, in the 32.25x, 32.26x and 32.27x TS number range. These TSs describe the mapping of the common architecture specified in the present document onto the specific domain/subsystem/service and the scenarios and information for online and offline charging that are specific to the domain/subsystem/service. They are commonly referred to as the “middle tier (charging) TSs”.

A set of TSs in the 32.29x range covers common aspects such as CDR parameter and syntax descriptions, online and offline charging applications, and the charging interactions within the network (CDR transfer) as well as between the network and the Billing Domain (CDR file transfer).

The complete document structure for these TSs is outlined in the following figure.
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Figure 1: Charging specifications structure

All terms, definitions and abbreviations used in the present document, that are common across 3GPP TSs, are defined in the 3GPP Vocabulary, 3GPP TR 21.905 [100]. Those that are common across charging management in GSM/UMTS and EPS domains, services or subsystems are provided in the present document (umbrella TS), and are copied into clause 3 of the other TSs depicted in the figure, for ease of reading. Finally, those items that are specific to the present document are defined exclusively in the present document.

Furthermore, requirements that govern the charging work are specified in 3GPP TS 22.115 [102].
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3.1
Definitions

…
packet switched domain: domain in which data is transferred between core network elements. 
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3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

3G
3rd Generation

3GPP
3rd Generation Partnership Project

AF
Application Function

AMF
Account Balance Management Function

AoC
Advice of Charge

APN
Access Point Name

AS
Application Server

BD
Billing Domain

BS
Bearer Services

BSC
Base Station Controller

BSS
Base Station Subsystem

BTS
Base Transceiver Station

CAMEL
Customized Applications for Mobile network Enhanced Logic

CAP
CAMEL Application Part

CDF
Charging Data Function

CDR
Charging Data Record

CG
Charging Gateway

CGF
Charging Gateway Function

CS
Circuit Switched

CSCF
Call Session Control Function (I-Interrogating; P-Proxy; and S-Serving)

CTF
Charging Trigger Function

EBCF
Event Based Charging Function

ECUR
Event Charging with Unit Reservation

EIR
Equipment Identity Register
EPS
Evolved Packet System
E-UTRAN
Evolved Universal Terrestrial Radio Access Network

FQPC
Fully Qualified Partial CDR

GGSN
Gateway GPRS Support Node

GMLC
Gateway MLC

GMSC
Gateway MSC

GPRS
General Packet Radio Service

GSM
Global System for Mobile communication

gsmSCF
GSM Service Control Function

gsmSSF
GSM Service Switching Function

GSN
GPRS Support Node (either SGSN or GGSN)

HLR
Home Location Register

HPLMN
Home PLMN

HSCSD
High Speed Circuit Switched Data

IBCF
Interconnect Border Control Function

IEC
Immediate Event Charging

IETF
Internet Engineering Task Force

IMEI
International Mobile Equipment Identity

IMS GWF
IMS GateWay Function

IMS
IP Multimedia Subsystem

IMSI
International Mobile Subscriber Identity

IP
Internet Protocol

ISC
IMS Service Control

ISDN
Integrated Services Digital Network

ITU-T
International Telecommunication Union - Telecommunications standardization sector

LAC
Location Area Code

LAN
Local Area Network

LCS
Location Services

MAP
Mobile Application Part

ME
Mobile Equipment

MGW
Media GateWay

MLC
Mobile Location Center

MMI
Man-Machine Interface

MMS
Multimedia Messaging Service

MMSE
Multimedia Messaging Service Environment

MO
Mobile Originated

MOC
MO Call

MRF
Media Resource Function

MRFC
MRF Controller

MS
Mobile Station

MSC
Mobile Services Switching Centre

MSISDN
Mobile Station ISDN number

MT
Mobile Terminated

MTC
MT Call

NE
Network Element

OCF
Online Charging Function

OCS
Online Charging System

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rules Function
PDN
Packet Data Network

PDP
Packet Data Protocol, e.g. IP 

PLMN
Public Land Mobile Network

PoC
Push-to-talk over Cellular

PS
Packet-Switched

PSPDN
Packet-Switched Public Data Network

QoS
Quality of Service

RF
Rating Function

RNC
Radio Network Controller

RNS
Radio Network Subsystem

RPC
Reduced Partial CDR

SBCF
Session Based Charging Function

SCCP
Signalling Connection Control Part

SCF
Service Control Function

SCUR
Session Charging with Unit Reservation

SGSN
Serving GPRS Support Node

SIM
Subscriber Identity Module

SMS
Short Message Service

SSF
Service Switching Function

TAP
Transferred Account Procedure

TR
Technical Report

TS
Technical Specification

UE
User Equipment

UMTS
Universal Mobile Telecommunications System

USIM
Universal SIM

VAS
Value Added Service

VLR
Visitor Location Register

VMSC
Visited MSC

VPLMN
Visited PLMN 


WLAN


Wireless LAN
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4.1
Charging mechanisms

GSM/UMTS/EPS networks provide functions that implement offline and/or online charging mechanisms on the bearer (e.g. EPC), subsystem (e.g. IMS) and service (e.g. MMS) levels. In order to support these charging mechanisms, the network performs real-time monitoring of resource usage on the above three levels in order to detect the relevant chargeable events. The charging levels are further described in clause 5.3.

In offline charging, the resource usage is reported from the network to the Billing Domain after the resource usage has occurred. In online charging, a subscriber account, located in an online charging system, is queried prior to granting permission to use the requested network resource(s).

Typical examples of network resource usage are a voice call of certain duration, the transport of a certain volume of data, or the submission of a MM of a certain size. The network resource usage requests may be initiated by the UE (MO case) or by the network (MT case).

Offline and online charging may be performed simultaneously and independently for the same chargeable event. Clause 5.5 provides further insight into potential utilisation of the charging information produced by the offline and online charging mechanisms.
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4.2
High level common architecture

The architectural differences between the domains (e.g. PS), services (e.g. MMS) and subsystems (e.g. the IMS) affect the way in which the charging functions are embedded within the different domains, services and subsystems. However, the functional requirements for charging are always the same across all domains, services and subsystems. This clause describes a common approach for the definition of the logical charging functions, which provides a ubiquitous logical charging architecture for all GSM and UMTS network domains, subsystems and services that are relevant for charging standardisation.

It should be noted that this common charging architecture provides only a common logical view and the actual domain / service / subsystem specific charging architecture depends on the domain / service / subsystem in question. The physical mapping of the common logical architecture onto each domain, subsystem or service is described in the respective middle tier charging TS, i.e. the TSs 32.25x, 32.26x and 32.27x number range.

Figure 4.2 provides an overview of the logical ubiquitous charging architecture and the information flows for offline and online charging. The common charging functions are detailed further in clauses 4.3.1 for offline charging and 4.3.2 for online charging. The reference points are further specified in clause 4.4. 



[image: image3]
NOTE:
The Service-NE are defined in the 3GPP specification range of TS 32.27x.

Figure 4.2: Logical ubiquitous charging architecture and information flows

Figure 4.2 includes all network elements / systems (top to bottom: CS-NE all the way through to the PCEF) for which charging is defined within 3GPP standards. The arrows indicate logical information flows on the Rf, Wf, Ga, Bx, ISC, Ro, Wo, CAP, and Gy reference points. No inference should be drawn from the figure with respect to the physical implementation of interfaces and charging functions.

NOTE 1: 
On the PCEF, 3GPP TS 23.203 [71] specifies the Gy reference point for online flow based bearer charging and the Gz reference point for offline flow based bearer charging. However, from the charging architecture perspective, these reference points are functionally equivalent to the Ro and Ga reference points, respectively. Therefore, Ga and Ro are used throughout the present document also in conjunction with PCEF charging. This simplification ensures a consistent architectural view, as specified below, for all online and offline charging architectural aspects. Refer to clause 5.3.1.2 for a description of flow based bearer charging.
Editor’s note: The Offline Charging interface at the S-GW is subject for further consideration.
NOTE 2:
On WLAN, 3GPP TS 23.234 [210] specifies the Wo reference point for WLAN online charging and the Wf reference point for WLAN offline charging. However, from the charging architecture perspective, these reference points are functionally equivalent to the Ro and Rf reference points, respectively. Therefore, Rf and Ro are used throughout the present document also in conjunction with WLAN charging. This simplification ensures a consistent architectural view, as specified below, for all online and offline charging architectural aspects.
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4.3.2.2.1
Online Charging Function

The Online Charging Function (OCF) consists of two distinct modules, namely the Session Based Charging Function (SBCF) and the Event Based Charging Function (EBCF).

The Session Based Charging Function is responsible for online charging of network / user sessions, e.g. voice calls, IP CAN bearers, IP CAN session or IMS sessions. 

The Event Based Charging Function performs event-based online charging (also referred to as “content charging”) in conjunction with any application server or service NE, including SIP application servers.

Online charging in the CS and PS domains may be performed using the CAP reference point from the MSC and SGSN, respectively, to the Online Charging Function (refer to 3GPP TS 23.078 [207] for details on CAP). Online charging communication between the S-CSCF and the SBCF is described in clause 4.3.2.2.2. All other network elements employ the Ro reference point for online charging (refer to 3GPP TS 32.299 [50]). Refer to 3GPP TS 32.296 [53] for details on the relation between the network elements (i.e. the embedded online enhanced CTF) and the SBCF or EBCF, respectively.
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5.1
Charging data generation and quota supervision

The CTF embedded in all charging relevant network elements collects charging information within the NE concerning the use of network resources by the mobile end users. These network resources may pertain to bearer (e.g. CS, PS, WLAN), subsystem (e.g. IMS sessions) or service (e.g. MMS) usage / consumption. The various charging levels are further described in clause 5.3.

The purpose of offline charging is to transform the charging information into CDRs that are post-processed within the Billing Domain, e.g. for the purpose of generating bills. While the collection of charging information used for the CDRs occurs during the network resource usage, there is no impact of offline charging on the use of the resources. All activities involved in the transformation of the charging information into end user bills, and the collection of the end user charges incurred in these bills, occur offline to, or after, the network resource usage.

The purpose of online charging is to furnish charging information to the OCS in order to perform credit control before the network resource usage is permitted. To this end, a prepaid subscriber account has to exist in the OCS, against which the resource usage can be billed. Hence all activities to assess the requested resource usage, to determine its value in monetary or other units, and to debit these units from the subscriber account, must occur prior to or at least, during the resource usage, i.e. online with respect to resource usage. Depending on the circumstances, a final evaluation must occur when resource usage ends. Hence, two cases must be distinguished:

· Direct Debiting: the requested resource can be determined and billed in a one-off procedure. In that case, the resource usage is debited from the subscriber account immediately when processing the charging event, and the permission for the resource usage is returned to the network. An example of this may be the forwarding of a terminating short message from the MSC to the end user. In this scenario, it is generally required that the network can guarantee resource usage execution in order to avoid over-billing the user.

· Unit Reservation: the OCS cannot a priori know the amount of resources that the end user may eventually consume, or it cannot be assumed a priori that the resource usage request can be (completely) fulfilled. In this case, a certain amount of (monetary or non-monetary) units is blocked, or reserved, on the subscriber’s account on the OCS, and permission to use an amount of resources that matches the unit reservation is returned to the network. When the granted units have been used or a new, not yet authorised chargeable event occurs, the network must send a new request for unit allocation to the OCS. When resource usage has been executed, the actual amount of resource usage (i.e. the used units) must be returned by the NE to the OCS so that eventually over-reserved amounts can be re-credited to the subscriber account, assuring that the correct amount gets debited.

Charging information is collected by the CTF based on chargeable events that describe the user(s) and their requested network resource usage. The chargeable events are specific to each domain / service / subsystem and specified in the respective middle tier charging TS. For each chargeable event, a matching charging event is formed and immediately sent to its destination, i.e. the CDF in offline charging or the OCF in online charging. Again, the event information is specific to the domain / service / subsystem and defined in the respective middle tier charging TS. While the accounting metrics (provided by the Accounting Metrics Collection part of the CTF) used in online and offline charging are generally identical, the information comprising chargeable events (determined by the Accounting Data Forwarding part of the CTF) may be different between online and offline charging. Note also that online and offline charging may occur simultaneously, i.e. for the same resource usage the CTF may send an offline charging event to the CDF and an online charging event to the OCF. In that particular case, credit control occurs for that resource usage but at the same time, CDRs are created in offline charging.  Alternatively, if CDRs are required for online charged resource usage, this can be achieved by generating these CDRs in the OCS, as depicted in clause 4.3.2.3.

Both online and offline charging can be categorised into two distinct classes, namely event based charging and session based charging. Event based charging implies that a chargeable event is defined as a single end-user-to-network transaction, e.g. the sending of a multimedia message. This chargeable event is then mapped to an appropriate charging event, resulting in a single CDR or in a single credit control and resource usage authorisation procedure. In contrast, session based charging is characterised by the existence of a user session, such as a circuit call, a IP CAN bearer, or an IMS session. This user session is then matched by a charging session, resulting in the generation of multiple chargeable/charging events and the creation of one or more CDRs in offline charging or the performance of a credit control session in online charging. The following paragraphs describe the event versus session based charging in more detail for both online and offline charging.

-
Event based charging. The (chargeable) event is recognised in the NE that handles it, based on e.g. signalling exchange between the user equipment and the NE. The event is then mapped onto a single charging event as specified in the middle tier charging TS that applies to that NE.

-
In online charging, the charging event is transferred to the EBCF via the Ro or CAP reference point, and the chargeable event is authorised after successfully performing credit control on the subscriber account. The complete procedure must occur in real-time. If the chargeable event is not authorised by the OCS (e.g. when the subscriber account does not contain sufficient credit), the NE rejects the resource usage pertaining to that chargeable event.

-
The event charging procedure may occur with or without reservation of units from the subscriber’s account (“Event Charging with Unit Reservation” (ECUR) or “Immediate Event Charging” (IEC), respectively), as described above. Furthermore, if the procedure does include reservation, the OCS may choose to authorise one or more occurrences of the chargeable event (i.e. allot one or more “service” units). For example, multiple short messages may be authorised upon the first SMS request from the user.

-
In offline charging, the charging event is transferred to the CDF via the Rf reference point. The CDF produces a matching CDR, which is then sent to the CGF via the Ga reference point. The CDR will eventually be transferred to the BD in a CDR file, together with other CDRs of the same or different types, according to file transfer configuration by the operator. While there is no real-time requirement on any particular part of this procedure, the system should be capable of completing the process from the detection of the chargeable event up to, and including, CDR transfer to the CGF, in near real-time.

-
Session based charging. The start of the user session is recognised by the NE that handles the session, based on e.g. signalling exchange between the user equipment and the NE. This chargeable event is then mapped onto a charging event as specified in the middle tier charging TS that applies to that NE.

-
In online charging, an “initial” charging event (session start) is transferred to the SBCF via the Ro or CAP reference point and the start of the user session is authorised after successfully performing credit control on the subscriber account. The NE may delay the actual start of the user session until authorisation has been obtained (cf. 4.3.2.1). As there is no information available at this time concerning the overall evaluation of the session (e.g. complete duration or data volume of the session), session based charging always involves reservation of units from the subscriber’s account (“Session based Charging with Unit Reservation” (SCUR)): the OCS reserves credit from the subscriber account and returns the corresponding quota (e.g. units specifying the number of minutes or bytes allowed) to the NE. The NE, in turn, uses the provided quota to supervise the actual network resource consumption. In the case that another chargeable event occurs for the session, the network element issues an “interim” charging event in order to also authorise this new chargeable event. When the quota is used up, the network element either issues another interim charging event, requesting further units to be allotted, or terminates the session if previously instructed to do so by the OCS. Once the session is terminated in the network element, the consumed units are reported back to the OCS with a “final” charging event. The credit control session is then terminated, and the OCS returns the value of any unused quota (as reported by the NE) to the subscriber’s account. The complete procedure of receiving, processing and responding to an online charging event, must occur in real-time. Note that this procedure can occur in parallel for several concurrent services running on the same user session.


For each charging event received during the session, the OCS decides whether to authorise the resource usage or whether to decline the request (e.g. when the subscriber account does not contain sufficient credit). If, at any time within the session, the OCS determines not to authorise the chargeable event, it rejects the request sent by the network element, causing the NE to disallow the resource usage pertaining to that chargeable event. It must be noted that this does not necessarily terminate the user session. E.g. in the case of credit exhaustion, the session could be redirected to a credit recharging site.

-
In offline charging, the “initial” charging event is transferred to the CDF via the Rf reference point. Upon termination of the subscriber session, or when a new chargeable event occurs (as specified in the respective middle tier charging TS), further charging events (“final” or “interim” events, respectively) are sent for the session from the NE to the CDF. The CDF formats one or more of these events into CDRs according to CDR formats specified in the middle tier TSs, and in accordance with CDR generation triggers configured by the operator. Upon its completion, the CDR will be sent forward to the CGF via the Ga reference point, and a new CDR will be opened by the CDF for the same session. Finally, the CDRs will eventually be transferred to the BD in a CDR file, together with other CDRs of the same or different types, according to file transfer configuration by the operator.

The system should be capable of completing the process of chargeable event detection and charging event forwarding, CDR generation / closure and CDR forwarding as closely as possible in real-time. However, a significant time may pass between the reception of the first charging event for a CDR and the time the CDR is closed, depending on the CDR generation triggers configured by the operator.

For both event and session based charging, it has been specified above that the NE shall disallow the requested resource usage when the associated chargeable event is not authorised by the OCS. The most typical case for the OCS to refuse authorisation is the expiry of the subscriber account. However, depending on operator policy, even in the case of account expiry the OCS may determine to allow the resource usage to occur / to continue. For example, if the interruption of the user session renders the complete session useless to the end user, it would be unfair to debit the user’s account for the portion of the session that was executed. While the decision making procedures and the special treatment of this situation are internal to the OCS, the important aspect to note is that the OCS must grant authorisation towards the network in order to allow the event to occur or the session to continue, effectively making the event or (remainder of the) session free of charge.

Clause 5.2 provides a detailed analysis of the possible relationships between charging events, credit control processes, CDRs and CDR files as well as their triggers.

Both Charging Data Record and online charging data generation and contents should be flexible and unnecessary redundancy in data should be avoided. Clause 5.4 describes how the generation of charging data can be configured by the network operator in order to support the above requirement.

Charging data are collected for successful and selected unsuccessful resource usage attempts. The resource usage attempt is seen as being successful in the network element (where the chargeable event is detected) when the user event is successfully completed, or the user session has started. Further details, such as the indication of failure and failure reasons in charging events and CDRs, are specified in the middle tier charging TSs.

NOTE:
Some of the terminology used in this clause differs from IETF RFC 4006 [402] that forms the basis for the online charging application. For example, the DCCA uses “session” and “event” more in terms of the credit control protocol rather than in terms of user activity, as the present document does. The mapping of the concepts and terminology used to describe the concepts, is described in 3GPP TS 32.299 [50].
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5.2.2
Charging Data Transfer in Online Charging

In online charging, charging events mirroring the resource usage request of the user are transferred from the CTF to the OCF via the Ro reference point. The CTF determines whether the request corresponds to an user / network event (event based charging, e.g. MMS) or whether a session shall be started (session based charging, e.g. IP CAN bearer). Generally, this property is built into the network capability, or service, that the NE provides, and described in the middle tier charging TSs.

Note that 3GPP TS 23.078 [207] also specifies online charging capability in the SGSN and MSC based on CAMEL, i.e. using the CAP reference point towards the OCS. This functionality is outside the scope of the present document.

In event based charging, a network / user event (e.g. MM submission) corresponds to a single chargeable event. In session based charging, at least two chargeable events are needed, one each to describe the start and the end of the session, respectively. Multiple interim events are possible in order to describe changes of session characteristics (e.g. change of IP CAN bearerQoS or change of IMS session media types), or when certain limits, e.g. time or volume, are exceeded. The CTF transforms each chargeable event into a charging event and forwards these charging events to the OCF in real-time.

For event based charging, the credit control procedure in the OCS may or may not involve reservation of units from the subscriber account, as described in clause 5.1. In the case of event based charging without reservation (IEC):

-
The CTF forwards the charging event to the OCS;

-
The OCS determines the value of the requested resource usage and debits this value from the subscriber account;

-
The OCS returns the resource usage authorisation to the network element;

-
The network element executes the resource usage according to the user request and the OCS authorisation.

The following exceptions and abnormal cases are defined for the IEC scenario:

1)
The OCS rejects the resource usage request. In this case, the NE disallows the resource usage.

2)
Subsequent to resource usage authorisation and execution of the resource usage, the resource usage fails and the CTF may return the failure to the OCS to initiate a refund for the original resource usage.

NOTE 1:
The triggering of the refund action is implementation and service dependent.

If the credit control procedure does involve reservation (ECUR):

-
The CTF forwards the charging event to the OCS;

-
The OCS determines the value of the requested resource usage and reserves this value from the subscriber account;

-
The OCS returns the resource usage authorisation to the network element;

-
The network element executes the resource usage according to the user request and the OCS authorisation.

-
After completion (or failure) of the resource usage, the NE informs the OCS accordingly about the completion or failure;

-
In line with the result report from the network element, the OCS either debits the reserved amount from the subscriber account (success), or it returns the reserved amount back to the subscriber account (failure).

The following exceptions and abnormal cases are defined for the ECUR scenario:

1)
The OCS rejects the resource usage request. In this case, the NE disallows the resource usage.

2)
The resource usage execution fails, e.g. due to network failure or user abort. In this case, the network element informs the OCS of the failure, and the previously reserved amounts are returned onto the subscriber account.

NOTE 2: 
Returning previously reserved amounts of units to the user’s account is up to operator policy in the OCS. The authorization of multiple chargeable events as per the “event based charging” description in clause 5.1 is not yet covered in the above scenario.

Session based online charging always involves reservation within the credit control procedure (SCUR), as there is no way for the OCS to predict the amount of resource usage that occurs during the user session. To begin with, the CTF forward generates a charging chargeable event that corresponds to the resource usage request and maps onto the user session, and forwards it to the OCF. In the OCS, the online charging session is started and a certain amount reserved from the user subscriber account. This amount is determined by the OCS based on the information in the charging event and on local configuration, i.e. operator policy. A resource usage quota, matching the reserved amount, is then returned by the OCS, at which point the user session starts in the NE. Further charging events are sent from the NE to the OCS upon the detection of further chargeable events within the session .e.g. the expiry of in intervals configured on the NE or instructed by the OCS, or when the authorised quota expires, or when session characteristics change (e.g. change of QoS of a IP CAN bearer). The OCS then furnishes a new quota to the NE as required, or rejects the charging event, e.g. due to expiry of credit on the subscriber account. The OCS also furnishes the NE’s behaviour on quota expiry (termination action). When the user session terminates normally in the NE, a final statement on the actually used network resources is returned to the OCS, enabling the OCS to calculate the final value of the actual resource usage session and to properly debit the corresponding final amount from the subscriber account (possibly resulting in a re-crediting of previously reserved amounts). This also terminates the credit control session for the particular user session. The following exceptions and abnormal cases are defined for the SCUR scenario:
1)
For optimisation purposes, the network element may allow the user session to start prior to receiving the initial authorisation from the OCS, i.e. prior to the start of the credit control session.

2)
The OCS rejects the initial resource usage request at session start, i.e. no credit control session is started. In this case, the NE disallows the start of the session or, if the session was already allowed to start as described in item 1 above, enforces the termination of the user session.

3)
The OCS rejects the resource usage request in mid session. In this case, the NE’s behaviour conforms to the instruction returned by the OCS, e.g.:

-
terminate the user session;

-
limit the characteristics of the user session, e.g. allow only Web/WAP pages that are free of charge;

-
direct the session to a special notification site or an account recharging server

4)
The OCS may send unsolicited termination commands with the same effect as described in item 3 above.

5)
Unexpected termination of user session, e.g. due to network failure or due to user abort. In this case, the behaviour of the network is as specified above for session termination, but all available information of the failure is returned to the OCS in the final statement. Further action of the OCS in regard of calculating the session value and debiting or crediting the user’s account depends on the exact circumstances and operator policy.

In any of the above cases, the termination of the user session coincides with the termination of the credit control session, e.g. even when a user session is allowed to continue upon account expiry, the credit control session will also continue, but “zero” rated.

NOTE 3:
the intention of the above clause is not to enforce closing the user session when the credit control session breaks down.

It is important for operators to carefully consider the reservation policy on the OCS. On the one hand, if small amounts are reserved, the NE must renew the authorisation very frequently, creating high signalling and processing loads. Additionally, this policy has a comparatively high likelihood of longer, or higher-value, user sessions being forcefully terminated due to expiry of the subscriber account after many small quotas have been used for small chunks of the subscriber session. In contrast, assigning high reservations avoids the above problems, but may interdict the user from the execution of additional, parallel resource usages: due to the high previous reservation, there is no credit left on the account for another resource usage request. The situation described in this paragraph is particularly complex when correlation between multiple charging levels is necessary, see clause 5.3.4. A potential method of relieving this problem is the pooling of credit quotas as described in clause 5.5.2 below.

The middle tier charging TSs specify the chargeable events and the content of the associated charging events and responses. 3GPP TS 32.299 [50] specifies the interface application for the Ro reference point, including the message types and the domain / subsystem / service independent contents of the messages. In addition to the credit control functions, the OCS may also be capable of producing CDRs based on the execution of the above credit control procedures. To this end, the OCS must implement a CDF, and it uses the Ga and Bo reference points to forward its CDRs to a CGF and the CDR files to the BD. These functions of the OCS, however, are outside the scope of 3GPP standardisation.

	Next Modified Section


5.3.4
Charging data correlation

The charging data correlation combines charging events generated by CTF while they are belong to the same bearer / session / service resource usage. The correlation provides an association of charging information for the mobile subscriber’s resource usage.

The correlation is based on specific access network charging identifier:

· Circuit Switched domain: MSC address and Call Reference Number;

· Packet Switched domain: P-GW address and EPC Charging ID;

· WLAN Access:  PDG address and WLAN Charging ID;

· Fixed Broadband Access: Multimedia Charging ID;

· IM Subsystem: IMS Charging Identifier.

The charging information has to be aggregate for the same charging session and correlate for the same service.

	End of modifications
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