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1. Overall Description:

CT1 thanks RAN2 for their LS (C1-081624/R2-081964) on CSG requirements for UTRA/E-UTRA and would like to provide feedback on some of the items RAN2 have expressed their views on. When discussing this RAN2 LS, CT1 also noted that the subject matter of the LS should also be of interest to RAN3 and so take this opportunity to copy our feedback along with attaching the LS from RAN2 to RAN3.

For the following items, CT1 wishes to provide feedback.

On the item of HeNB identifier brought up in the LS (C1-081624/R2-081964)
The text agreed by SA on HeNB identifier states that “It shall be possible for the HeNB to broadcast a HeNB identifier (HNBID) in free text format. The UE may display the HNBID when camping on the cell where it is broadcast. The HNBID shall be configurable by the administrator of the HeNB. The HeNB identifier may be associated with the CSG Identities and stored in the UICC.”

Since the UICC is mentioned, it is not clear to RAN2 whether the broadcast information of the cell has to include an “HeNB identifiers” or whether the HeNB identifier is given to the UE by NAS procedures (e.g. when adding or removing CSG ID from the whitelist).  If it is the broadcast information that has to include the HeNB identifier, RAN2 will need to know how many bytes are required. It should also be discussed in SA/SA1 how the situation can be avoided where multiple neighbours would configure the same “text string” and unique identification is not possible for the users?

CT1's understanding is that "broadcast" is referring to AS signalling. Consequently CT1 has not envisaged provision of such HeNB identifier via NAS signalling.

On the item of Time Limit brought up in the LS (C1-081624/R2-081964)
TSG SA agreed and captured some requirements on having a time limit for a CSG subscription as follows: “It shall be possible to limit the period of time during which the UE is allowed to camp on a CSG cell (granted access rights)”; “The time period shall be configurable by the Home eNodeB owner and/or the network operator operating the CSG cell and shall span from 1 decihour to several days. If no value is given unlimited access to the CSG cell is allowed.”; “When the time period expires, the CSG shall no longer be considered to be available to provide services, except for emergency calls.”

It is RAN2 understanding that since the EPC will always check if the CSG cell that the UE tries to access belongs to the subscribed CSG(s), it seems natural to translate this requirement as a NAS procedure only, managed by the EPC and transparent to AS. In addition, RAN2 believes that the UE should not even be required to know the period of time. Instead the EPC could simply ask the UE to remove the corresponding CSG ID from the whitelist as soon as the timer expires. The alternative where the UE would be in charge of the timer not only seems more complex for the UE and could become the source of possible misalignments with EPC, but also since the EPC cannot blindly trust the UE, the EPC would anyway have to handle its own copy of the timer.

CT1 would like to point out that there are no NAS procedures in EPC that do such management and that due to the lack of an agreed architecture for CSG it is not possible to develop such NAS procedures. Furthermore, it was CT1's understanding that SA1 was asking for a procedure that does not involve explicit signalling in order to limit the signalling load generated in the network by the CSG feature.

On the item of Maximum Number of UEs brought up in the LS (C1-081624/R2-081964)
TSG SA agreed and captured a requirement on having a maximum number of UEs allowed in a CSG cell as follows: “The network operator and/or the HeNB owner under the supervision of the network operator shall be able to set a maximum limit to the number of UEs with granted access to the CSG ID.” 

From a RAN2 viewpoint, the selection of a mechanism to fulfil this requirement depends on how dynamic such maximum would be. For a more or less static limitation (e.g. based on operator requirements), it would seem natural to rely on “existing” NAS procedures manipulating the whitelist and observing the number of users given a particular CSG ID by CN procedures. However if the limitation was meant to be more dynamic (e.g. as a part of admission control), reuse of existing admission control or new procedures would be required to make sure that no more UEs are allowed whenever the maximum is reached. For instance: 

Again for this item, CT1's view is that the current architecture of the EPC does not cater for the functions needed to fulfil this requirement, and an agreed architecture for CSG is needed before stage 3 work can be started on this issue. 

CT1 would also like to highlight that currently there are no "existing" NAS procedures for the manipulation of the whitelist.

2. Actions:

To RAN2, SA1, SA group.

ACTION: 
Please take note of the above feedback.
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