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*** 1st Change ***
5.4.7
Interaction between QoS and session signalling
5.4.7.0
General

At IP-CAN bearer activation the user shall have access to either IP-CAN services without Policy and Charging Control, or IP-CAN services with Policy and Charging Control. It is operator choice whether to offer both or only one of these alternatives for accessing the IM Subsystem.

When using IP-CAN without Policy and Charging Control, the bearer is established according to the user's subscription, local operator's IP bearer resource based policy, local operator's admission control function and roaming agreements.

When using IP-CAN with Policy and Charging Control, PCC decisions (e.g., authorisation and control) are also applied to the bearer.

The description in this clause and the following sub-clauses (sub-clauses 5.4.7.1 – 5.4.7.7) is applicable for the case when Policy and Charging Control is employed.

The IP-Connectivity Access Network contains a Policy and Charging Enforcement Function (PCEF) that has the capability of policing packet flow into the IP network, and restricting the set of IP destinations that may be reached from/through an IP-CAN bearer according to a packet classifier. This policy 'gate' function has an external control interface that allows it to be selectively 'opened' or 'closed' on the basis of IP destination address and port. When open, the gate allows packets to pass through (to the destination specified in the classifier) and when closed, no packets are allowed to pass through. The control is performed by a PCRF, which maybe a logical entity of the P‑CSCF, or a separate physical node. (Note: If the PCRF is implemented in a separate physical node, the interface between the PCRF and the P‑CSCF is the Rx interface standardised in TS 23.203 [54]).

There are eight interactions defined for Policy and Charging Control:

1.
Authorize QoS Resources.

2.
Resource Reservation.

3.
Approval of QoS Commit for resources authorised in (1), e.g. 'open' the 'gate'.

4.
Removal of QoS Commit for resources authorised in (1), e.g. 'close' the 'gate'.

5.
Revoke Authorisation for IP-CAN and IP resources.

6.
Indication of IP-CAN bearer release from the PCEF in the IP-Connectivity Access Network to the PCRF.

7.
Authorization of IP-CAN bearer modification.
8.
Indication of IP-CAN bearer modification from the PCEF in the IP-Connectivity Access Network to the PCRF.

These requirements and functional description of these interactions are explained further in the following sections. The complete specification of the interface between the Policy and Charging Rules Function and the Policy and Charging Enforcement Function is contained in TS 23.203 [54].

5.4.7.1
Authorize QoS Resources
The Authorize QoS Resources procedure is used during an establishment and a modification of a SIP session. The P‑CSCF shall use the SDP contained in the SIP signaling to derive the session information that is relevant for Policy and Charging Control and forwards it to the PCRF. The PCRF shall use the received information to calculate the proper authorisation. This enables the PCRF to authorize the required QoS resources.

The authorisation shall be expressed in terms of the IP resources to be authorised and shall include limits on IP packet flows, and may include restrictions on IP destination address and port.

5.4.7.1a
Resource Reservation with Policy and Charging Control
The IP-CAN provides the Policy and Charging Enforcement Point that implements the policy decisions for performing admission control and authorising the IP-CAN and IP BS QoS Resource request, and policing IP flows entering the external IP network.

Authorisation of IP-CAN and IP QoS Resources shall be required for access to the IP Multimedia Subsystem. The IP-CAN shall determine the need for authorisation, possibly based on provisioning and/or based on requested parameters, which may be IP-CAN specific.

Resource Reservation is initated either by the UE or the IP-CAN depending on the bearer establishment mode selected for the IP-CAN session, see TS 23.203 [54]:
· Resource reservation requests initiated from the UE shall contain the traffic mapping information which enables the IP-CAN to correctly match the reservation request to the corresponding authorisation. The authorisation is normally 'Pulled' from the PCRF by the PCEF within the IP-CAN when the reservation request is received from the UE. 
NOTE: 
When a UE combines multiple media flows onto a single IP-CAN bearer, all the traffic mapping information related to those media flows are provided in the resource reservation request.
With a request for IP-CAN QoS resources, the PCEF within the IP-CAN shall verify the request is less than the sum of the authorised IP resources (within the error tolerance of the conversion mechanism) for all of the combined media flows. 
· Resource reservation requests initiated by the IP-CAN take place after successful authorisation of QoS resources. The PCRF “Pushes” the authorisation for IP-CAN bearer resources to the PCEF within the IP-CAN, which then enforces the authorization by either modifying the characteristics of one existing IP-CAN bearer or requesting the establishment of a new one.

5.4.7.2
Approval of QoS Commit

The PCRF makes policy decisions and provides an indication to the PCEF within the IP-CAN that the user is now allowed to use the allocated QoS resources for per-session authorisations unless this was done based on Policy and Charging Control at the time of the Resource Reservation procedure. If there is more than one response for the same session, indicating that the session has been forked in the network, the PCRF may authorise the "logical OR" of the resources requested in the responses. When the session established indication has been received, if the PCRF earlier have authorised the "logical OR" of the resources then the PCRF will modify the authorisation and commit to resources according to the session established indication.

The PCEF within the IP-CAN enforces the policy decisions. The IP-CAN shall restrict any use of the IP resources prior to this indication from the PCRF, e.g. by keeping the gate closed and disabling the use of resources for the media flow. Based on local policy, IP-CAN and/or IP resources may be allowed to be used by the user at the time they are authorised by the PCRF.

5.4.7.3
Removal of QoS Commit

The PCRF makes policy decisions and provides an indication to the PCEF within the IP-CAN about revoking the user's capacity to use the allocated QoS resources for per-session authorisations. Removal of QoS Commit for IP-CAN and IP resources shall be sent as a separate decision to the PCEF within the IP-CAN corresponding to the previous "Approval of QoS commit" request.

The PCEF within the IP-CAN enforces the policy decisions. The IP-CAN shall restrict any use of the IP resources after this indication from the PCRF, e.g. by closing the gate and blocking the media flow.

5.4.7.4
Revoke Authorisation for IP-Connectivity Access Network and IP Resources

At IP multimedia session release, the UE should deactivate the IP-CAN bearer(s) used for the IP multimedia session. In various cases the UE will be unable to perform this release itself. The PCRF provides indication to the PCEF within the IP-CAN when the resources previous authorised, and possibly allocated by the UE, are to be released. The IP-CAN shall deactivate the IP-CAN bearer used for the IP multimedia session.

5.4.7.5
Indication of IP-Connectivity Access Network bearer release

Any release of IP-CAN bearer(s) that were established based on authorisation from the PCRF shall be reported to the PCRF by the PCEF within the IP-CAN.

This indication is forwarded to the P‑CSCF and may be used by the P‑CSCF to initiate a session release towards the remote endpoint.

5.4.7.6
Authorization of IP-Connectivity Access Network bearer modification

When an IP-CAN bearer is modified by the UE, such that the requested QoS falls outside of the limits that were authorized at IP-CAN bearer activation (or last modification) or such that new binding information is received, then the PCEF within the IP-CAN shall verify the authorization of this IP-CAN bearer modification.

If the PCEF within the IP-CAN does not have sufficient information to authorize the IP-CAN bearer modification request, the PCEF within the IP-CAN shall send an authorization request to the PCRF. The PCRF authorizes the modified IP-CAN bearer based on the current session information. Note that the P‑CSCF sends an update of the session information in case of a modification of a SIP session which results in an update of the authorization as described in subclause 5.4.7.1.
When the P-CSCF sends an update of the session information and the bearer establishment is controlled by the IP-CAN, the PCRF shall send an updated authorization to the PCEF. The PCEF within the IP-CAN enforces the policy decision accordingly (e.g. by requesting the reservation of new IP-CAN bearer resources in the case of the addition of a new media component to the session or release of previously reserved resources if a media component has been removed from the IP Multimedia session).
5.4.7.7
Indication of IP-Connectivity Access Network bearer modification

When an IP-CAN bearer is modified such that the maximum bit rate (downlink and uplink) is downgraded to 0 kbit/s or changed from 0 kbit/s to a value that falls within the limits that were authorized at IP-CAN bearer activation (or last modification) then the PCEF within the IP-CAN shall report this to the PCRF.

This indication is forwarded to the P‑CSCF and may be used by the P‑CSCF to initiate a session release towards the remote endpoint.
*** Next Change ***
5.4.8
QoS-Assured Preconditions

This section contains concepts for the relation between the resource reservation procedure and the procedure for end-to-end sessions.
A precondition is a set of constraints about the session, which are introduced during the session initiation. The recipient of the session generates an answer, but does not alert the user or otherwise proceed with session establishment until the preconditions are met. This can be known through a local event (such as a confirmation of a resource reservation), or through a new set of constraints sent by the caller.

The set-up of a "QoS-Assured" session will not complete until required resources have been allocated to the session. In a QoS-Assured session, the QoS bearer for the media stream shall be successfully established according to the QoS preconditions defined at the session level before the UE may indicate a successful response to complete the session and alert the other end point. The principles for when a UE shall regard QoS preconditions to be met are:
-
A minimum requirement to meet the QoS preconditions defined for a media stream in a certain direction, is that an appropriate IP-CAN bearer is established at the local access for that direction.

-
Segmented resource reservation is performed since the end points are responsible to make access network resource reservations via local mechanisms.

-
The end points shall offer the resources it may want to support for the session and negotiate to an agreed set. Multiple negotiation steps may be needed in order to agree on a set of media for the session. The final agreed set is then updated between the end points.

-
The action to take in case a UE fails to fulfil the pre-conditions (e.g. failure in establishment of an RSVP session) depends on the reason for failure. If the reason is lack of resources in the network (e.g. an admission control function in the network rejects the request for resources), the UE shall fail to complete the session. For other reasons (e.g. lack of RSVP host or proxy along the path) the action to take is local decision within the UE. It may for example 1) choose to fail to complete the session, 2) attempt to complete the session by no longer requiring some of the additional actions.
The following cases exist in the context of using "QoS-Assured" preconditions for IMS:

a.
The IMS session requires the reservation of additional bearer resources, and the UE requires confirmation from the other endpoint of the fulfilment of the pre-conditions related to this resource reservation. An endpoint may not require the reservation of bearer resources, and may therefore immediately indicate the local fulfilment of the pre-conditions. One example of such SIP endpoint is the MGCF used for PSTN interworking. In these cases, one or both of the reservation confirmation messages may not be sent.

b.
The IMS session does not require the reservation of additional bearer resources, and both endpoints indicate in their initial session setup message that the pre-conditions are fulfilled.

c.
The IMS session does not require the reservation of additional bearer resources, and the endpoints do not use the mechanism to indicate "QoS-Assured" pre-conditions.
NOTE:
The flows of sections 5.5, 5.6 and 5.7 depict the case where both UEs require confirmation from each other of the fulfilment of the pre-conditions. The flow in section 5.7a depicts the case where the IMS session does not require the reservation of additional bearer resources and the endpoints do not use pre-conditions.

*** Next Change ***
5.6.0
General

This section presents the detailed application level flows to define the Procedures for session originations.

The flows presented in the section assume the use of Policy and Charging Control for the establishment of QoS-Assured Sessions.
The session origination procedures specify the signalling path between the UE initiating a session setup attempt and the Serving‑CSCF that is assigned to perform the session origination service. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration.

A UE always has a proxy (P‑CSCF) associated with it. This P‑CSCF performs resource authorisation, and may have additional functions in handling of emergency sessions. The P‑CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P‑CSCF determines the next hop toward the Serving‑CSCF. This next hop is to the S‑CSCF in the home network (MO#1). These next-hop addresses could be IPv6 addresses, or could be names that are translated via DNS to an IPv6 address.

Sessions originated in the PSTN to a destination in an IMS network are a special case of the Origination procedures. The MGCF uses H.248 [18] to control a Media Gateway, and communicates with the SS7 network. The MGCF initiates the SIP request, and subsequent nodes consider the signalling as if it came from a S‑CSCF.
*** Next Change ***
5.6.1
(MO#1) Mobile origination, roaming

This origination procedure applies to roaming users.

The UE is located in a visited network, and determines the P‑CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises the S‑CSCF as the entry point from the visited network.

When registration is complete, P‑CSCF knows the name/address of the next hop in the signalling path toward the serving‑CSCF.
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Figure 5.14: Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1.
UE sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2.
P‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE.

This next hop is either the S‑CSCF that is serving the visiting UE.

3.
S‑CSCF validates the service profile, if a GRUU is received as the contact, ensures that the public user identity of the served user in the request and the public user identity associated with the GRUU belongs to the same service profile, and invokes any origination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services. If the Request URI contains the SIP representation of an E.164 number and permitted by operator policy, the S‑CSCF attempts translation of the E.164 address in the SIP URI to a globally routable SIP URI using an ENUM/DNS translation mechanism (this is either done only for domains in the SIP URI known by the S‑CSCF to belong to the home network, or as for all domains depending on local policy).
4.
S‑CSCF forwards the request, as specified by the S-S procedures.

5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S‑CSCF forwards the Offer Response message to P‑CSCF.

7.
P‑CSCF authorises the resources necessary for this session.

8.
P‑CSCF forwards the Offer Response message to the originating endpoint

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to the P‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P‑CSCF(PCRF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PCRF) to repeat the Authorization step (Step 7) again.

10.
Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. The UE initiates the reservation procedures for the resources needed for this session after determining the needed resources in step 8 as shown in Figure 5.14. Otherwise, the IP-CAN initiates the reservation of required resources after step 7.
11.
P‑CSCF forwards the Response Confirmation to S‑CSCF.

12.
S‑CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-15.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the P‑CSCF validates that the resources are allowed to be used.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P‑CSCF.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occurred. If the SDP has changed, the P‑CSCF authorizes that the resources are allowed to be used.

22-24.
Terminating end point may generate ringing and it is then forwarded via the session path to the UE.

25.
UE indicates to the originating user that the destination is ringing

26.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S‑CSCF.

27.
S‑CSCF sends a SIP 200-OK final response along the signalling path back to P‑CSCF.

28.
P‑CSCF indicates the resources reserved for this session should now be approved for use.

29.
P‑CSCF sends a SIP 200-OK final response to the session originator

30.
UE starts the media flow(s) for this session

31-33.
UE responds to the 200 OK with a SIP ACK message sent along the signalling path.

*** Next Change ***
5.6.2
(MO#2) Mobile origination, home
This origination procedure applies to users located in their home service area.

The UE is located in the home network, and determines the P‑CSCF via the CSCF discovery procedure described in section 5.1.1. During registration, the home network allocates an S‑CSCF in the home network.
When registration is complete, P‑CSCF knows the name/address of S‑CSCF.
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Figure 5.15: Mobile origination procedure - home

Procedure MO#2 is as follows:

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2.
P‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. In this case it forwards the INVITE to the S‑CSCF in the home network.

3.
S‑CSCF validates the service profile, if a GRUU is received as the contact, ensures that the public user identity of the served user in the request and the public user identity associated with the GRUU belong to the same service profile, and invokes any origination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services. If the Request URI contains the SIP representation of an E.164 number and permitted by operator policy, the S‑CSCF attempts translation of the E.164 address in the SIP URI to a globally routable SIP URI using an ENUM/DNS translation mechanism (this is either done only for domains in the SIP URI known by the S‑CSCF to belong to the home network, or as for all domains depending on local policy).
4.
S‑CSCF forwards the request, as specified by the S-S procedures.

5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S‑CSCF forwards the Offer Response message to P‑CSCF
7.
P‑CSCF authorises the resources necessary for this session.

8.
P‑CSCF forwards the Offer Response message to the originating endpoint.

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P‑CSCF(PCRF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PCRF) to repeat the Authorization step (Step 7) again.

10.
Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. The UE initiates resource reservation procedures for the offered media as shown in Figure 5.15. Otherwise, the IP-CAN initiates the reservation of required resources after step 7.
11.
P‑CSCF forwards this message to S‑CSCF
12.
S‑CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-14.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the PCSCF authorises the media.

15.
PCSCF forwards the answered media towards the UE.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P‑CSCF.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occurred. If the SDP has changed, the P‑CSCF again authorizes that the resources are allowed to be used.

22-24.
The destination UE may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to S‑CSCF per the S-S procedure. It is sent from there toward the originating end along the signalling path.

25.
UE indicates to the originating user that the destination is ringing.

26-27.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response along the signalling path to the originating end, as specified by the termination procedures and the S-S procedures, to S‑CSCF.

28.
P‑CSCF indicates the resources reserved for this session should now be approved for use.

29.
P‑CSCF passes the 200-OK response back to UE

30.
UE starts the media flow(s) for this session.

31-33.
UE responds to the 200 OK with an ACK message which is sent to P‑CSCF and passed along the signalling path to the terminating end.
*** Next Change ***
5.6.4
(NI-O) Non-IMS Origination procedure from an external SIP client
This sub clause describes the session setup procedures when originating from an external SIP client that doesn't support the required IMS SIP extensions, towards an IMS UE.

An incoming SIP request may arrive, where the UE detects that the originating party does not support the IMS SIP extensions described in TS 24.229 [10a]. In case the external SIP client does not support the Precondition extension of SIP, the UE continues to setup the session without activating media transfer until the session has been accepted and the resource reservation has been completed. Figure 5.16a shows an example of an end-to-end session setup in such a case.

For illustration purposes these session flows show the case of a non-roaming termination. This flow is a variant of MT#2 defined in sub clause 5.7.2. The same principles apply in roaming cases, i.e. analogous variants of MT#1 defined in sub clause 5.7.1 are also supported for interworking with SIP clients that do not support the required IMS procedures.
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Figure 5.16a: Originating session from external SIP client

1-2.
A session request arrives at the UE in the IMS network with media information but without requiring precondition capability.

3.
Based on operator policy the P‑CSCF/PCRF may authorize the resources necessary for this session. The media parameters have not yet been negotiated at this point. Therefore the authorized resources may not all be reserved in step 5.

4.
P‑CSCF forwards the INVITE request to the UE.

5.
Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. The UE begins the resource reservation according to the session and media parameters as shown in Figure 5.16a. Otherwise, the IP-CAN initiates the reservation of required resources after step 3.
6-8.
Ringing information is sent end to end towards the originating party. These steps may proceed in parallel with step 5.

9-12.
When the UE has completed the resource reservation procedures and the user has accepted the session, the UE accepts the session with a 200 OK response. Based on operator policy the P‑CSCF/PCRF may update the media authorization according to the negotiated parameters and commit the resources authorized for the session.

13-15.
The originating party acknowledges the session.
*** Next Change ***
5.7
Termination procedures
5.7.0
General

This section presents the detailed application level flows to define the Procedures for session terminations.

The flows presented in the section assume the use of Policy and Charging Control for the establishment of QoS-Assured Sessions.
The session termination procedures specify the signalling path between the Serving‑CSCF assigned to perform the session termination service and the UE. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration.
A UE always has a proxy (P‑CSCF) associated with it. This P‑CSCF performs resource authorisation for the sessions to the UE. The P‑CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P‑CSCF knows the address of the UE. The assigned S‑CSCF, knows the name/address of the P‑CSCF (procedure MT#3, and MT#4, depending on the location of S‑CSCF and P‑CSCF).

Sessions destined to the PSTN are a special case of the Termination procedures. The MGCF uses H.248 to control a Media Gateway, and communicates with the SS7 network. The MGCF receives and processes SIP requests, and subsequent nodes consider the signalling as if it came from a S‑CSCF.
*** Next Change ***

5.7.1
(MT#1) Mobile termination, roaming

This termination procedure applies to roaming users.

The UE is located in a visited network, and determines the P‑CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises the S‑CSCF as the entry point from the visited network.

When registration is complete, S‑CSCF knows the name/address of its next hop in the signalling path, the P‑CSCF and P‑CSCF knows the name/address of the UE.
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Figure 5.17: Mobile termination procedure - roaming

Procedure MT#1 is as follows:

1.
The originating party sends the SIP INVITE request, containing an initial SDP, via one of the origination procedures, and via one of the Inter-Serving procedures, to the Serving‑CSCF for the terminating users.

2.
S‑CSCF validates the service profile, and invokes any termination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

3.
S‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P‑CSCF in the visited network.

4.
P‑CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE.

5.
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to P‑CSCF.

6.
P‑CSCF authorises the resources necessary for this session.

7.
P‑CSCF forwards the Offer Response message to S‑CSCF.

8.
S‑CSCF forwards the Offer Response message to the originator, per the S-S procedure.

9.
The originating endpoint sends a Response Confirmation via the S-S procedure, to S‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 6) will be done by the P‑CSCF(PCRF) following Step 12. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PCRF) to repeat the Authorization step (Step 6) again.

10.
S‑CSCF forwards the Response Confirmation to P‑CSCF. This may possibly be routed through the I‑CSCF depending on operator configuration of the I‑CSCF.

11.
P‑CSCF forwards the Response Confirmation to UE.

12.
UE responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response. If the SDP has changed, the P‑CSCF authorizes that the resources are allowed to be used.

13.
Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. The UE initiates the reservation procedures for the resources needed for this session as shown in Figure 5.17. Otherwise, the IP-CAN initiates the reservation of required resources after step 6.
14-15.
PCSCF forwards the Confirmation Ack to the S‑CSCF and then to the originating end point via session path. Step 14 may be similar to Step 7 depending on whether or not configuration hiding is used.

16-18.
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation message to S‑CSCF, via the S-S procedures. The S‑CSCF forwards the message toward the terminating endpoint along the signalling path.

19.
UE#2 alerts the destination user of an incoming session setup attempt.

20-22.
UE#2 responds to the successful resource reservation towards the originating end point.

23-25.
UE may alert the user and wait for an indication from the user before completing the session setup. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P‑CSCF and along the signalling path to the originating end.

26.
When the destination party answers, the UE sends a SIP 200-OK final response to P‑CSCF.

27.
P‑CSCF indicates the resources reserved for this session should now be committed.

28.
UE starts the media flow(s) for this session

29-30.
P‑CSCF sends a SIP 200-OK final response along the signalling path back to the S‑CSCF.
31-33.
The originating party responds to the 200-OK final response with a SIP ACK message that is sent to S‑CSCF via the S-S procedure and forwarded to the terminating end along the signalling path.

*** Next Change ***
5.7.2
(MT#2) Mobile termination, home

This termination procedure applies to users located in their home service area.

The UE is located in the home network, and determines the P‑CSCF via the CSCF discovery procedures described in section 5.1.1.
When registration is complete, S‑CSCF knows the name/address of P‑CSCF, and P‑CSCF knows the name/address of the UE.
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Figure 5.18: Mobile termination procedure - home

Procedure MT#2 is as follows:

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, via one of the origination procedures, and via one of the Serving to Serving‑CSCF procedures, to the Serving‑CSCF for the terminating user.

2.
S‑CSCF validates the service profile, and invokes any termination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

3.
S‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P‑CSCF in the home network.

4.
P‑CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE.

5.
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to P‑CSCF.

6.
P‑CSCF authorises the resources necessary for this session.

7.
P‑CSCF forwards the Offer Response message to S‑CSCF.

8.
S‑CSCF forwards the Offer Response message to the originator, per the S-S procedure.

9.
The originating endpoint sends a Response Confirmation via the S-S procedure, to S‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 6) will be done by the P‑CSCF(PCRF) following Step 12. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF(PCRF) to repeat the Authorization step (Step 6) again.

10.
S‑CSCF forwards the Response Confirmation to P‑CSCF.

11.
P‑CSCF forwards the Response Confirmation to UE.

12.
UE responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response. If the SDP has changed, the P‑CSCF authorizes that the resources are allowed to be used.

13. Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. The
UE initiates the reservation procedures for the resources needed for this session as shown in Figure 5.18. Otherwise, the IP-CAN initiates the reservation of required resources after step 6.
14-15.
The response is forwarded to the originating end point.

16-18.
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation message to S‑CSCF, via the S-S procedures. The S‑CSCF forwards the message toward the terminating endpoint along the signalling path.

19.
UE#2 alerts the destination user of an incoming session setup attempt.

20-22.
UE#2 responds to the successful resource reservation and the message is forwarded to the originating end.

23-25.
UE may alert the user and wait for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P‑CSCF and along the signalling path to the originating end.

26.
When the destination party answers, UE sends a SIP 200-OK final response to P‑CSCF.

27.
P‑CSCF indicates the resources reserved for this session should now be committed.

28.
UE starts the media flow(s) for this session.

29-30.
P‑CSCF forwards the 200-OK to S‑CSCF, following the signaling path.

31-33.
The session originator responds to the 200-OK by sending the ACK message to S‑CSCF via the S-S procedure and it is forwarded to the terminating end along the signalling path..

*** Next Change ***
5.7.4
(NI-T) Non-IMS Termination to an external SIP client

This sub clause describes the IMS session setup procedures towards external SIP clients that don't support the required IMS SIP extensions.

In this scenario (a UE may originate an IMS session without requiring the support for precondition capabilities, see subclause 5.7a), the UE originates an IMS session requiring the support for precondition capabilities towards an external SIP entity that does not support those capabilities. Based on the response indicating no support, the UE re-initiates the session by resetting the requirements and announcing its own support only. The UE sets all the media components to inactive until the media information has been negotiated at a later stage of the session. When both parties have agreed to the session and media parameters and the UE has established resources for the media, the UE initiates session modification setting the status of the media components to active and is thus enabling the media transfer to start. Figures 5.19a , 5.19b and 5.19c together illustrate session flows for one possible originating session establishment towards a non-IMS client in an external network with QoS authorisation and Policy and Charging Control support. In this example the external SIP client does not support the Precondition extension of SIP.

For illustration purposes these session flows show the case of a non-roaming origination. This flow is a variant of MO#2 defined in sub clause 5.6.2. The same principles apply in roaming cases, i.e. analogous variants of MO#1 defined in sub clause 5.6.1 are also supported for interworking with SIP clients that do not support the required IMS procedures.
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Figure 5.19a: Terminating session towards external SIP client, detection phase

The terminating IMS session detection phase is as follows:

1-3.
The UE initiates an IMS session towards an external SIP client, and requires support for precondition capabilities in the session initiation.

4-6.
The terminating party informs the UE that the precondition capability is not supported by the receiving entity.

7-9.
Acknowledgement to the response is sent through the session path and the session setup procedure is terminated.
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Figure 5.19b: Terminating session towards external SIP client, re-initiate session set up not requiring precondition capabilities and with inactive media

At this point, the UE IMS client may choose to retry setting up the session. For that purpose it initiates a new INVITE message, which indicates the support of the precondition capability (rather than the requirement of the precondition capability) and sets all media components to inactive state, as shown in figure s 5.19b & 5.19c..

10-12.
UE initiates a new IMS session indicating the support of the precondition capability and setting all media components to inactive state.

13-15.
Ringing from the terminating party is sent through the session path towards the originating UE.

16-17.
Acknowledgement of the session and media parameters are sent from the terminating side to the P‑CSCF.

18.
The P‑CSCF/PCRF may at this point authorise the resources being negotiated.

19.
The acknowledgement of the session and media parameters forwarded towards the originating UE.

20-22.
The session is established, but media transfer is not allowed yet.

23.
Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. The UE starts the resource reservation for the media as shown in Figure 5.19b. Otherwise, the IP-CAN initiates the reservation of required resources after step 18.
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Figure 5.19c: Continuation of terminating session towards external SIP client, session set up with active media

Once the session parameters have been agreed and the UE has successfully reserved resources for the media components, the session set-up continues by setting the media components to active, as shown in session flow 5.19c.

24-26.
UE initiates activation of media by initiating an INVITE procedure towards the terminating party.

27-28.
The terminating party accepts media activation, and corresponding signaling is passed back towards the originating party along the session path.

29.
The P‑CSCF/PCRF receives the acceptance of media activation. At this point, the P‑CSCF/PCRF may commit/approve the resources that have been authorised for the session.
30.
The P‑CSCF/PCRF forwards the signaling message to the originating UE indicating that the session setup can continue and activation of media is performed.

31-33.
The Session establishment is then acknowledged through the session path.

At this point in time, the session is established between the two parties.

*** Next Change ***
5.7a.2
Procedures for the establishment of sessions without preconditions - no resource reservation required before session becomes active
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Figure 5.19h: End-to-end session flow procedure without preconditions - no resource reservation required before session becomes active
1.
UE#1 sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF#1 determined via the P‑CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session. It should be noted that a media offer without preconditions in general implies that the offering entity might expect to receive incoming media for any of the offered media as soon as the offer is received by the other endpoint. Therefore either an existing IP-CAN bearer is assumed to be available for use or the application is implemented such that incoming media is not expected until some later point in time.

2.
P‑CSCF#1 forwards the INVITE request to S‑CSCF#1 along the path determined upon UE#1's most recent registration procedure.

3.
Based on operator policy S‑CSCF#1 validates the user's service profile and may invoke whatever service control logic is appropriate for this INVITE request. This may include routing the INVITE request to an Application Server, which processes the request further on.

4.
S‑CSCF#1 forwards INVITE request to I‑CSCF#2.

5.
I‑CSCF#2 performs Location Query procedure with the HSS to acquire the S‑CSCF address of the destination user (S‑CSCF#2).

6.
I‑CSCF#2 forwards the INVITE request to S‑CSCF#2.

7.
Based on operator policy S‑CSCF#2 validates the user's service profile and may invoke whatever service control logic is appropriate for this INVITE request. This may include routing the INVITE request to an Application Server, which processes the request further on.

8.
S‑CSCF#2 forwards the INVITE request to P‑CSCF#2 along the path determined upon UE#2's most recent registration procedure.

9.
Based on operator policy P‑CSCF#2/PCRF may authorize the resources necessary for this session.

10.
P‑CSCF#2 forwards the INVITE request to UE#2.

11. - 16.
UE#2 may optionally generate a ringing message towards UE#1.

17.
Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. UE#2 may reserve a dedicated IP-CAN bearer for media based on the media parameters received in the SDP offer as shown in Figure 5.19h. Otherwise, the IP-CAN#2 initiates the reservation of required resources after step 23.
Note that the sequential ordering of 17 and 18 does not indicate that these steps are necessarily performed one after the other. If step 18 is performed before step 17 is finished, UE#2 shall use an existing IP-CAN bearer to send and receive media unless the application is such that a new bearer is not needed until some later point in time. If step 17 is performed successfully, media are sent and received by UE#2 on the dedicated IP-CAN bearer.

18.
UE#2 accepts the session with a 200 OK response. The 200 OK response is sent to P‑CSCF#2.

19. - 22.
The 200 OK response traverses back to UE#1.

23.
Based on operator policy P‑CSCF#1/PCRF may authorize the resources necessary for this session.

24.
P‑CSCF#1 forwards the 200 OK response to UE#1.

25. - 29.
UE#1 acknowledges the 200 OK with an ACK, which traverses back to UE#2.

30.
Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. UE#1 may reserve a dedicated IP-CAN bearer for media based on the media parameters received in the SDP answer as shown in Figure 5.19h. Otherwise, the IP-CAN#1 initiates the reservation of required resources after step 23. 
Note that the sequential ordering of 25 and 30 does not indicate that these steps are necessarily performed one after the other. If step 30 is performed successfully, media are sent and received by UE#1 on the reserved dedicated IP-CAN bearer. UE#1 may also use an existing IP-CAN bearer to send and receive media.
*** Next Change ***
5.7a.3
Procedures for the establishment of sessions without preconditions - resource reservation required before session becomes active
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Figure 5.19i: End-to-end session flow procedure without preconditions - resource reservation required before session becomes active

1-10.
The first part of the flow is the same as the flow in subclause 5.7a.2, except that the media is set to inactive in the SDP offer.

11.
Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. UE#2 may reserve a dedicated IP-CAN bearer for media based on the media parameters received in the SDP offer as shown in Figure 5.19i. Otherwise, the IP-CAN#1 initiates the reservation of required resources after step 9.
Note that the sequential ordering of 11 and 12 does not indicate that these steps are necessarily performed one after the other, but to speed up the session setup UE#2 should perform step 12 before step 11 is finished. If required, UE#2 will then use an existing IP-CAN bearer to send and receive media related information.
12-18.
UE#2 shall indicate that media is inactive in the SDP answer. The SDP answer may be included in a final or provisional response.

19-23.
UE#1 acknowledges the SDP answer with an Ack, which traverses back to UE#2.

24.
Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. UE#1 reserves a dedicated IP-CAN bearer for media based on the media parameters received in the SDP answer as shown in Figure 5.19i. Otherwise, the IP-CAN#1 initiates the reservation of required resources after step 17.
When step 30 is performed successfully, UE#1 continues with the flow in figure 5.19j below.
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Figure 5.19j: End-to-end session flow procedure without preconditions - resource reservation required before session becomes active

25-33.
UE#1 sends a new SDP Offer; containing an SDP with the media set to active

34-39.
UE#2 may optionally generate a ringing message towards UE#1.

40.
If the dedicated IP-CAN bearer is not yet reserved UE#2 waits until the reservation procedure is finished.

41-47.
UE#2 accepts the new SDP Offer with a 200 OK response with the media set to active in the SDP Offer response.

48-52.
UE#1 acknowledges the 200 OK with an ACK, which traverses back to UE#2.

*** Next Change ***
5.10.1
Terminal initiated session release

The following flow shows a terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases). Furthermore, the flow also assumes that Policy and Charging Control is in use.
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Figure 5.22: Terminal initiated session release

1.
One party hangs up, which generates a message (Bye message in SIP) from the UE to the P‑CSCF.

2-3.
The IP network resources that had been reserved for the endpoint for this session are released, taking into account the bearer establishment mode used for the IP-CAN session. Steps 2 and 3 may take place before or after Step 1 and in parallel with Step 4. 
If RSVP was used to allocated resources, then the appropriate release messages for that protocol would be invoked here.


4.
The P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step will also result in a release indication to the IP-CAN to confirm that the IP bearers associated with the session have been deleted.
5.
The P‑CSCF sends a hangup to the S‑CSCF of the releasing party.

6.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

7.
The S‑CSCF of the releasing party forwards the Hangup to the S‑CSCF of the other party.

8.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

9.
The S‑CSCF of the other party forwards the Hangup on to the P‑CSCF.

10.
The P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP-CAN to confirm that the IP bearers associated with the UE#2 session have been deleted.

11.
The P‑CSCF forwards the Hangup on to the UE.

12.
The terminal responds with an acknowledgement, the SIP OK message (number 200), that is sent back to the P‑CSCF.

13-14.
The IP network resources that were reserved for the endpoint for this session are released, taking into account the bearer establishment mode used for the IP-CAN session. Steps 13 and 14 may be done in parallel with step 12. 
If RSVP was used to allocated resources, then the appropriate release messages for that protocol would be invoked here.

15.
The SIP OK message is sent to the S‑CSCF.

16.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing.

17.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing.

18.
The P‑CSCF of the releasing party forwards the OK to the UE.
*** Next Change ***
5.10.2
PSTN initiated session release

The following flow shows a PSTN terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established to the PSTN from the Home Network (the visited network could be the Home network in this case). Furthermore, this flow assumes that Policy and Charging Control is used.
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Figure 5.23: PSTN initiated session release

1.
PSTN party hangs up, which generates an ISUP REL message to the MGCF.

2.
The MGCF sends a Hangup (Bye message in SIP) to the S‑CSCF to notify the terminal that the far end party has disconnected.

3.
Step 3 may be done in parallel with Step 2. Depending on the GSTN network type Step 3 may need to wait until after step 14. The MGCF notes the reception of the REL and acknowledges it with an RLC. This is consistent with the ISUP protocol.

4.
The MGCF requests the MGW to release the vocoder and ISUP trunk using the H.248/MEGACO Transaction Request (subtract). This also results in disconnecting the two parties in the H.248 context. The IP network resources that were reserved for the message receive path to the PSTN for this session are now released. This is initiated from the MGW. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would be invoked here.

5.
The MGW sends an acknowledgement to the MGCF upon completion of step 4.

6.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

7.
The S‑CSCF forwards the Hangup to the P‑CSCF.

8.
The P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP-CAN to confirm that the IP bearers associated with the UE#2 session have been deleted.

9.
The P‑CSCF forwards the Hangup to the UE.

10.
The terminal responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P‑CSCF.

11-12.
The IP network resources that had been reserved for the message receive path to endpoint for this session are released taking into account the bearer establishment mode used for the IP-CAN session Steps 11and 12 may be done in parallel with step 10. .
If RSVP was used to allocated resources, then the appropriate release messages for that protocol would be invoked here.
13.
The SIP OK message is sent to the S‑CSCF.

14.
The S‑CSCF forwards the message to the MGCF.
*** Next Change ***
5.10.3.1.1
Network initiated session release - P‑CSCF initiated – after removal of IP-Connectivity Access Network bearer
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Figure 5.26: Network initiated session release - P‑CSCF initiated – after removal of IP-CAN bearer

1.
A bearer related to the session is terminated. The P‑CSCF/PCRF receives an indication of IP-CAN bearer release.

2.
The P‑CSCF/PCRF removes the authorisation for resources related to the released bearer that had previously been issued for this endpoint for this session (see TS 23.203 [54]). It is optional for the P‑CSCF/PCRF to deactivate additional IP-CAN bearers (e.g. an IP-CAN bearer for chat could still be allowed).

3.
The P‑CSCF decides on the termination of the session. For example, the P‑CSCF may decide to terminate the session if all IP-CAN bearers related to the same IMS session are deleted. In the event of the notification that the signalling transport to the UE is no longer possible, the P‑CSCF shall terminate any ongoing session with that specific UE.


If the P‑CSCF decides to terminate the session then the P‑CSCF/PCRF removes the authorisation for resources that has previously been issued for this endpoint for this session (see TS 23.203 [54]).

The following steps are only performed in case the P‑CSCF/PCRF has decided to terminate the session.

4.
The P‑CSCF generates a Hangup (Bye message in SIP) to the S‑CSCF of the releasing party.

5.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

6.
The S‑CSCF of the releasing party forwards the Hangup to the S‑CSCF of the other party.

7.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

8.
The S‑CSCF of the other party forwards the Hangup on to the P‑CSCF.

9.
The P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP-CAN to confirm that the IP bearers associated with the session have been deleted for UE#2.

10.
The P‑CSCF forwards the Hangup on to the UE.

11.
The UE responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P‑CSCF.

12-13.
Steps 12 and 13 may be done in parallel with step 11. 
The IP network resources that had been reserved for the UE for this session are now released, taking into account the bearer establishment mode used for the IP-CAN session. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would be invoked here.

14.
The SIP OK message is sent to the S‑CSCF.

15.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing party.

16.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing party.

*** Next Change ***
5.10.3.2
Network initiated session release - S‑CSCF Initiated

The following flow shows a network-initiated IM CN subsystem application session release, where the release is initiated by the S‑CSCF. This can occur in various service scenarios, e.g. administrative, or prepaid.

The procedures for clearing a session, when initiated by an S‑CSCF, are as shown in the following information flow. The flow assumes that Policy and Charging Control is in use.
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Figure 5.27: Network initiated session release - S‑CSCF initiated

Information flow procedures are as follows:

1.
S‑CSCF#1 decides the session should be terminated, due to administrative reasons or due to service expiration.

2.
S‑CSCF#1 sends a Hangup message to P‑CSCF#1

3.
P‑CSCF#1 removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP-CAN to confirm that the IP bearers associated with the session have been deleted for UE#1.

4.
P‑CSCF#1 forwards the Hangup message to UE#1.

5.
UE#1 stops sending the media stream to the remote endpoint and the resources used for the session are released taking into account the bearer establishment mode used for the IP-CAN session.

6.
UE#1 responds with a SIP‑OK message to its proxy, P‑CSCF#1.

7.
P‑CSCF#1 forwards the SIP‑OK message to S‑CSCF#1.

8.
S‑CSCF#1 sends a Hangup message to S‑CSCF#2. This is done at the same time as flow#2

9.
S‑CSCF#2 invokes whatever service logic procedures are appropriate for this ending session.

10.
S‑CSCF#2 forwards the Hangup message to P‑CSCF#2.

11.
P‑CSCF#2 removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP-CAN to confirm that the IP bearers associated with the session have been deleted for UE#2.

12.
P‑CSCF#2 forwards the Hangup message to UE#2.

13.
UE#2 stops sending the media stream to the remote endpoint, and the resources used for the session are released taking into account the bearer establishment mode used for the IP-CAN session.

14.
UE#2 acknowledges receipt of the Hangup message with a SIP‑OK final response, send to P‑CSCF#2.

15.
P‑CSCF#2 forwards the SIP‑OK final response to S‑CSCF#2.

16.
S‑CSCF#2 forwards the SIP‑OK final response to S‑CSCF#1.

*** Next Change ***
5.11.3.4
Sample MM session flow - addition of another media

For this end-to-end session flow, we assume the originator is a UE located within the service area of the network operator to whom the UE is subscribed. The UE has already established an IM CN session and is generating an invite to add another media (e.g., video to a voice call) to the already established session. Note that the invite to add media to an existing session could be originated by either end. The invite, and subsequent flows, are assumed to follow the path determined when the initial session was established. Any I‑CSCFs that were included in the initial session would be included in this session.

The originating party addresses a destination that is a subscriber of the same network operator.
The destination party is a UE located within the service area of the network operator to which it is subscribed.
The flow presented here assumes that Policy and Charging Control is in use.
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Figure 5.33: Multimedia session flow - addition of another media

Step-by-step processing of this end-to-end session flow is as follows:

1.
UE#1 sends a SIP INVITE request, containing new SDP for the new media and including the original SDP, to P‑CSCF#1, which was obtained from the CSCF discovery procedures.

2.
P‑CSCF#1 forwards the INVITE to the next hop name/address, as determined from the registration procedures. In this case the next hop is S‑CSCF#1 within the same operator's network.

3.
S‑CSCF#1 validates the service profile, and invokes whatever service logic is appropriate for this session attempt.

4.
S‑CSCF#1 recognises that this invite applies to an existing session. It therefore forwards the INVITE along the existing path to S‑CSCF#2.

5.
S‑CSCF#2 validates the service profile, and invokes whatever service logic is appropriate for this session attempt.

6.
S‑CSCF#2 remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to P‑CSCF#2 in the home network.

7.
P‑CSCF#2 remembers (from the registration procedure) the address of UE#2 and forwards the INVITE to UE#2.

8.
UE#2 returns the media stream capabilities of the destination to the session originator, along the signalling path established by the INVITE message.

9.
P‑CSCF#2 authorises the QoS resources required for this additional media.

10.
P‑CSCF#2 forwards the SDP to S‑CSCF#2.

11.
S‑CSCF#2 forwards the SDP to S‑CSCF#1.

12.
S‑CSCF#1 forwards the SDP message to P‑CSCF#1.

13.
P‑CSCF#1 authorises the additional resources necessary for this new media.

14.
P‑CSCF#1 forwards the SDP message to the originating endpoint, UE#1.

15-19.
The originator decides the offered set of media streams for this media addition, and sends the offered SDP to P‑CSCF#1.

20. Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. UE#2 initiates the resource reservation procedures for the resources necessary for this additional media as shown in figure 5.33. Otherwise, the IP-CAN initiates the reservation of required resources after step 9.
21.
Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. After determining the offered set of media streams for this additional media, in step #15 above, UE#1 initiates the reservation procedures for the additional resources needed for this new media as shown in figure 5.33. Otherwise, the IP-CAN#1 initiates the reservation of required resources after step 13.
22-25.
When the terminating side has successfully reserved the needed resources, it sends the "reservation successful" message to UE#1 along the signaling path established by the INVITE message. The message is sent first to P‑CSCF#1.

25a.
P‑CSCF#1 authorises any additional media for the proposed SDP.

26.
P‑CSCF#1 forwards the message to UE#1.

27-31.
UE#1 sends the final agreed SDP to UE#2 via the established path.

32-35.
UE#2 responds to the offered final media.

35a.
P‑CSCF#1 authorises the media agreed.

36.
The response is forwarded to UE#1.

37.
UE#2 may optionally delay the session establishment in order to alert the user to the incoming additional media.

38.
If UE#2 performs alerting, it sends a ringing indication to the originator via the signalling path. The message is sent first to P‑CSCF#2.
39.
P‑CSCF#2 forwards the ringing message to S‑CSCF#2.S‑CSCF#2 invokes whatever service logic is appropriate for this ringing flow.

40.
S‑CSCF#2 forwards the message to S‑CSCF#1.

41.
S‑CSCF#1 forwards the message to P‑CSCF#1.

42.
P‑CSCF#1 forwards the message to UE#1.

43.
UE#1 indicates to the originator that the media addition is being delayed due to alerting. Typically this involves playing a ringback sequence.

44.
When the destination party accepts the additional media, UE#2 sends a SIP 200-OK final response along the signalling path back to the originator. The message is sent first to P‑CSCF#2.

44a.
After sending the 200-OK, UE#2 may initiate the new media flow(s).

45.
P‑CSCF#2 approves the commitment of the QoS resources for this additional media.

46.
P‑CSCF#2 forwards the final response to S‑CSCF#2.

47.
S‑CSCF#2 forwards the final response to S‑CSCF#1.

48.
S‑CSCF#1 forwards the final response to P‑CSCF#1.

49.
P‑CSCF#1 approves the commitment of the QoS resources for this additional media.

50.
P‑CSCF#1 forwards the final response to UE#1.

51.
UE#1 starts the media flow(s) for this additional media.

52.
UE#1 responds to the final response with a SIP ACK message, which is passed to the destination via the signalling path. The message is sent first to P‑CSCF#1.

53.
P‑CSCF#1 forwards the ACK to S‑CSCF#1

54.
S‑CSCF#1 forwards the ACK to S‑CSCF#2.

55.
S‑CSCF#2 forwards the ACK to P‑CSCF#2.

56.
P‑CSCF#2 forwards the ACK to UE#2.
*** Next Change ***
E.2.3.1
Resource Reservation with Policy and Charging Control
Depending on the Bearer Control Mode, as defined in TS 23.060 [23], selected for the GPRS IP-CAN session, resource reservation shall be initiated either by the UE or by the IP-CAN itself. The UE initiates the activation or the modification of an existing PDP Context for the media parameters negotiated over SDP using the procedures for Secondary PDP-Context Activation and MS-Initiated PDP Context Modification respectively as defined in TS 23.060 [23] subject to policy control.
Otherwise, the GGSN within the GPRS IP-CAN initiates the activation or the modification of an existing PDP Context for the media parameters negotiated over SDP using the procedures for Network Requested Secondary PDP Context Activation and GGSN-Initiated PDP Context Modification respectively as defined in TS 23.060 [23].

The request for GPRS QoS resources may be signaled independently from the request for IP QoS resources by the UE. At the GPRS BS Level, the PDP Context activation shall be used for QoS signaling. At the IP BS Level, RSVP may be used for QoS signaling.
*** Next Change ***
E.2.4.1
Network initiated session release - P‑CSCF initiated after loss of radio coverage
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Figure E.2: Network initiated session release - P‑CSCF initiated after loss of radio coverage

1.
In the event of loss of radio coverage for a PDP context with streaming or conversational class the maximum bitrate of the GTP tunnel between SGSN and GGSN is modified to 0 kbit/s in up- and downlink direction. The P‑CSCF/PCRF receives an indication of PDP context modification. This also applies to PDP Contexts used for IMS SIP Signalling transport.
2.
It is optional for the P‑CSCF/PCRF to deactivate the affected bearer and additional IP bearers (e.g. an IP bearer for chat could still be allowed). If the P‑CSCF decides to terminate the session then the P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session (see TS 23.203 [54]).

3.
The P‑CSCF decides on the termination of the session. In the event of the notification that the signalling transport to the UE is no longer possible, the P‑CSCF shall terminate any ongoing session with that specific UE. If the P‑CSCF decides to terminate the session then the P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session. (see TS 23.203 [54]).

The following steps are only performed in case the P‑CSCF/PCRF has decided to terminate the session.

4.
The P‑CSCF generates a Hangup (Bye message in SIP) to the S‑CSCF of the releasing party.

5.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

6.
The S‑CSCF of the releasing party forwards the Hangup to the S‑CSCF of the other party.

7.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

8.
The S‑CSCF of the other party forwards the Hangup on to the P‑CSCF.

9.
The P‑CSCF/PCRF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the session have been deleted for UE#2.

10.
The P‑CSCF forwards the Hangup on to the UE.

11.
The UE responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P‑CSCF.

12.
The IP network resources that had been reserved for the UE for this session are now released, taking into account the Bearer Control Mode selected for the IP-CAN session. Steps 12 and 13 may be done in parallel with step 11. 
13.
The GPRS subsystem releases the PDP context. The IP network resources that had been reserved for the message receive path to the UE for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

14.
The SIP OK message is sent to the S‑CSCF.

15.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing party.

16.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing party.
*** End of Changes ***
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