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Changes in Clause 6.4.3

6.4.3
Credit-Control-Answer Message

The Credit Control Answer (CCA) messages, indicated by the Command-Code field set to 272 is sent by the OCF to the CTF in order to reply to the CCR. 

The CCA message format is defined according to IETF RFC 4006 [402] as follows:

      <CCA> ::=  < Diameter Header: 272, PXY >

                 < Session-Id > 

                 { Result-Code } 

                 { Origin-Host } 

                 { Origin-Realm } 

                 { Auth-Application-Id } 

                 { CC-Request-Type } 

                 { CC-Request-Number } 

                 [ User-Name ] 

                 [ CC-Session-Failover ] 

                 [ CC-Sub-Session-Id ] 

                 [ Acct-Multi-Session-Id ] 

                 [ Origin-State-Id ] 

                 [ Event-Timestamp ] 

                 [ Granted-Service-Unit ] 

                *[ Multiple-Services-Credit-Control ]  

                 [ Cost-Information]  

                 [ Final-Unit-Indication ]  

                 [ Check-Balance-Result ]  

                 [ Credit-Control-Failure-Handling ] 

                 [ Direct-Debiting-Failure-Handling ] 

                 [ Validity-Time] 

                *[ Redirect-Host] 

                 [ Redirect-Host-Usage ] 

                 [ Redirect-Max-Cache-Time ] 

                *[ Proxy-Info ] 

                *[ Route-Record ] 

                *[ Failed-AVP ]

                 [ Service-Information ]

                *[ AVP ]

Table 6.4.3 illustrates the basic structure of a 3GPP Diameter Credit Control Credit-Control-Answer message as used for online charging. This message is always used by the OCF as specified below, independent of the receiving CTF and the CCR record type that is being replied to.

Table 6.4.3: 3GPP Credit Control Answer Message Content

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Result-Code
	M
	This field contains the result of the specific query. 

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	Auth-Application-Id
	M
	The field corresponds to the application ID of the Diameter Credit Control Application and is defined with the value 4.

	CC-Request-Type
	OC
	This field defines the transfer type: initial, update, final for session based charging and event for event based charging.

	CC-Request-Number
	OC
	This field contains the sequence number of the transferred messages.

	User-Name
	-
	Not used in 3GPP.

	CC-Session Failover
	OC
	This field contains an indication to the CTF whether or not a failover handling is to be used when necessary.

	CC-Sub-session-Id
	-
	Not used in 3GPP.

	Acct-Multi-Session-Id
	-
	Not used in 3GPP.

	Origin-State-Id
	-
	Not used in 3GPP.

	Event-Timestamp
	-
	Not used in 3GPP.

	Granted-Service-Unit
	 -
	Not used in 3GPP, see Multiple-Services-Credit-Control.

	
Tariff-Time-Change
	 - 
	Not used in 3GPP.

	
CC-Time
	 -
	Not used in 3GPP.

	
CC-Money
	-
	Not used in 3GPP.

	

Unit-Value
	-
	Not used in 3GPP.

	


Value-Digits
	-
	Not used in 3GPP.

	


Exponent
	-
	Not used in 3GPP.

	

Currency-Code
	-
	Not used in 3GPP.

	
CC-Total-Octets
	 -
	Not used in 3GPP.

	
CC-Input-Octets
	 -
	Not used in 3GPP.

	
CC-Output-Octets
	- 
	Not used in 3GPP.

	
CC-Service-Specific-Units
	 -
	Not used in 3GPP.

	
AVP
	-
	Not used in 3GPP.

	Multiple-Services-Credit-Control
	OM
	

	
Granted-Service-Unit
	OC
	

	

Tariff-Time-Change
	OC
	

	

CC-Time
	OC
	

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	OC
	

	

CC-Input-Octets
	OC
	

	

CC-Output-Octets
	OC
	

	

CC-Service-Specific-Units
	OC
	

	

AVP
	-
	Not used in 3GPP.

	
Requested-Service-Unit
	-
	Not used in 3GPP.

	

Tariff-Time-Change
	-
	Not used in 3GPP.

	

CC-Time
	-
	Not used in 3GPP.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	-
	Not used in 3GPP.

	

CC-Input-Octets
	-
	Not used in 3GPP.

	

CC-Output-Octets
	-
	Not used in 3GPP.

	

CC-Service-Specific-Units
	-
	Not used in 3GPP.

	
Used-Service-Unit
	-
	Not used in 3GPP.

	

Tariff-Time-Change
	-
	Not used in 3GPP.

	

CC-Time
	-
	Not used in 3GPP.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	-
	Not used in 3GPP.

	

CC-Input-Octets
	-
	Not used in 3GPP.

	

CC-Output-Octets
	-
	Not used in 3GPP.

	

CC-Service-Specific-Units
	-
	Not used in 3GPP.

	
Tariff-Change-Usage
	-
	Not used in 3GPP.

	
Service-Identifier
	-
	Not used in 3GPP.

	
Rating-Group
	OC
	

	
G-S-U-Pool-Reference
	-
	Not used in 3GPP.

	

G-S-U-Pool-Identifier
	-
	Not used in 3GPP.

	

CC-Unit-Type
	-
	Not used in 3GPP.

	

Unit-Value
	-
	Not used in 3GPP.

	


Value-Digits
	-
	Not used in 3GPP.

	


Exponent
	-
	Not used in 3GPP.

	
Validity-Time
	OC
	This field defines the time in order to limit the validity of the granted quota for a given category instance.

	
Result-Code
	OC
	

	
Final-Unit-Indication
	OC
	

	

Final-Unit-Action
	OC
	

	

Restriction-Filter-Rule
	OC
	

	

Filter-Id
	OC
	

	

Redirect-Server
	OC
	

	


Redirect-Address-Type
	M
	

	


Redirect-Server-Address
	M
	

	
Time-Quota-Threshold
	OC
	Used as defined in clause 7.2.

	
Volume-Quota-Threshold
	OC
	Used as defined in clause 7.2.

	
Unit-Quota-Threshold
	OC
	Used as defined in clause 7.2

	
Quota-Holding-Time
	OC
	Used as defined in clause 7.2.

	
Quota-Consumption-Time
	OC
	Used as defined in clause 7.2.

	
Reporting-Reason
	-
	Not used in 3GPP.

	
Trigger-Type
	OC
	Used as defined in clause 7.2.

	
AVP
	-
	Not used in 3GPP.

	Cost-Information
	-
	Not used in 3GPP.

	
Unit-Value
	-
	Not used in 3GPP.

	

Value-Digits
	-
	Not used in 3GPP.

	

Exponent
	-
	Not used in 3GPP.

	
Currency-Code
	-
	Not used in 3GPP.

	
Cost-Unit
	-
	Not used in 3GPP.

	Final-Unit-Indication
	-
	Not used in 3GPP, see Multiple-Services-Credit-Control.

	
Final-Unit-Action
	-
	Not used in 3GPP.

	
Restriction-Filter-Rule
	-
	Not used in 3GPP.

	
Filter-Id
	-
	Not used in 3GPP.

	
Redirect-Server
	-
	Not used in 3GPP.

	

Redirect-Address-Type
	-
	Not used in 3GPP.

	

Redirect-Server-Address
	-
	Not used in 3GPP.

	Check-Balance-Result
	-
	Not used in 3GPP.

	Credit-Control-Failure-Handling
	OC
	

	Direct-Debiting-Failure-Handling
	-
	Not used in 3GPP.

	Validity-Time
	-
	Not used in 3GPP.

	Redirect-Host
	OC
	

	Redirect-Host-Usage
	OC
	

	Redirect-Max-Cache-Time
	OC
	

	Proxy-Info
	OC
	

	
Proxy-Host
	OC
	

	
Proxy-State
	OC
	

	Route-Record
	OC
	This field contains an identifier inserted by a relaying or proxying node to identify the node it received the message from.  

	Failed-AVP
	OC
	

	Service-Information
	OC
	This parameter holds the 3GPP individual service specific parameters as defined in the corresponding ‘middle tier’ TS.

	AVP
	OC
	A set of network/manufacturer specific extensions to the message, when available.


Changes in Clause 6.5.2

6.5.2
Threshold based re-authorization triggers

The server may optionally include as part of the Multiple-Services-Credit-Control AVP, when it is providing a quota, an indication to the client of the remaining quota threshold that shall trigger a quota re-authorization. The Time-Quota-Threshold AVP indicates the threshold in seconds when the granted quota is time, and the Volume-Quota-Threshold AVP indicates the threshold in octets when the granted quota is volume. The Unit-Quota-Threshold AVP indicates the threshold in service specific units, that are defined in the service specific documents, when the granted quota is service specific.
If the threshold triggers were included along with the quota granted, the Credit Control client, then, shall seek re-authorisation from the server for the quota when the quota contents fall below the supplied threshold. The client shall allow service to continue whilst the re-authorisation is in progress, until the original quota had been consumed.

If a Quota-Consumption-Time AVP value of zero is provided, or if no Quota-Consumption-Time AVP is present in the CCA, the quota is consumed continuously from the point at which it is granted.

Changes in Clause 7.2

7.2
3GPP specific AVPs 

For the purpose of offline charging additional AVPs are used in ACR / ACA and for online charging additional AVPs are used in CCR / CCA. All 3GPP specific AVPs mentioned are relevant for both offline and online charging unless specifically excluded. The information is summarized in the following table along with the AVP flag rules.

Detailed descriptions of AVPs that are used specifically for 3GPP charging are provided in the subclauses below the table. However, for AVPs that are just borrowed from other applications only the reference (e.g. IETF RFC 4006 [402]), is provided in the following table and the detailed description is not repeated.

Table 7.2: 3GPP specific AVPs

	AVP Name
	AVP 

Code
	Used in
	Value 

Type
	AVP Flag rules

	
	
	ACR
	ACA
	CCR
	CCA
	
	Must
	May
	Should 

not
	Must

not
	May

Encr.

	Application-provided-called-party-address
	837
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Application-Server
	836
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Application-Server-Information
	850
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	Authorized-QoS
	849
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Bearer-Service
	854
	X
	-
	-
	-
	OctetString
	V,M
	P
	
	
	N

	Called-Party-Address
	832
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Calling-Party-Address
	831
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Cause-Code
	861
	X
	
	-
	-
	Enumerated
	V,M
	P
	
	
	N

	Content-Disposition
	828
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Content-Length
	827
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Content-Type
	826
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Event
	825
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Event-Type
	823
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	Expires
	888
	X
	-
	-
	-
	Unsigned32
	V,M
	P
	
	
	N

	GGSN-Address
	847
	X
	-
	-
	-
	Address
	V,M
	P
	
	
	N

	GPRS-Charging-Id
	846
	X
	-
	X
	-
	UTF8String
	V,M
	P
	
	
	N

	IMS-Charging-Identifier
	841
	X
	-
	X
	-
	UTF8String
	V,M
	P
	
	
	N

	IMS-Information
	876
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	Incoming-Trunk-Group-Id
	852
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Inter-Operator-Identifier
	838
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	LCS-Information
	878
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	Mandatory-Capability [204]
	604
	X
	-
	-
	-
	Unsigned32
	
	
	
	
	

	Media-Initiator-Flag
	882
	X
	-
	-
	-
	Enumerated
	V,M
	P
	
	
	N

	Message-Body
	889
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	MBMS-Information
	880
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	MMS-Information
	877
	-
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	Node-Functionality
	862
	X
	-.
	-
	-
	Enumerated
	V,M
	P
	
	
	N

	Number-Of-Participants
	885
	X
	-
	X
	-
	Enumerated
	V,M
	P
	
	
	N

	Optional-Capability [204]
	605
	X
	-
	-
	-
	Unsigned32
	
	
	
	
	

	Originating-IOI
	839
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Originator
	864
	X
	-
	-
	-
	Enumerated
	V,M
	P
	
	
	N

	Outgoing-Trunk-Group-Id
	853
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Participants-Involved
	887
	X
	-
	X
	-
	UTF8String
	V,M
	P
	
	
	N

	PoC-Controlling-Address
	TBD
	X
	
	X
	
	UTF8String
	V,M
	P
	
	
	N

	PoC-Group-Name
	TBD
	X
	
	X
	
	UTF8String
	V,M
	P
	
	
	N

	PoC-Information
	879
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	PoC-Server-Role
	883
	X
	-
	X
	-
	Enumerated
	V,M
	P
	
	
	N

	PoC-Session-Type
	884
	X
	-
	X
	-
	Enumerated
	V,M
	P
	
	
	N

	PS-Append-Free-Format-Data
	867
	X
	-
	-
	X
	Enumerated
	V,M
	P
	
	
	N

	PS-Free-Format-Data
	866
	X
	-
	-
	X
	OctetString
	V,M
	P
	
	
	N

	PS-Furnish-Charging-Information
	865
	X
	-
	-
	X
	Grouped
	V,M
	P
	
	
	N

	PS-Information
	874
	X
	-
	X
	X
	Grouped
	V,M
	P
	
	
	N

	Quota-Consumption-Time
	881
	-
	-
	-
	X
	Unsigned32
	V,M
	P
	
	
	N

	Quota-Holding-Time
	871
	-
	-
	-
	X
	Unsigned32
	V,M
	P
	
	
	N

	Reporting-Reason
	872
	-
	-
	X
	-
	Enumerated
	V,M
	P
	
	
	N

	Role-of-Node
	829
	X
	-
	-
	-
	Enumerated
	V,M
	P
	
	
	N

	SDP-Media-Component
	843
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	SDP-Media-Description
	845
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	SDP-Media-Name
	844
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	SDP-Session-Description
	842
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Served-Party-IP-Address
	848
	X
	-
	-
	-
	Address
	V,M
	P
	
	
	N

	Server-Capabilities [204]
	603
	X
	-
	-
	-
	Grouped
	
	
	
	
	N

	Service-Id
	855
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Service-Information
	873
	X
	-
	X
	X
	Grouped
	V,M
	P
	
	
	N

	Service-Specific-Data
	863
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	SIP-Method
	824
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	SIP-Request-Timestamp
	834
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	SIP-Response-Timestamp
	835
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Talk-Burst-Exchange
	860
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	Terminating-IOI
	840
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Time-Quota-Threshold
	868
	-
	-
	-
	X
	Unsigned32
	V,M
	P
	
	
	N

	Time-Stamps
	833
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	Trigger-Type
	870
	-
	-
	X 
	X
	Enumerated
	V,M
	P
	
	
	N

	Trunk-Group-Id
	851
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	Unit-Quota-Threshold
	1226
	-
	-
	-
	X
	Unsigned32
	V,M
	P
	
	
	N

	User-Data [204]
	606
	X
	-
	-
	-
	OctetString
	V,M
	P
	
	
	N

	User Session Id
	830
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Volume-Quota-Threshold
	869
	-
	-
	-
	X
	Unsigned32
	V,M
	P
	
	
	N

	WAG-Address
	890
	X
	-
	X
	-
	Address
	V,M
	P
	
	
	N

	WAG-PLMN-Id
	891
	X
	-
	X
	-
	OctetString
	V,M
	P
	
	
	N

	WLAN-Information
	875
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	WLAN-Radio-Container
	892
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	WLAN-Technology
	893
	X
	-
	X
	-
	Unsigned32
	V,M
	P
	
	
	N

	WLAN-UE-Local-IPAddress
	894
	X
	-
	X
	-
	Address
	V,M
	P
	
	
	N


Changes in Clause 7.2.95

7.2.95
Time-Quota-Threshold AVP

The Time-Quota-Threshold AVP (AVP code 868) is of type Unsigned32 and contains a threshold value in seconds. This AVP may be included within the Multiple-Services-Credit-Control AVP when this AVP also contains a Granted-Service-Units AVP containing a CC-Time AVP (i.e. when the granted quota is a time quota).

If received, the Credit Control client shall seek re-authorisation from the server for the quota when the quota contents fall below the supplied threshold. The client shall allow service to continue whilst the re-authorisation is in progress, until the time at which the original quota would have been consumed.

Changes in Clause 7.2.103

7.2.103
Volume-Quota-Threshold AVP

The Volume-Quota-Threshold AVP (AVP code 869) is of type Unsigned32 and contains a threshold value in octets. This AVP may be included within the Multiple-Services-Credit-Control AVP when this AVP also contains a Granted-Service-Units AVP containing a CC-Total-Octets, CC-Input-Octets or CC-Output-Octets AVP (i.e. when the granted quota is a volume quota).

If received, the Credit Control client shall seek re-authorisation from the server for the quota when the quota contents fall below the supplied threshold. The client shall allow service to continue whilst the re-authorisation is in progress, up to the volume indicated in the original quota.

New Clause 7.2.xyz

 7.2.xyz
Unit-Quota-Threshold AVP

The Unit-Quota-Threshold AVP (AVP code xxx) is of type Unsigned32 and contains a threshold value in service specific units. This AVP may be included within the Multiple-Services-Credit-Control AVP when this AVP also contains a Granted-Service-Units AVP containing CC-Service-Specific-Units AVP (i.e. when the granted quota is service specific).
If received, the Credit Control client shall seek re-authorisation from the server for the quota when the quota contents fall below the supplied threshold. The client shall allow service to continue whilst the re-authorisation is in progress, up to the volume indicated in the original quota.

End of changes
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	SP-050030
	0012
	--
	Correction of missing cause code to distinguishing deregistration charging event
	F
	6.1.0
	6.2.0

	Mar 2005
	SA_27
	SP-050030
	0013
	--
	Correction to Session Charging with Unit Reservation (SCUR)
	F
	6.1.0
	6.2.0

	Mar 2005
	SA_27
	SP-050030
	0014
	--
	Correction to Server-Capabilities AVP
	F
	6.1.0
	6.2.0

	Mar 2005
	SA_27
	SP-050030
	0015
	--
	Correction on Tariff Switch handling
	F
	6.1.0
	6.2.0

	Jun 2005
	SA_28
	SP-050276
	0016
	--
	Correction to scope
	F
	6.2.0
	6.3.0

	Jun 2005
	SA_28
	SP-050276
	0017
	--
	Correction to references
	F
	6.2.0
	6.3.0

	Sep 2005
	SA_29
	SP-050636
	0018
	--
	Correct reporting reason AVP (Attribute Value Pair) to support credit pooling
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050636
	0019
	--
	Correct Quota Holding Time handling for stopping the associated timer
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050636
	0020
	--
	Correct Charging-Rule-Base-Name AVP (Attribute Value Pair) – Align with TS 29.210
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050437
	0021
	--
	Updates to Trigger-Type AVP (Attribute Value Pair)
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050437
	0022
	--
	Add missing Service-Context-Identifier values
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050437
	0023
	--
	Correct Result Code AVP (Attribute Value Pair)
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050437
	0024
	--
	Add IMS-Information AVP (Attribute Value Pair) - Align with TS 32.260
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050443
	0025
	--
	Correct Diameter message description - Align with TS 29.230
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050437
	0026
	--
	Correct IOI (Inter Operator Identifier) AVP (Attribute Value Pair) description - Align with TS 32.240
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050437
	0027
	--
	Add missing Credit Control Failure Handling and Failover Support
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050440
	0028
	--
	Add missing description for MMS AVPs (Attribute Value Pairs)
	F
	6.3.0
	6.4.0

	Dec 2005
	SA_30
	SP-050702
	0029
	--
	Correct the PoC specific information for charging provided by PoC servers
	F
	6.4.0
	6.5.0

	Dec 2005
	SA_30
	SP-050700
	0030
	--
	Correct Debit Units operation parameter - Align with IETF RFC 4006
	F
	6.4.0
	6.5.0

	Dec 2005
	SA_30
	SP-050802
	0031
	--
	Correct Message-Type AVP to reflect trigger point for MM submission
	F
	6.4.0
	6.5.0
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