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************** Start Modification ***************************
4.1
MBMS broadcast mode 

The broadcast mode is a unidirectional point-to-multipoint transmission of multimedia data (e.g. text, audio, picture, video) from a single source entity to all users in a broadcast service area. The broadcast mode is intended to efficiently use radio/network resources e.g. data is transmitted over a common radio channel. Data is transmitted in the broadcast service area as defined by the network (Home environment). 

MBMS data transmission should adapt to different RAN capabilities or different radio resource availability, e.g. by reducing the bitrate of the MBMS data. The selection and description of an appropriate mechanism is subject to MBMS stage 2.

Figure 1 gives an example of how a network can be configured to broadcast a variety of high bit rate services to users within the associated broadcast service area. 

A broadcast service received by the UE, involves one or more successive broadcast sessions. A broadcast service might, for example, consist of a single on-going session (e.g. a media stream) or may involve several intermittent sessions over an extended period of time (e.g. messages).
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Figure 1: Example of Multicast Broadcast Mode Network

The broadcast mode should not be confused with the existing Cell Broadcast service (CBS) which is currently used for low bit rate services (messaging) whilst the broadcast mode enables the broadcast of multimedia services (Audio, Video etc). 

An example of a service using the broadcast mode could be advertising or a welcome message to the network. As not all users attached to the network may wish to receive these messages then the user shall be able to enable/disable the reception of these broadcast service on his UE.

The broadcast mode differs from the multicast mode in that there is no specific requirement to  activate or subscribe to the MBMS in broadcast mode.

The broadcast mode should allow terminals to minimise their power consumption.

It is expected that charging data for the end user will not be generated for this mode at MBMS Transport Service layer. Charging data related to security procedures for the end user at MBMS User Service layer may be generated, cf. clause 7. The reception of the traffic in the broadcast mode is not guaranteed. The receiver may be able to recognize data loss.

4.2
MBMS multicast mode

The multicast mode allows the unidirectional point-to-multipoint transmission of multimedia data (e.g. text, audio, picture, video) from a single source point to a multicast group in a multicast service area. The multicast mode is intended to efficiently use radio/network resources e.g. data is transmitted over a common radio channel. Data is transmitted in the multicast service area as defined by the network (Home environment). In the multicast mode there is the possibility for the network to selectively transmit to cells within the multicast service area which contain members of a multicast group.

MBMS data transmission should adapt to different RAN capabilities or different radio resource availability, e.g. by reducing the bitrate of the MBMS data. The selection and description of an appropriate mechanism is subject to MBMS stage 2. 

A multicast service received by the UE, involves one or more successive multicast sessions. A multicast service might, for example, consist of a single on-going session (e.g. a multimedia stream) or may involve several intermittent multicast sessions over an extended period of time (e.g. messages).

An example of a service using the multicast mode could be a football results service for which a subscription is required. 

Unlike the broadcast mode, the multicast mode generally requires a subscription to the multicast subscription group and then the user joining the corresponding multicast group. The subscription and group joining may be made by the PLMN operator, the user or a third party on their behalf (e.g. company). Unlike the broadcast mode, it is expected that charging data for the end user will be generated for this mode at MBMS Transport Service layer. Charging data related to security procedures for the end user at MBMS User Service layer may be generated, cf. clause 7. 
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Figure 2: Example of Multicast Mode Network

Reception of multicast services cannot be guaranteed over the access network. For many applications and services guaranteed data reception may be carried out by higher layer services or applications which make use of MBMS. 

Multicast mode should allow terminals to minimise their power consumption.

The multicast mode defined in this specification should not be confused with IP Multicast (RFC s 1112, 1301, 1458, 1920 [2]). There are similarities between these two services and such similarities may be exploited in 3GPP networks given that 3GPP multicast mode has been defined with consideration to maximizing efficiency on the radio interface and of network resources. 

Multicast mode shall be inter-operable with IETF IP Multicast. This could allow the best  use of IP service platforms to help maximize the availability of applications and content so that current and future services can be delivered in a more resource efficient manner. Figure 2 above shows a general high level overview of multicast mode network.

************** Next Modification ***************************
6
Security

It shall be possible to ensure that only those users who are entitled to receive a specific MBMS service may do so. It should be possible to choose whether a given MBMS service is to be delivered with or without ensured group security.

If a terminal supports MBMS, then it shall support UICC based key management and all the function and interfaces required for it. In addition, ME key management shall be supported. If the UICC is capable of MBMS key management, ME key management shall not be activated.

7
Charging

7.1
Broadcast mode

It shall be possible to collect charging information for the transmission of broadcast services  to enable billing of broadcast services providers e.g. billing 3rd parties for advertising.

Examples of the type of the charging information that could be collected include:

-
usage duration 

-
volume of contents

The above list of possible charging mechanisms is neither complete nor exhaustive.

It shall be possible to collect subscriber charging information for the end user (including roaming situations) based on security procedures (e.g. key management) for the receipt of broadcast data on a per broadcast service basis. 
********** End Modification *********************
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