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***********NEXT CHANGE************

5.3
General requirements

The following general requirements for the presence service shall be supported:-

a)
Presence information

i)
presence information for presentities shall be made available in a standardised presence information format to enable interoperability within 3GPP networks.

ii)
presence information for presentities shall be made available in a standardised presence information format to enable interoperability with IETF specified presence information formats (e.g. RFC 2778 [3], RFC 2779 [4] and RFC3863 [5])

iii)
presence information for presentities shall be extensible to represent additional information, without undermining the standardised format (e.g. device capabilities)

iv)
presence information for presentities shall include a means to uniquely identify the presentity

v)
presence information for presentities shall define a particular type of presentity, representing a 3GPP subscriber, with a minimum set of attributes as described below for interoperability within 3GPP networks.  The values for these attributes are to be determined in the Stage 2/3 specifications.


In addition to the generic requirements described above, the presence information representing a 3GPP subscriber:

a)
may include a subscriber’s status attribute describing the subscriber’s willingness to communicate (e.g. available, unavailable).  It does not identify the status of the device (e.g. registration or attachment to the network) or of any application.


This attribute is controlled by the subscriber. It shall be possible for this subscriber’s status to be provided by the subscriber, or by the network on behalf of the subscriber (subject to the subscriber’s agreement). For example the subscriber could define that he’s unavailable each day between 10 p.m. and 7 a.m., and the network would then be responsible for the subscriber’s status update.


The format and values of this attribute shall be standardised.

Note:
It is to be determined in the Stage 2/3 specifications how the Status field (in RFC2778 [3]) in notifications is completed, and whether or not the values in the subscriber status attribute, network status attribute or other information are used.

b)
may include a network status attribute describing the connectivity state of the device used by the 3GPP subscriber. This attribute could for example be defined using information describing  the subscriber’s state of connectivity to the network (e.g. CS attached, CS Call active with bearer information, IMS registered, PDP context information etc…).


This attribute is controlled by the network.


The format and values of this attribute shall be standardised.

Note:
It is to be determined in the Stage 2/3 specifications how the Status field (in RFC2778 [3]) in notifications is completed, and whether or not the values in the subscriber status attribute, network status attribute or other information are used.

c)
may include one or more communication means (e.g. SMS, telephone, e-mail, multimedia session…) and their contact addresses (e.g. MSISDN, e-mail address, NULL…) by which the subscriber may be contacted. 


This attribute is controlled by the subscriber. It shall be possible for this information to be provided by the subscriber, or by the network on behalf of the subscriber (subject to the subscriber’s agreement).


The format and values of the communication means shall be standardised, and the format of the contact address shall be standardised.

d)
may include two types of location information, one provided by the network (e.g. geographical co-ordinates) and/or one provided by the subscriber (e.g. “at home”).


The network provided location is controlled by the network, and the subscriber provided location information is controlled by the subscriber. It shall be possible for the subscriber provided location information to be furnished by the subscriber, or by the network on behalf of the subscriber (subject to the subscriber’s agreement).


The format of the network provided location shall be standardised, and the format of the subscriber provided location shall be standardised.

e)
may include a priority attribute giving a relative priority for each of the defined communication means and contact address pairs. It is via this priority attribute that the subscriber can indicate his preference for the order in which the communication means and contact address pairs should be used.


This attribute is controlled by the subscriber. It shall be possible for the priority information to be provided by the subscriber, or by the network on behalf of the subscriber (subject to the subscriber’s agreement). 


The format and values of this attribute shall be standardised.

f)
may include a text attribute (e.g. “In a meeting until 4 p.m.”)


This attribute is controlled by the subscriber. It shall be possible for the text information to be provided by the subscriber, or by the network on behalf of the subscriber (subject to the subscriber’s agreement).


The format of this attribute shall be standardised.

b)
A means to uniquely identify the watcher

c)
Forward compatible presence service


Presence service shall leverage current and evolving presence technology by re-using existing standards as far as possible and proposing extensions (as necessary) to existing standards.

d)
Interoperability with external presence services


External networks (e.g. those in other PLMN’s, the Internet, LANs etc.) currently support several different forms of presence service.  The presence service shall enable the wireless network to present a consistent and interoperable support of presence, such that the wireless presence capability users can interwork with one or more other external presence services.  

e)
Consistent and interoperable presence service


Regardless of the service using presence information, the presence service shall be supported in a consistent and interoperable manner between the UE and the network

f)
Transport independence


It shall be possible to use the presence service independent of the bearer or transport mechanism.  Restrictions may apply due to the nature of the underlying transport mechanism (e.g. a CS terminal may not be capable to supply the same presence information as a terminal attached to the IM CN Subsystem)

g)
Presence service quality of service

i)
the Presence Service shall enable a watcher, if required, to request a time after which delivery of the requested information shall not take place. 

ii)
the Presence Service shall enable a presentity to indicate an expiry time for the presence information, if required.

iii)
the Presence Service shall enable presence information delivered to a watcher to be marked with an expiry time, if required.

h)
Presence and other user services 


The operation of Presence Service may be offered both in parallel and independent of other services, e.g. supplementary services, teleservices, bearer services or any other services.

i)
Simultaneous access to presence information from multiple terminals

It shall be possible to access presence information simultaneously from multiple terminals (e.g. presentity or watcher would be able to access the presence service via mobile phone and PC).

j)
Access to the presence service from external applications

It shall be possible for external applications to be presentities/watchers.
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