Page 1



3GPP TSG-SA WG2 Meeting #46 
Tdoc (
S2-051369

Athens, Greece, 9th – 13th May 2005

	CR-Form-v7.1

	CHANGE REQUEST

	

	(

	23.125
	CR
	0129
	(

rev
	1
	(

Current version:
	6.4.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:
(

	OCS initiated bearer removal

	
	

	Source:
(

	SA WG2

	
	

	Work item code:
(

	CH-FBC
	
	Date: (

	12/05/2005

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-6

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Ph2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)

     Rel-7
(Release 7)

	
	

	Reason for change:
(

	The current specification is not clear whether and how FBC could lead to a TPF initiated bearer removal in case of online charging. There is just one statement in 5.6 (Termination Actions) that other procedures may be triggered, e.g. the bearer removal. No further details or conditions are specified. However, it is important to clarify this functionality to identify potential impacts on the protocol specifications and to have a complete standard of the TPF functionality.

In general for online charging, either the TPF or the OCS may be under control of the bearer removal in case of online charging. The TPF could be configured to initiate a bearer removal in case there is no credit available for any of the charging keys that have been installed for this bearer but only if all termination actions indicate a dropping of packets. Therefore, it would very complex to enforce a bearer removal from the OCS (by setting termination actions accordingly and taking away the remaining credit). 

The better solution seems to be the direct OCS control of the bearer removal by means of an explicite Gy signaling. This solution allows an operator to directly enforce a bearer removal depending only on an internal decision of the OCS.

	
	

	Summary of change:
(

	A new section is added describing the dependencies between the FBC functionality and the related bearer service. The statement about a dependency on the termination actions is deleted. Instead, it is clarified that the OCS shall be able to initiate a bearer removal. Finally, a new message flow for a TPF initiated bearer removal is added.

	
	

	Consequences if 
(

not approved:
	The TPF functionality is not completely described which could lead to different implementations. Especially it is not clear how the relation between FBC functionality and bearer removal should work.

	
	

	Clauses affected:
(

	5.6, 5.9, 6.2.2, 6.2.4, 7.4

	
	

	
	Y
	N
	
	

	Other specs
(

	
	x
	 Other core specifications
(

	

	affected:
	
	x
	 Test specifications
	

	
	
	x
	 O&M Specifications
	

	
	

	Other comments:
(

	


Start of 1st modified section

5.6
Termination Action

The termination action applies only in case of online charging. The termination action indicates the action, which the TPF should perform when no more credit is granted. A packet that matches a charging rule, indicating a charging key for which no credit has been granted, is subject to a termination action.

The defined termination actions include:

-
Allowing the packets, subject to the termination action, to pass through;

-
Dropping the packets, subject to the termination action;

-
The TPF Default Termination Action; 

-
The re-direction of packets, subject to the termination action, to an application server (e.g., defined in the termination action).

NOTE 1:
Such a re-direction may cause an application protocol specific asynchronous close event and application protocol specific procedures may be required in the UE and/or AF in order to recover, e.g. as specified in RFC 2616 for HTTP.

The Default Termination Action for all charging keys , for which no more credit is granted and there is no specific termination action shall be pre-configured in the TPF according to operator's policy. For instance, the default behaviour may consist of allowing packets of any terminated service data flow to pass through the TPF.

The OCS may provide a termination action for each charging key over the Gy interface. Any previously provided termination action may be overwritten by the OCS.
NOTE 2:
A termination action remains valid and shall be applied by the TPF until all the corresponding charging rules of that charging key are removed or the corresponding bearer is removed (for GPRS the PDP context).

The OCS shall provide the termination action to the TPF before denying credit; otherwise the TPF default termination action will be performed.

End of 1st modified section

Start of 2nd modified section

5.9
Bearer Relation

This section refers to the dependencies between FBC functionality and the related bearer service. The following relations shall be supported:
-
If there was no charging rule installed for a bearer service the TPF shall reject the bearer service establishment;

-
If there is no charging rule installed for a successfully established bearer service at any later point in time (due to a bearer service modification or due to an unsolicited provisioning of charging rules by the CRF), the TPF may initiate a bearer service termination;
-
In case of online charging, the OCS may trigger the TPF to initiate a bearer service termination at any point in time.
End of 2nd modified section

Start of 3rd modified section

6.2.2
Service Data Flow Based Credit Control Function

The Service Data Flow Based Credit Control Function performs online credit control functions together with the Online Charging System. It provides a new function within the Online Charging System.

The Online Charging System is specified in TS 32.240 [3]. The Service Data Flow Based Credit Control Function is considered as a new functional entity for release 6 within the Online Charging System.

The OCS may interact as an AF with a CRF to provide input to the CRF for charging rules selection.
The OCS may trigger the TPF to initiate a bearer service termination at any point in time.
NOTE 1:
As the OCS performs the credit control functions on a per charging key basis (and thus has not necessarily the knowledge about the existence of any specific service data flow), it is recommended to use different charging keys for any service data flows that shall not be unintentionally interrupted.
There may be several OCSs in a PLMN. To allow for this case, OCS addresses (i.e. the primary address and secondary address) may be passed once per IP network connection from the CRF to the TPF. This information shall be locally pre-configured within the TPF for all users. The addresses provided by the CRF have higher priority than the pre-configured ones.
End of 3rd modified section

Start of 4th modified section

6.2.4
Traffic Plane Function

The TPF shall be capable of differentiating user data traffic belonging to different service data flows for the purpose of collecting offline charging data and performing online credit control.
The TPF shall support predefined charging rules. See subclause 5.3 for further filtering and counting requirements.

In the case of online charging, the TPF shall not allow traffic unless credit has been granted by the OCS. If triggered by the OCS, the TPF shall initiate a bearer service termination.
For online charging, the TPF shall be capable of managing a pool of credit used for some or all of the service data flows of a user. The TPF shall also be capable of managing the credit of each individual service data flow of the user.

A TPF may be served by one or more CRF nodes. For GPRS, the TPF shall contact the appropriate CRF based on the APN , which is the primary mechanism. Optionally, the IMSI or MSISDN may in addition to the APN be used as input for selection of the appropriate CRF. For other IP-CANs the TPF shall contact the appropriate CRF based on the access point connected to and, optionally, a UE identity information that is applicable in that kind of IP-CAN.
NOTE 1:
For GPRS the CRF address(es) are configured in the TPF (GGSN) per APN.

For GPRS, it shall be possible to provide flow based charging functions for different service data flows even if they are carried in the same PDP Context. For GPRS, the TPF is a logical function allocated to the GGSN.
For GPRS, the TPF/GGSN applies charging rules on a per PDP context basis.
For each PDP context, the TPF shall accept information during bearer establishment and modification relating to:

-
The user and terminal (e.g. MSISDN, IMEISV)

-
Bearer characteristics (e.g. QoS negotiated, APN, IM CN Subsystem signaling flag)

-
Network related information (e.g. MCC and MNC)

The operator may apply different charging rules and rates depending on different PLMN. The TPF shall be able to provide MCC and MNC of the serving network (i.e. SGSN) to the CRF, which may be used by the CRF in order to select the charging rule to be applied.
The operator may configure whether Flow Based Charging is to be applied.

NOTE 2:
For GPRS, PDP Contexts for specific APNs may not be applicable to Flow Based Charging, hence regular GPRS charging would apply for these PDP Contexts, and the TPF function would not be invoked (i.e. no CRF interaction would occur).

The TPF may use this information in the OCS request/reporting or request for charging rules.

For each PDP context, there shall be a separate OCS request/OCF reporting, so this allows the OCS and offline charging system to apply different rating depending on the PDP context.

The TPF shall identify packets that are charged according to service data flow based charging. The TPF shall report the data volume(s) charged according to service data flow based charging. In case of GPRS, the TPF shall report the service data flow based charging data for each charging rule on a per PDP context basis.

At initial bearer establishment the TPF shall request charging rules applicable for this bearer from the CRF. As part of the request, the TPF provides the relevant information to the CRF. The TPF shall use the charging rules received in the response from the CRF. In addition, the TPF shall use any applicable predefined charging rules. Predefined charging rules may apply for all bearers of all users or may be dynamically activated (or deactivated) by the CRF for a specific bearer.

If the bearer is modified, by changing the bearer characteristics, the TPF shall first use the event triggers to determine whether to request the charging rules for the new bearer characteristics from the CRF. Afterwards, the TPF shall use the re-authorisation triggers in order to determine whether to require re-authorisation for the charging rules that were either unaffected or modified. 
If the TPF receives an unsolicited update of the charging rules from the CRF, the new charging rules shall be used.

If another bearer is established by the same user (e.g. for GPRS the Secondary PDP Context Activation procedure), the same procedures shall be applied by the TPF as described for the initial bearer. For a bearer, the TPF shall only apply the charging rules that are activated/associated with this bearer. Hence a charging rule is installed, modified and removed on a per PDP context basis. If multiple PDP contexts are active for a UE the CRF may decide that a charging rule is to be activated/associated with more than one PDP context.
The TPF shall evaluate received packets against the service data flow filters in the order according to the precedence for the charging rules. When a packet is matched against a SDF filter, the packet matching process for that packet is complete, and the charging rule for that SDF filter shall be applied. If there is no match against any SDF filter established for that bearer the packet shall be discarded.
End of 4th modified section

Start of 5th modified section

7.4
TPF initiated Bearer Service Termination 


[image: image1.wmf] 

5

. Provision Charging Rules

 

9

. 

Remove

 Bearer Serv 

Accept

 

UE

 

TPF

 

CRF

 

7

. 

C

redit

 ret

urn

 

8

. 

R

esponse

 

4

. Identify charging 

rules to 

apply

 

OCS

 

2

. Remove Bearer Serv Req

 

3

. 

Indication

 of 

Bearer Termination 

 

6

. 

Remove

 

charging rules

 

1. Internal or external trigger event 

 


Figure 7.5: TPF initiated Bearer Service Termination

1.
The TPF receives a trigger event. This can be the case if there is no charging rule installed for a successfully established bearer service (due to a bearer service modification or due to an unsolicited provisioning of charging rules by the CRF). In case of online charging, this can also be the case that the OCS triggers the TPF to initiate a bearer service termination.
2.
The TPF initiates a request to remove a bearer service. For GPRS, this is the GGSN sending a delete PDP context request.

3.
The TPF indicates that a bearer service (for GPRS, a PDP context) is being removed and provides relevant information for the CRF.

4.
The CRF applies the indication of the bearer service termination to determine whether charging rules need to be provisioned for any other bearer service of the same IP network connection (using an unsolicited provision of charging rules by the CRF as described in 7.3). Charging rules may need to be removed for the terminated bearer service. However, there is no need for the CRF to remove charging rules explicitly.

5.
The CRF provides the charging rule information to the TPF. This message is flagged as the response to the TPF request.

6.
The TPF performs charging rule actions as indicated, i.e. removing charging rules.

7.
In case of online charging, the TPF returns the remaining credit of every charging key to the OCS.

8.
In case of online charging, the OCS acknowledges the report to the TPF.

9.
The TPF completes the bearer service removal procedure.

NOTE 1:
The sequence in the message flow is an example, i.e. the bearer service termination indication can proceed in parallel with the final usage reporting and the bearer service removal procedure. The final sequence will depend on the stage 3 protocol design.
NOTE 2:
Further details of the credit control mechanism are expected to be specified by Stage 3.
End of 5th modified section
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