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1. Introduction

A5/3 and GEA3, as defined in TS 55.216, were originally designed such that it was possible to use different key lengths from 64 to 128 bits, through a parameter KLEN. However SA3 has agreed that it is sufficient that two key lengths are supported by the system, i.e. 64 bits and 128 bits. Thus a CR to TS 55.216.was approved to restrict A5/3 and GEA3 to 64 bit keys, in San Francisco (S3-030438).

A new algorithm identifier has also been defined for A5/4 and GEA4 with a key length set to 128 bits (in co-operation with CN1). A new specification - for A5/4 and GEA4 - was then needed and SA3 # 29 decided in San Francisco that this should be developed. This contribution offers the TS for A5/4 and GEA4.
2. Implications

For ciphering algorithms according to A5/4 and GEA4 to be implemented other specifications need to be changed regarding signalling interfaces to allow for Kc with 128-bit size.
3. Proposal

The new TS for A5/4 and GEA4, as proposed here, was approved by SA WG3 (S3-040102) and is hereby provided to TSG SA for information. It is planned to provide this again to TSG SA#24 for approval.
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